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FIRST CHANGE
[bookmark: _Toc131528968]F.1	5GS Bridge information reporting


Figure F.1-1: 5GS Bridge information reporting
Identities of 5GS Bridge and UPF/NW-TT ports are pre-configured on the UPF based on deployment. The SMF requests the UPF/NW-TT to measure and report the clock drift between the TSN GM time and 5GS GM time for one or more TSN time domains.
1.	PDU Session Establishment as defined clause 4.3.2.2.1-1 is used to establish a PDU Session serving for TSC.
	During this procedure, the SMF selects a UPF, which supports functions as defined in clause 5.28.1 of TS 23.501 [2], for the PDU Session.
	During this procedure, the SMF receives the UE-DS-TT residence time, DS-TT MAC address for this PDU Session and port management capabilities from the DS-TT/UE in PDU Session Establishment request and receives the allocated port number for DS-TT Ethernet port and user-plane Node ID in N4 Session Establishment Response message. The UPF allocates the port number for DS-TT, user-plane Node ID after receiving N4 Session Establishment Request message.
2.	The SMF sends the information received in step 1 to the TSN AF via PCF to establish/modify the 5GS Bridge. The Npcf_PolicyAuthorization_Notify message in step 2b is delivered via the pre-configured AF session as described in clause 4.16.5.1. The TSN AF stores the binding relationship between 5GS user-plane Node ID, MAC address of the DS-TT Ethernet port and also updates 5GS bridge delay as defined in clause 5.27.5 of TS 23.501 [2] for future configuration. The TSN AF requests creation of a new AF session associated with the MAC address of the DS-TT Ethernet port using the Npcf_PolicyAuthorization_Create operation (step 2c) and subscribes for TSN events over the newly created AF session using the Npcf_PolicyAuthorization_Subscribe operation (step 2d).
In case of TSN AF supports for direct notification from UPF for PMIC and UMIC, the subscription in step 2d has following additional information: “Notification Target Address for PMIC/UMIC UPF event” and “Correlation ID for PMIC/UMIC UPF event”.
Using the 5GS user-plane Node ID received in step 2b the TSN AF subscribes with the NW-TT for receiving user plane node management information changes for the 5GS bridge indicated by the 5GS user-plane Node ID as described in clause 5.28.3.1 of TS 23.501 [2].
	After receiving a User plane node Management Information Container (UMIC) containing the NW-TT port numbers, the TSN AF subscribes with the NW-TT for receiving NW-TT port management information changes for the NW-TT port indicated by each of the NW-TT port numbers as described in clause 5.28.3.1 of TS 23.501 [2].
	The TSN AF can use any PDU Session to subscribe with the NW-TT for bridge or port management information notifications. Similarly, the UPF can use any PDU Session to send bridge or port management information notifications.
3.	If DS-TT has indicated support for the TSN Time domain number in the port management capabilities, TSN AF provides the TSN Time domain number to DS-TT. Optionally, TSN AF provides the TSN Time domain number to NW-TT.
4.	If supported according to the port management capabilities received from DS-TT, TSN AF retrieves txPropagationDelay and Traffic Class table from DS-TT. TSN AF also retrieves txPropagationDelay and Traffic Class table from NW-TT.
NOTE:	It is assumed that distribution of TSN GM time towards NW-TT and DS-TT for the TSN time domain is activated before TSN AF retrieves txPropagationDelay so that DS-TT and NW-TT can convert txPropagationDelay from 5GS time to TSN time before reporting txPropagationDelay to TSN AF.
5.	If DS-TT supports neighbor discovery according to the port management capabilities received from DS-TT, then TSN AF:
-	provides DS-TT port neighbor discovery configuration to DS-TT to configure and activate the LLDP agent in DS-TT;
-	subscribes to receive Neighbor discovery information for each discovered neighbor of DS-TT (see Table 5.28.3.1-1 in TS 23.501 [2].
	If DS-TT does not support neighbor discovery, then TSN AF:
-	provides DS-TT port neighbor discovery configuration to NW-TT to configure and activate the LLDP agent in NW-TT to perform neighbor discovery on behalf of DS-TT;
-	subscribes to receive Neighbor discovery information for each discovered neighbor of DS-TT from NW-TT (see Table 5.28.3.1-1 in TS 23.501 [2].
	TSN AF:
-	writes NW-TT port neighbor discovery configuration to NW-TT to configure and activate the LLDP agent in NW-TT;
-	subscribes to receive Neighbor discovery information for each discovered neighbor of NW-TT (see Table 5.28.3.1-1 in TS 23.501 [2]).
6.	TSN AF receives notifications from DS-TT (If DS-TT supports neighbour discovery) and NW-TT on discovered neighbors of DS-TT and NW-TT.
7.	The TSN AF constructs the above received information as 5GS Bridge information and sends them to the CNC to register a new TSN Bridge or update an existing TSN Bridge.


NEXT CHANGE (2)
[bookmark: _Toc122443825]
[bookmark: _Toc20204482][bookmark: _Toc27895181][bookmark: _Toc36192278][bookmark: _Toc45193391][bookmark: _Toc47593023][bookmark: _Toc51835110][bookmark: _Toc131528496]5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Port Management Information Container for ports on DS-TT or NW-TT, or User plane node Management Information Container.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: GPSI(s) or SUPI(s) if available, Internal Group Identifier, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity information if applicable, flow description information as described in clause 6.1.3.6 of TS 23.503 [20], AF Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, ASP Identifier, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition, spatial validity condition, Information for EAS IP Replacement in 5GC, Indication for EAS Relocation, AF indication for simultaneous connectivity over source and target PSA at edge relocation, EAS Correlation indication, Common EAS IP address, Traffic Correlation ID, FQDN(s) as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, User plane node Management Information Container, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.3.23 of TS 23.503 [20], TSCTSF parameters provided by the TSCTSF to the PCF as described in clause 6.1.3.23a and clause 6.1.3.23b of TS 23.503 [20], QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], QoS Reference or individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], RT Latency Indication as described in clause 6.1.3.22 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS Reference parameters or Requested Alternative QoS Parameter Sets in a prioritized order), TSC Assistance Container, MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20], SFC Policy Identifier(s), Metadata, Notification Target Address for PMIC/UMIC UPF event, Correlation ID for PMIC/UMIC UPF event.
NOTE 1:	When only one DNAI and corresponding routing profile ID(s) and the Indication for EAS Relocation are available, the presented DNAI is the target DNAI as defined in clause 6.3.7 of TS 23.548 [74].
NOTE 2: 	A dedicated Notification Target Address for PMIC/UMIC UPF event and Correlation ID for PMIC/UMIC UPF event are provided by the event consumer over Npcf_PolicyAuthorization as the corresponding events are reported by the UPF and not by the PCF. Providing such information indicates that the consumer of the Npcf_PolicyAuthorization (TSN AF, TSCTSF) suppots PMIC/UMIC via Nupf event reporting. 

Outputs, Required: Success or Failure (reason for failure, e.g. as defined in clauses 6.1.3.16 and clause 6.1.3.10 of TS 23.503 [20]).
Outputs, Optional: The service information that can be accepted by the PCF.

[bookmark: _Toc20204483][bookmark: _Toc27895182][bookmark: _Toc36192279][bookmark: _Toc45193392][bookmark: _Toc47593024][bookmark: _Toc51835111][bookmark: _Toc131528497][bookmark: _Toc20204484][bookmark: _Toc27895183][bookmark: _Toc36192280][bookmark: _Toc45193393][bookmark: _Toc47593025][bookmark: _Toc51835112][bookmark: _Toc122443829]5.2.5.3.3	Npcf_PolicyAuthorization_Update service operation
Service operation name: Npcf_PolicyAuthorization_Update
Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.
Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity information if applicable, flow description information as described in clause 6.1.3.6 of TS 23.503 [20], AF Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition, spatial validity condition, Information for EAS IP Replacement in 5GC, Indication for EAS Relocation, AF indication for simultaneous connectivity over source and target PSA at edge relocation as described in clause 5.6.7 of TS 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 of TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 of TS 23.503 [20], Port Management Information Container and related port number, User plane node Management Information Container, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.3.23 of TS 23.503 [20], TSCTSF parameters provided by the TSCTSF to the PCF as described in clause 6.1.3.23a and clause 6.1.3.23b of TS 23.503 [20], QoS Reference or individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS Reference parameters or Requested Alternative QoS Parameter Sets in a prioritized order), TSC Assistance Container, QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20], SFC Policy Identifier(s), Metadata, Notification Target Address for PMIC/UMIC UPF event, Correlation ID for PMIC/UMIC UPF event.
NOTE:	When only one DNAI and corresponding routing profile ID(s) and the Indication for EAS Relocation are available, the presented DNAI is the target DNAI as defined in clause 6.3.7 of TS 23.548 [74].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in clause 6.1.3.16 of TS 23.503 [20]).
Outputs, Optional: The service information that can be accepted by the PCF.
Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.

NEXT CHANGE 


[bookmark: _Toc20204486][bookmark: _Toc27895185][bookmark: _Toc36192282][bookmark: _Toc45193395][bookmark: _Toc47593027][bookmark: _Toc51835114][bookmark: _Toc122443831]5.2.5.3.6	Npcf_PolicyAuthorization_Subscribe service operation
Service operation name: Npcf_PolicyAuthorization_Subscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of events.
Inputs, Required: (Set of) Event ID(s) as specified in Npcf_PolicyAuthorization_Notify service operation, target of PCF event reporting (defined below), NF ID, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address (+ Notification Correlation ID).
The target of PCF event reporting the subscription for an individual AF session: An UE IP address (IPv4 address or IPv6 prefix) optionally together with a (DNN, S-NSSAI) or with a UE ID (SUPI or GPSI).
Inputs, Optional: Event Filter, Subscription Correlation ID (in the case of modification of the event subscription), Notification Target Address for PMIC/UMIC UPF event, Correlation ID for PMIC/UMIC UPF event.
Outputs, Required: When the subscription is accepted: Subscription Correlation ID.
Outputs, Optional: None.

END OF CHANGES
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