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With release 99 specifications QoS negotiation is not possible on the Iu interface. When the RNS cannot provide the QoS requested in a RAB Assignment Request, the RNC responds with an appropriate cause code (e.g. ‘Requested Maximum Bit Rate not Available’). At the session management level, however, there is no mean to inform the MS about the exact cause; the SGSN can only use the generic ‘insufficient resources’ cause code in the reject message. Therefore only the SGSN has enough information to possibly re-attempt with an appropriately downgraded QoS profile. This CR clarifies the behaviour of the SGSN in such situation.

When the SGSN receives a RAB Assignment Response from the RNC with a cause code indicating that the requested QoS profile(s) cannot be provided, the SGSN may re-attempt a RAB Assignment Request with different QoS profile(s). The number of re-attempts, if any, as well as how the new QoS profile(s) values are determined by the SGSN is implementation dependent.
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This CR takes into consideration the changes made in CR110 (new chapter 12.8.4)

6.12.1
Service Request Initiated by MS Procedure

The MS in PMM‑IDLE state sends the Service Request message to the 3G‑SGSN in order to establish the PS signalling connection for the upper layer signalling or for the resource reservation for active PDP contexts. After receiving the Service Request message the 3G‑SGSN may perform authentication and it shall perform the security mode procedure. After the establishment of the secure PS signalling connection to a 3G‑SGSN the MS may send signalling messages, e.g., Activate PDP Context Request, to the 3G‑SGSN, or the 3G‑SGSN may start the resource reservation for the active PDP contexts depending on the requested service in the Service Request message. This procedure is also used by an MS in PMM‑CONNECTED state to request the resource reservation for the active PDP contexts.
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Figure 47: Service Request Initiated by MS Procedure

1)
The MS establishes an RRC connection, if none exists for CS traffic.

2)
The MS sends a Service Request (P‑TMSI, P‑TMSI Signature, RAI, CKSN, Service Type) message to the SGSN. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling. At this point, the SGSN may perform the authentication procedure.


If Service Type indicates Data then a signalling connection is established between the MS and the SGSN, and resources for active PDP context(s) are allocated, i.e., RAB establishment for the activated PDP context(s).


If Service Type indicates Signalling then the signalling connection is established between the MS and the SGSN for sending upper-layer signalling messages, e.g., Activate PDP Context Request. The resources for active PDP context(s) are not allocated.

3)
The SGSN shall perform the security functions if the service request was initiated by an MS in PMM‑IDLE state.

4)
In case Service Type indicates Data, the SGSN sends a Radio Access Bearer Assignment Request (NSAPI(s), TEID(s), QoS Profile(s), SGSN IP Address(es)) message to re-establish radio access bearer for every activated PDP context.

5)
The RNC indicates to the MS the new Radio Bearer Identity established and the corresponding NSAPI with the RRC radio bearer set up procedure.

6) RNC responds with the Radio Access Bearer Assignment Response (NSAPI(s), TEID(s), QoS Profile(s), RNC IP Address(es)) message. The GTP tunnel(s) are established on the Iu interface. If the RNC returns a Radio Access Bearer Assignment Response with a cause indicating that the requested QoS profile(s) can not be provided (e.g. ‘Requested Maximum Bit Rate not Available’), then the SGSN may send a new Radio Access Bearer Assignment Request message with different QoS profile(s). The number of re-attempts, if any, as well as how the new QoS profile(s) values are determined is implementation dependent.
7) For each RAB re-established with a modified QoS profile, the SGSN initiates a PDP Context Modification procedure to inform the MS and the GGSN of the new negotiated QoS profile for the corresponding PDP context.
8)
The MS sends the uplink packet.

The MS knows that the Service Request message was successfully received in the SGSN when the MS receives the RRC Security Mode Control Command message. It is, however, possible that the security mode procedure is not performed, e.g., if the Service Request message indicating Service Type = Data is sent after an RA update procedure via the same PS signalling connection. For such cases, the Service Accept message may be needed and it should be treated by the MS as a service acceptance indication.

If the service request cannot be accepted, the network returns a Service Reject message to the mobile station.

For an MS with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedure in 3G TS 23.078:

C1)
CAMEL-GPRS-Attach-Request.

6.12.2
Service Request Initiated by Network Procedure

When the 3G‑SGSN receives a downlink packet (e.g., Request PDP Context Activation, MT SMS, user data) for an MS in PMM‑IDLE state, the 3G‑SGSN sends a paging request to UTRAN. The paging request triggers the Service Request procedure in the UMS
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Figure 1: Service Request Initiated by Network Procedure

1)
The SGSN receives a downlink PDP PDU for an MS in PMM‑IDLE state.

2)
The SGSN sends a Paging (IMSI, P‑TMSI, RAI, Paging Cause) message to the RNC. The RNC pages the MS by sending a Paging (P‑TMSI or IMSI, Paging Cause) message to the MS.

3)
The MS establishes an RRC connection if none exists for CS traffic.

4)
The MS sends a Service Request (P‑TMSI, P‑TMSI Signature, RAI, CKSN, Service Type) message to the SGSN. Service Type specifies Paging Response. The Service Request is carried over the radio in an RRC Direct Transfer message and over the Iu interface in the RANAP Initial MS message. At this point, the SGSN may perform the authentication procedure. The SGSN knows whether the downlink packet requires RAB establishment (e.g., downlink PDU) or not (e.g., Request PDP Context Activation or MT SMS).

5)
The SGSN shall perform the security mode procedure.

6) If resources for the PDP contexts are re-established, the SGSN sends a Radio Access Bearer Assignment Request (NSAPI(s), TEID(s), QoS Profile(s), SGSN IP Address(es)) message to the RNC. The RNC sends a Radio Access Bearer Setup (RAB Identity, NSAPI) to the MS. The MS responds by returning a Radio Access Bearer Complete message to the RNC. The RNC sends a Radio Access Bearer Assignment Response (NSAPI(s), TEID(s), QoS Profile(s), RNC IP Address(es)) message to the SGSN in order to indicate that GTP tunnels are established on the Iu interface and radio access bearers are established between the RNC and the MS. If the RNC returns a Radio Access Bearer Assignment Response with a cause indicating that the requested QoS profile(s) can not be provided (e.g. ‘Requested Maximum Bit Rate not Available’), then the SGSN may send a new Radio Access Bearer Assignment Request message with different QoS profile(s). The number of re-attempts, if any, as well as how the new QoS profile(s) values are determined is implementation dependent.
7) For each RAB re-established with a modified QoS profile, the SGSN initiates a PDP Context Modification procedure to inform the MS and the GGSN of the new negotiated QoS profile for the corresponding PDP context.
8)
The SGSN sends the downlink packet.

For an MS with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedure in 3G TS 23.078:

C1)
CAMEL-GPRS-Attach-Request.

12.8.4
RAB Assignment Procedure

The purpose of the RAB Assignment procedure is to enable modification and/or release of already established RABs and/or the establishment of new RABs for a given MS. The same messages are used for the three mentioned actions and it is only the content carried by the messages that is different. The RAB assignment procedure, which is shown below, is specified in 3G TS 25.413. The RRC protocol is specified in 3G TS 25.331.  
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Figure 88 RAB Assignment Procedure

1) The SGSN sends a RAB Assignment Request message to the RNC to establish, modify or release one or several RABs. For each RAB requested to be established or modified, if the RAB is allowed for queuing and the resource situation requires it, the RNC may place the RAB in the establishment queue.
2) The RNC establishes, modifies or releases the appropriate radio bearers.
3) 3)
The RNC sends a RAB Assignment Response message to the SGSN. If the request to establish or modify one or several RABs has been queued, the RNC will report the outcome of the establishment or modification in subsequent RAB Assignment Response messages. If the SGSN receives a RAB Assignment Response with a cause indicating that the requested QoS profile(s) can not be provided (e.g. ‘Requested Maximum Bit Rate not Available’), then the SGSN may send a new RAB Assignment Request message with different QoS profile(s). The number of re-attempts, if any, as well as how the new QoS profile(s) values are determined is implementation dependent.
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