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1. Introduction
This pCR updates solution#6 to use proper terms.
2. Reason for Change
Following changes are done:
a)	The term “set” is confusing as it is already used in other 3GPP working group to identify similar NFs (i.e. NF sets). It is proposed to use better work defined in SA6 group.
In the procedure, the AIML enablement server discovers nodes to support AIML operations, so the term “bundle” (as it is used in other SA6 specification) seems appropriate.
b)	Furhter, editor’s note realted to architecture impacts is removed.
c)	Furhter, the solution needs enhancement to allow VAL layer entity to perform selection based on discovery result. Added EN to capture the same.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-82 v0.3.0.


* * * First Change * * * *
[bookmark: _Toc161045950][bookmark: _Toc161046012]3.1	Terms
[bookmark: _Hlk151032834]For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
[bookmark: _Hlk151537463]AIML bundle: It is a set of FL members which are selected (by AIML enablement server or AIML enablement consumer) to perform AIML operation.
ML model: According to TS 28.105 [9], mathematical algorithm that can be "trained" by data and human expert input as examples to replicate a decision an expert would make when provided that same information.
ML model lifecycle: The lifecycle of an ML model includes data collection, data processing, model training, model verification, model, instantiation and deployment, model monitoring and termination of ML model components. 
ML model training: According to TS 28.105 [9], ML model training includes capabilities of an ML training function or service to take data, run it through an ML model, derive the associated loss and adjust the parameterization of that ML model based on the computed loss.
ML model inference: According to TS 28.105 [9], ML model training includes capabilities of an ML model inference function that employs an ML model and/or AI decision entity to conduct inference.
AI/ML enablement: an application enablement framework consisting of one or more AI/ML enabler capabilities based on the SA6 provider implementation. Such function can be deployed as (or within) an enablement layer server (e.g. SEAL or ADAES) or client.
AI/ML client: an application layer entity (also referred as ML client) which is an AI/ML endpoint, and performs client-side operations (e.g. related to the ML model lifecycle). Such AI/ML client can be a VAL client or AIML enabler client and may be configured e.g. to provide ML model training and inference locally e.g. at the VAL UE side. 
AI/ML server: an application layer entity which is an AI/ML endpoint, and performs server-side operations (e.g. related to the ML model lifecycle). Such AI/ML server can be a VAL server or AIML enabler server. 
FL member: An FL member or participant is an entity which has a role in the FL process. An FL member can be an FL client performing ML model training, or an FL server performing aggregation/collaboration for the FL process. The FL member in this study is assumed to be either a functionality at the VAL UE or at the network/server side (AIML enablement server, VAL server).
FL client: An FL member which locally trains the ML model as requested by the FL server.
FL server: An FL member which generates global ML model by aggregating local model information from FL clients.
* * * Second Change * * * *
8.6 	Solution #6: AIML enablement client selection
[bookmark: _Toc161046013]8.6.1	Solution description
The following clauses specify procedures, information flows, and APIs for Key Issue #3 to support AIML enablement client selection.
Assumptions:
1.	The proposed solution is based on client-server architecture for federated learning.
2.	The VAL server has already discovered and received a list of AIML enablement clients that are suitable and have available data for a particular AIML operation. 
3.	The discovery operation may be performed as described in solution 7 to find a list of AIML enablement clients.



Figure 8.6.1-1: AIML enablement client selection procedure
1.	A VAL server sends a request to an AIML enablement server to select a list of AIML enablement clients that have been discovered to meet the requirements for AIML operations. The AIML enablement client selection request includes the VAL identifier, security credentials, application identifier, and a list of AIML client IDs for inclusion into an AIML setbundle.
Editor's Note: The IEs in the request are FFS. It is also FFS how the request parameters are used in relationship to other member selection policy provisioned to the AIML enabler layer.
[bookmark: _Hlk157763292]2.	The AIML enablement server validates the selection request and verifies the security credentials provided in the request. The AIML enablement server further performs authentication and authorization checks to determine if the requestor is able to create an AIML setbundle. If authorized, the AIML enablement server creates an AIML set bundle with the provided list of AIML enablement clients as members and assigns an AIML identifier for the setbundle.
NOTE: The AIML enabler server can reuse SEAL group management for any necessary group management.
[bookmark: _Hlk157763425]3.	The AIML enablement server sends an AIML enablement client selection response that includes the status of the selection request and the assigned AIML set bundle identifier.
Editor’s note: After discovery, selection of nodes by the AIML enablement consumer is FFS.
[bookmark: _Toc161046014]8.6.2	Architecture Impacts
Editor's note:	This clause provides the architecture impacts of the solution and possible new SA6 capabilities and interfaces.
[bookmark: _Toc161046015]8.6.3	Corresponding APIs
Table 8.6.3-1 shows the request sent by a VAL server to an AIML enablement server for the AIML enablement client selection procedure.
Table 8.6.3-1: Request for AIML enablement client selection procedure
	Information element
	Status
	Description

	VAL server identifier
	M
	The identifier of the VAL server.

	Security credentials
	M
	Security credentials to authenticate and authorize the requestor.

	Application identifier
	O
	An identifier for the AIML application

	List of AIML client IDs
	M
	A list of AIML client IDs that was previously discovered for inclusion into an AIML client setbundle.



Table 8.6.3-2 shows the response sent by the AIML enablement server to the VAL server for the AIML enablement client selection procedure.
Table 8.6.3-2: Response for AIML enablement client selection procedure
	Information element
	Status
	Description

	Status
	M
	The status for the request: success or fail. 

	AIML client set bundle identifier
	M
	An identifier to associate with the set bundle of AIML enablement clients that the VAL server has provided in the request. The AIML client set bundle can be updated by using this identifier.



[bookmark: _Toc161046016]8.6.4	Solution evaluation
Editor's note:	This clause provides an evaluation of the solution. The evaluation should include the descriptions of the impacts to existing architectures.

* * * End of Change * * * *
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