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1. Introduction
This pCR modify solution #2 : Support for spatial anchor management to support customer premises.
2. Reason for Change
Key issue #1: Enabler support for managing spatial anchors is changed to add “customer premises” in issue 1.

1)
How to enhance existing appliction enabler (either adding new capability in existing server or defining new capability server) to support CRUD operations for spatial anchors (association between location and service information on customer premises)?

So it is needed to add “customer premises” in solution #2: Support for spatial anchor management.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-21. 
* * * First Change * * * *

7.2
Solution #2: Support for spatial anchor management
7.2.1
Solution description

This solution maps to KI# 1. This solution enhances Service Enabler Architecture Layer (SEAL) Location Management (LM) service to provide spatial anchor management service to the VAL server or the UE. The architecture impacts are captured in clause 7.2.2 while procedures to manage spatial anchors are captured in clause 7.2.3.

7.2.2
Architecture Impacts
This clause provided architecture enhancements to the SEAL LM architecture as defined in 3GPP TS 23.434 [8]. The SEAL LM client is enhanced to provide client side functionalities for managing (i.e. create, read, update and delete) spatial anchors for metaverse application. The SEAL LM server is enhanced to provide server side functionalities for managing spatial anchors for the metaverse applications. 
VAL client uses the SEAL LM client to manage spatial anchors for the metaverse applications over LM-C reference point. Similarly, VAL server uses SEAL LM server to manage spatial anchors for the metaverse applications over LM-S reference point. The LM-UU interface is enhanced to provide management of spatial anchors between SEAL LM client and SEAL LM server.

Editor’s note: Whether to use a new application enablement server or a new SEAL server for this solution is FFS.

7.2.3
Procedures

7.2.3.1
Creating spatial anchor

Figure 7.2.3.1-1 depicts the procedure for creating association of spatial anchor with location for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 
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Figure 7.2.3.1-1: Create spatial anchor
1)
The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to create association of the spatial anchor with the location. The request includes VAL server identity, position of the anchor and application service identifier, security credentials, spatial anchor service area. The request may include service information of the product to associate it with the spatial anchor, access control rules defining which entities are permitted to discover and access the spatial anchor, and customer premise information.  

2)
The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server creates the association between spatial anchor and the location, and stores the information as received in the request message. The server creates identity for the spatial anchor. The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including identity for the spatial anchor for a successful case.

7.2.3.2
Updating spatial anchor

Figure 7.2.3.2-1 depicts the procedure for updating spatial anchor association for metaverse applications. The update operation includes modifying existing spatial anchor or deleting the spatial anchor. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 
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Figure 7.2.3.2-1: Update spatial anchor
1)
The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to update the existing spatial anchor association. The request is used to modify or delete the spatial anchor. The request message includes the identity of the spatial anchor and the application service identifier. To modify the spatial anchor, the request may include service information of the product to associate it with the spatial anchor, and customer premise information.  

2)
The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server checks whether the spatial anchor as identified by the identity of the spatial anchor exists or not. If the spatial anchor does not exists then the SEAL LM server sends failure response. Otherwise, the SEAL LM server updates the spatial anchor details (for update request) or deletes the spatial anchor details (for delete request). The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including reason for failure for failure case.

7.2.3.3
Get spatial anchor

Figure 7.x.3.3-1 depicts the procedure for getting spatial anchor details for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 


[image: image3.emf]VAL server (or 

SEAL LM client)

SEAL LM Server

1) Get Spatial Anchor Request

2) Get Spatial Anchor Response


Figure 7.2.3.3-1: Get spatial anchor
1)
The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to get the spatial anchor details. The request includes discovery filters like the position of the user and application service identifier. If the request to get specific spatial anchor, the request may include application specific information (e.g type of service). 

2)
The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server determines all spatial anchors from the repository based on the discovery filters provided in the request message. The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including list of spatial anchor details for successful case.

7.2.3.4
Spatial anchor information subscription

Figure 7.2.3.3-1 depicts the procedure for subscribing to receive spatial anchor details for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 
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Figure 7.2.3.4-1: Spatial anchor information subscription
1)
The VAL server (or SEAL LM client) sends a subscription request to the SEAL LM server to get notifications about the spatial anchor details. The request includes discovery filters like the position and application service identifier. If the request to subscribe to specific spatial anchor, the request may include application specific information (e.g type of service).

2)
The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server sends successful response along with subscription identity. 

NOTE 1:
The SEAL LM server starts monitoring the location of the user if it is not already monitoring.

3-4)
Upon occurance of the event (e.g. spatial anchor added or removed or updated), the SEAL LM server determines all spatial anchors from the repository which are matched with the discovery filters provided in the request. The SEAL LM server sends the notification to the VAL server (or SEAL LM client) including list of spatial anchor details.
7.2.4
Solution evaluation

Editor's note:
This clause provides an evaluation of the solution addressing KI#x. 
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