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[bookmark: _Toc131120419]/******************** First Changes ********************/
[bookmark: _Toc155261682][bookmark: _Toc133484058]9.x	SEALDD enabled streaming transmission 
[bookmark: _Toc155261683][bookmark: _Toc133484059][bookmark: _Toc117364421]9.x.1	General
The following clauses specify procedures, information flow and APIs for establishing an SEALDD enabled end-to-end data transmission for streaming applications. The specific procedures detailed in the subsequent clauses are for cases in which the SEALDD regular connection is used respectively for application signalling, application data delivery initiated by VAL server, and application data delivery initiated based on DD policy.
[bookmark: _Toc155261684][bookmark: _Toc133484060][bookmark: _Toc117364422]9.x.2	Procedure

9.x.2.1	SEALDD enabled regular data transmission connection establishment procedure
Figure 9.x.2.1-1 illustrate the procedure for establishing the SEALDD based data delivery media plane for streaming.
Pre-condition:
-	The VAL server can discover and select the SEALDD server by CAPIF functions.


Figure 9.x.2.2-1: SEALDD enabled streaming data delivery procedure
1.	The VAL server decides to use SEALDD service for streaming data and provides the SEALDD-S-U information including IP address, port number, media description (e.g., codec, supported media protocol) used for SEALDD-S-U, delivery mode (i.e., pull or push), pull URL if the delivery mode is set to pull. The VAL server sends Sdd_StreamingTransmission request to the SEALDD server discovered by CAPIF. The request includes UE ID/address, VAL server ID, VAL service ID, SEALDD-S-U information of the VAL server side, delivery mode, media description and optionally, the QoS information for the application traffic, e.g. QoS requirements.

2.	Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, SEALDD server allocates SEALDD-S-U address/port of the SEALDD server to receive the packets from the VAL server over SEALDD-S-U. 
	The SEALDD server may send the AF request to provide the required QoS information to 5GC via N33/N5, as defined in clause 5.2.6.9 and in clause 5.2.5.3 of 3GPP TS 23.502 [6]. The AF request includes the application traffic descriptor containing the address or ports allocated by SEALDD server, and the QoS information for application traffic. The QoS information may be determined by SEALDD server according to VAL service ID for different service type of application traffic if the QoS information is not provided by VAL server. The SEALDD server relies on the northbound Policy Authorization Service API exposed by the PCF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via the N5 reference point, or the northbound AF Session with QoS Service APIs and/or the PFD Management northbound APIs exposed by the NEF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via NEF. SEALDD may also rely upon the EES Session with QoS API as specified in 3GPP TS 23.558 [10] and/or the NRM QoS functionality as described in 3GPP TS 23.434 [4].
NOTE 1:	The SEALDD-S-U information of the SEALDD server side is optional to respond to the VAL server, if the SEALDD server uses the downlink pull mode to obtain the data/content from the SEALDD-S-U address provided by the VAL server in step 1, and uses the uplink push mode to send the data/content to the SEALDD-S-U address provided by VAL server.
3.	Data transmission session information is provisioned to the VAL client by the VAL server via application signalling.
NOTE 2:	The application signalling may be transmitted via direct application layer connection or via the SEALDD layer.
4.	The VAL client sends a SEALDD service request to SEALDD client. The VAL client receives a SEALDD service response to the SEALDD client. The response indicates that whether the SEALDD service request is successful or not.
5.	The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application, as described in clause 9.4.3. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.
6~9. The same description of step 6~9 in clause 9.2.2.1.
	During step 6-7, if multiple SEALDD flows are required, the SEALDD client and SEALDD server creates multiple SEALDD flows to deliver the streaming data from the VAL server and VAL client.
[bookmark: _Toc155261693]9.x.3	Information flows
[bookmark: _Toc155261694][bookmark: _Toc133484066][bookmark: _Toc117364426]9.x.3.1	SEALDD enabled streaming transmission request
Table 9.2.3.1-1 describes the information flow from the VAL server to the SEALDD server for requesting the streaming application transmission service.
[bookmark: _Hlk115270573]Table 9.2.3.1-1: SEALDD enabled streaming transmission request
	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	VAL service ID
	O
	Identity of the VAL service

	UE identity
	O
	Identifier of specific UE, e.g. UE ID

	SEALDD-S-U information
	M
	Address/port of the VAL server to receive the application packets from the SEALDD server 

	QoS information
	O
	QoS information provided by VAL server

	VAL server’s total bandwidth limit
	O
(See NOTE)
	The total bandwidth limit of VAL server, including UL/DL

	VAL users’ bandwidth limit
	O
(See NOTE)
	The bandwidth limits (i.e. minimum bandwidth requirement and maximum bandwidth limit) for VAL users, including UL/DL

	Delivery mode
	M
	Indicates the delivery method used for the SEALDD-S-U, i.e., either PULL or PUSH

	PULL URL
	O
	Indicates the URL of where the application content is provided.

	NOTE:	These IEs are used for the SEALDD enabled bandwidth control for different VAL users.



[bookmark: _Toc155261695][bookmark: _Toc133484067][bookmark: _Toc117364427]9.x.3.2	SEALDD enabled streaming transmission response
Table 9.x.3.2-1 describes the information flow from the SEALDD server to the VAL server for responding to the streaming application transmission.
Table 9.x.3.2-1: SEALDD enabled streaming transmission response
	Information element
	Status
	Description

	Result 
	M
	Success or failure.

	SEALDD-S-U information 
	O
	Address/port of the SEALDD server to receive the packets from the VAL server for application traffic transfer

	PUSH URL
	O
	Indicates the URL of where the SEALDD server used to receive the application content

	Cause
	O
See NOTE
	Indicates the reason for the failure, e.g. SEALDD policy mismatch.

	NOTE:	The IE is only present if the Result is failure.



[bookmark: _Toc155261706]9.x.4	APIs
[bookmark: _Toc155261707][bookmark: _Toc133484076][bookmark: _Toc117364431][bookmark: _Hlk115271058]9.x.4.1	General
[bookmark: _Hlk115271046]Table 9.x.4.1-1 illustrates the APIs exposed by SEALDD server for Streaming delivery.
[bookmark: _Hlk115271121]Table 9.x.4.1-1: List of SEALDD server APIs for data distribution
	API Name
	API Operations
	Operation Semantics
	Consumer(s)

	Sdd_StreamingTransmission
	Request
	Request/Response
	VAL server
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