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1. Introduction
This contribution introduces a Key Issue to support digital avatars for the MetaApp study.

S6-233942 notes: For discussion, please consider the following excerpts from TR 23.856 usecases:
“In the case of immersive XR media services, the user can choose, in the digital asset container, his/her digital representation and the related information, for example, the digital representation of the user (e.g. avatar), electronic money and associated financial services, identity, purchased items (the format of this information is at application layer and is not studied in 3GPP). This information can be used when accessing immersive XR media services or for real life services as the presentation of the identity.” (clause 5.13.1)
“The digital asset container is initiated with Alice information (digital representation (e.g. avatar) profile, IDs ...). The digital assets are completed and modified over time. The service (allowing to store and update information) can be provided by the network operator or by a third party using an operator’s trusted API.” (clause 5.13.3)

From TS 22.156:
· digital asset: digitally stored information that is uniquely identifiable and can be used to realize value according to their licensing conditions and applicable regulations. Examples of digital assets include digital representation (avatar), software licenses, gift certificates, tokens and files (e.g., music files) that have been purchased. This is not an exhaustive list of examples. 
· “[R-5.2.2-007] Subject to operator policy and regulatory requirements, the 5G system shall support mechanisms to uniquely identify an avatar, to associate the avatar with a subscriber and to expose this association to authorized third parties.   
NOTE 6:	As specified in clause 7.2.3, the subscriber that the avatar is associated with can temporarily authorize third parties to use the avatar.”
Observations:
· Digital avatar is a type of digital asset for which operator is to expose trusted APIs for storage and update.
· Digital avatars are not associated only with single UE subscribers (TS 22.156 clause 5.2.2.1).
· Digital assets (and by transience digital avatar) use is not only for immersive XR media services, but also for “real life services”. Morover, digital assets are to be used ‘as the presentation of the identity’, i.e. with necessary security requirements and association with identity.
· The value-add for the network of digital assets, including avatars, is created through exposure of the assets as network resources. 
Use case A: Regarding allowed application configuration for the avatar
· Clause 5.14 of TS 22.856 :
· Quote : "Alice uses an immersive mobile metaverse service of a travel company, and a trip interests her. She would like to verify if she has enough money to buy the trip. She needs to link the immersive mobile metaverse service of her bank with the current immersive mobile metaverse service of the travel company so that her profile is automatically shared between these two services (she has previously given authorisation)."
· Service flow : Taken from clause 5.14.3 (of TR 22.856)
	1. Alice would like to buy a travel using mobile metaverse service.
2. Alice connects to the immersive mobile metaverse service A of a travel company with the information she authorises to share for the successful provision of the service (the purchase of the travel). 
3. During her session Alice is interested in buying a trip, for which she needs to interact with the mobile metaverse service B of her bank.
4. When moving between these immersive mobile metaverse services A and B, the network operator provides the same user information (for instance regarding the digital representation used to connect to the original mobile metaverse service…) in accordance with the configurations and the rights granted by the user.
5. Information may be coded differently in the immersive mobile metaverse service A and in the immersive mobile metaverse service B (e.g. the level of graphical accuracy of an avatar). In this case, a negotiation by the network operator may be necessary to adapt the information received from A to B.



· Benefit :
· Preserving user appearance, identity, and functionality while moving avatars between different metaverse platforms. 
· Above benefit also indicated in SA1, Quote from clause 5.14 (of TR 22.856) : "A user is able to transition between immersive mobile metaverse services using the similar digital representation seamlessly and taking into account the constraints of the mobile metaverse services accessed. "
· It allows users to create a single avatar that can be used across multiple virtual worlds, eliminating the need to create a new avatar for each platform. By maintaining consistency and continuity of their digital representation, users can engage themselves in various environments and situations, while also facilitating recognition. 
· SA6 scope 
· SA6 can maintain list of applications allowed to use the avatar (similar to allowed MNO list for federation in EDGEAPP)
Use case B: location-based avatar contextual information
· Pre-condition/pre-configuration
· User A has created Avatar-1 and Avatar-2, User A has also indicated that he/she prefers to use Avatar-1 when he/she is in mall or movie hall, while he/shre prefers to use Avatar-2 when he/she is in home or library.
· User A also indicated that when network condition is not suitable for Avatar call (as Avatar call may need high resolution and thus high bandwidth and contenious coverage without interruption), he/she will prefer to use normal audio based communication and not Avatar based communiation. 
· Service Flows
· User joins a metaverse app
· Metaverse app requests for avatar information from the server managing the avatar
· The server checks users location and selects avatar based on the user location
· SA6 scope :
· SA6 can maintain user’s choices and provide avatar infomration to different application servers based on the location of the user or reject the request if user’snetwork condition is not upto the mark to have avatar based communication.
Relation with other 3GPP groups :
· SA4 : 
· Works on formats for representation and animating Avatars for immersive communications and the Metaverse
· As per the reference architecture, an entity for storage of base Avatar is required – can be provided by 5G system, a 3rd party or the local storage on UE. (clause 7 of TR 26.183)
· SA2:
· Digital Asset Container (DAC) – stores Avatar metadata. DAC can be internal or external to PLMN.
· SA6
· SA6 can provided added value on top of SA2 provided Avatar information (some of the value add service as indicated in above use cases)
· In case for DAC which is outside PLMN, SA6 can provide complete avatar management (including base avatar infomration and added values)

2. Reason for Change
One of the objectives in S6-233361 is to study the potential management and exposure service of digital avatar related information and this key issue is proposed to reflect the objective. While SA6 will not define what an avatar is, there is  avatar-related information  that SA6 can manage and exposeto VAL service users.

3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-21 .


* * * First Change (all new text) * * * *

[bookmark: _Toc153434260]4.X 	Key issue #X: Digital avatars support
4.x.1	Description
In addition to new 5GS performance requirements, support for Metaverse services have introduced new usecases and requirements related to optimal support for multi-user, highly performant applications. These usecases led to new CN functionality supporting richer digital representations of physical entities (e.g. user profiles in SA2, XR scene in SA4)  
As defined in 3GPP TS 22.156 [r22156], Avatars are digital representations of users interacting with the metaverse and with other users. The application enabler layer can enable creation, discovery, and management of avatar profiles for users to offload applications and enable Core Network functionality across services and verticals.
NOTE: The work in SA6 focuses on providing enablement service to application specific Avatar profile and if available, can leverage the work done in SA2 and SA4.
Editor’s note: How application specific Avatar profile can be linked to user subscription is FFS and depends on SA2 work.
Therefore, solutions addressing this  key issue may also leverage work from SA2 and SA4 on user profiles and digital assets. 
The following use cases can be considered for study of value-added features:
· A user provides configuration (or preferences) indicating which metaverse application services can access the avatar information when the user performs transition between metaverse services, to make sure that consistency and continuity of their digital representation is maintained.
· SA6 can maintain a list of applications allowed to use the avatar (similar to allowed MNO list for federation in EDGEAPP)
· A User  creates multiple avatars and indicates his/her preferences such as:  use of specific avatars based on location,  use of audio-only service only when experiencing low bandwidth.
· SA6 can maintain user’s choices and: provide avatar information to different application servers based on the location of the user, reject requests for avatar-based communication in poor network conditions, etc.
[bookmark: _Toc153434261]4.x.2	Open issues
This key issue will study:
-	What SA6-defined information is required to expose the SA2-defined, SA4-defined and SA3-defined avatar information to support allowed application configuration, location-based avatar contextual information?
-    Whether and how application enablement layer manages and exposes information about digital avatars  to the consumers (i.e. application clients and servers) or across verticals? 

* * * End of changes* * * *


