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* * * First Change * * * *
[bookmark: _Toc155956603]8.10.1	General
The PIN authorization procedure is used by a PINE, PEGC or PEMC to acquire security information needed to perform procedures with other functional entities (e.g., PIN Server, PEMC, PEGC) of the PIN. The security information is used by a PINE, PEGC or PEMC (e.g., a requestor) when performing procedures of clause 8 that require security credentials for request authorization. A PINE, PEGC or PEMC performs the PIN authorization procedure with the PIN server.
NOTE:	How security credentials are provisioned on the PIN server is implementation dependent.
Editor's note:	Whether the PEGC/PEMC can authorize a PINE request or needs PIN server support is FFS.
For deployments where a PIN server has CAPIF core function capabilities, and a PINE, PEGC, PEMC or AS have CAPIF API invoker capabilities, as defined in 3GPP TS 23.222 [7], security information may be obtained via CAPIF mechanisms.
Editor's note:	Whether further details related to CAPIF mechanisms are needed is FFS.
* * * End of Changes * * * *
