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1. Introduction
This contribution provides a new key issue#x: Mission critical services on application enabled satellite access enable 5G services.
2. Reason for Change
The SID “Study on application enablement for Satellite access enabled 5G Services” has been approved to include the following objectives.
2.	Mission Critical:
a.	Study the impacts of usage of satellite communication for Mission Critical services, including:
i)	Potential awareness of the satellite access usage to provide better user experience
b.	Identify key issues, deployment models and develop solutions for Mission Critical services with satellite access based on impacts identified in 2.a.
NOTE 1: 	The study of Mission Critical over Satellite access will be based on the existing Mission Critical specifications.
NOTE 2:	Objectives and solutions of this study should not establish new requirements for SA2.
3. Proposal
It is proposed to agree the following changes to 3GPP TS / TR 700.10 v0.1.0.


* * * First Change * * * *
4.x	Key Issue #x: Mission critical services on application enabled for satellite access enabled 5G services.
3GPP SA1 has specified the service requirements for 5G for satellite access in TS 22.261[22.261] which including supporting 5G system with satellite access, suitable QoS parameters for traffic over a satellite backhaul, etc. And 3GPP SA2 has also specified the architecture and solutions in Rel-17 and Rel-18 to support these services requirements identified in SA1.
The mission critical services defined by SA6 should also be considered to take advantage of the satellite access to extend the coverage for public safety.The study should includea review of potential impacts satellite communications may have on mission critical communications and the potential awareness of satelittle access by the mission critical services to provide a better user experience.

* * * End of Changes * * * *

