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1. Introduction
This contribution provides a proposal for update on ETSI MEC federation.
2. Reason for Change
In clause 4.3, information about ETSI MEC federation has been illustrated. 
" ETSI ISG MEC also provides Multi-access system reference architecture variants for the deployment in an NFV environment and for MEC federation [4].  In [6], ETSI ISG MEC specifies “Federation enablement APIs” that enable the shared usage of MEC services and applications across different systems (e.g., MEC system, Cloud system)." 
ETSI MEC has specified a architecture variant for MEC federation as below:
[image: ]
It is proposed to update the ETSI MEC federation information in clause 4.3 by including the above figure.

3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.958 v1.1.1.


* * * First Change * * * *
[bookmark: _Toc149304782]4.3	ETSI ISG MEC
Figure 4.3-1 shows the MEC reference architecture as specified by ETSI ISG MEC. This reference architecture describes the functional elements that comprise the multi-access edge system and the reference points between them. It consists of MEC host and MEC management system necessary to run MEC Applications within an operator network or a subset of an operator network.
The MEC platform is the collection of essential functionalities required to run MEC applications on a particular
Virtualisation infrastructure and enable them to provide and consume MEC services.
MEC applications are instantiated on the Virtualisation infrastructure of the MEC host based on configuration or
requests validated by the MEC management. An already instantiated MEC application can optionally register with MEC platform.  The application registration procedure allows an authorized MEC application instance to provide its information to the MEC platform [5].
The Mp1 reference point between the MEC platform and the MEC applications provides service registration, service discovery, and communication support for services. It also provides other functionality such as application availability, session state relocation support procedures, traffic rules and DNS rules activation, access to persistent storage and time of day information, etc.
The Mp3 reference point between MEC platforms is used for control communication between MEC platforms.
ETSI ISG MEC also provides Multi-access system reference architecture variants for the deployment in an NFV environment and for MEC federation [4] as shown in Figure 4.3-2.  In [6], ETSI ISG MEC specifies “"Federation enablement APIs” " that enable the shared usage of MEC services and applications across different systems (e.g., MEC system, Cloud system).
[image: ]
Figure 4.3-1: Multi-access Edge System reference architecture [4]
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Figure 4.3-2: Multi-access Edge System reference architecture variant for MEC federation
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