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1	Overall description
[image: ]3GPP SA6 specified Application Enablement standards including, service frameworks (CAPIF, EDGEAPP, SEAL services including NSCE, ADAE, SEALDD) and vertical application enabler architectures (V2XAPP, UASAPP, 5GMARCH, PINAPP), to enable various industry vertical applications over 3GPP networks. For a quick overview, you can refer to Application Enablement Standards in 3GPP, and 3GPP SA6 R18 – 5G Critical Communications and Application Enablement Standards. You may also find additional information on the 3GPP SA6 page.  

As shown in the above figure, SA6 defined Application Enablement layer serves as an application middleware, with capabilities which are reusable application components available on an Application Platform as a Service (aPaaS), that can be used to develop an Application. 3GPP Application Enablement APIs are designed to hide the complexity of underlying the 5G core capabilities, and enable interactions between the Application Developers/Service Providers (ASPs) and the 3GPP Network Layer, across both user equipment (UE) and the core network, for e.g., API for Reliable Application Data Transmission over 5G.
[bookmark: _GoBack]3GPP SA6 is making continuous efforts to align 3GPP defined EDGEAPP architecture with GSMA Operator Platform (OP) architecture and requirements. These efforts have resulted in features such as Edge Node Sharing, Federation and Roaming in Rel-18 EDGEAPP work in 3GPP TS 23.558.
3GPP SA6 believes that such collaboration and alignment with GSMA is extremely important for the telecom ecosystem, and we should explore alignment for other 3GPP SA6 defined application enablement standards such as CAPIF, SEAL services (including NSCE, ADAE, SEALDD), V2XAPP, UASAPP, 5GMARCH, PINAPP and ongoing GSMA projects e.g. GSMA Open Gateway initiative.
[image: ]

With reference to the above figure from GSMA Open Gateway architecture, 3GPP SA6 believes that application enablement standards and the related APIs (see attached 3GPP Application Enablement APIs) can bring additional value to the developer/operator ecosystem.
3GPP Application Enablement APIs can be viewed as aPaas (Application Platform as a Service), and therefore can be placed alongside (or complement) the IaaS and CaaS capabilities. They may also be directly considered as transformation functions and/or third-party facing APIs, depending on the GSMA API requirements. 
With the above background, 3GPP SA6 would like to propose a joint meeting between GSMA and 3GPP SA6 to familiarize with work within each of our groups, exchange information and discuss on how best SA6 work is leveraged within the GSMA Open Gateway initiative. 
2	Actions
To GSMA OPG, OPAG, Open Gateway Steering Group
ACTION: 	SA6 kindly asks GSMA to consider the above information, provide your feedback on SA6’s view of alignment with GSMA Open Gateway initiative, and the request for a joint meeting. 
3	Dates of next TSG SA WG 6 meetings
SA6#59                 26th February – 1st March 2024 	Athens, Greece
SA6#60                 15th April – 19th April 2024 	TBC, China
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VAEC- Vertical Application Enabler Client; EEC — Edge Enabler Client; SEAL — Service Enabler Architecture Layer; CAPIF — Common API Framework;
NRM— Network Resource Management; DD Data Delivery; ACR— Application Context Relocation; NSCE—Network Slice Capability Enablement




