3GPP TSG-SA WG6 Meeting #57	S6-233417
Xiamen, China 9th – 13th October 2023	(revision of S6-233414)

Title:	LS on inputs for mapping GSMA OPG architecture roles with 3GPP defined Edge architectures
[bookmark: OLE_LINK57][bookmark: OLE_LINK58]Response to:	
[bookmark: OLE_LINK59][bookmark: OLE_LINK60][bookmark: OLE_LINK61]Release:	Rel-18
Work Item:	EDGEAPP_EXT

[bookmark: OLE_LINK12][bookmark: OLE_LINK13][bookmark: OLE_LINK14]Source:	3GPP TSG SA WG6
To:	SA5
[bookmark: OLE_LINK45][bookmark: OLE_LINK46]Cc:	

Contact person:	Sapan Shah (sapan.shah@samsung.com)


Send any reply LS to:	3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org

Attachments:	None

1	Overall description
3GPP SA6 is currently studying to align 3GPP defined EDGEAPP architecture with ETSI MEC and GSMA Operator Platform architecture. Clause 3.2 of Operator Platform Telco Edge Requirements [1] defines roles along with their key functions. As the part of the study, SA6 is working to map GSMA OP architecture defined roles with 3GPP defined EDGEAPP architecture. 
3GPP SA6 believes that some of the scenarios as defined for GSMA OP architecture roles may be mapped to 3GPP SA5 defined Edge Computing Management (ECM) in TS 28.538.
Therefore, SA6 would like to request SA5 to provide their inputs in below table if according to SA5 any scenario is mapped to the functionalities of the SA5 defined architecture entity. (See example below)
Below provides introduction to the roles and scenarios:
The three main roles in the GSMA OP architecture and their mapping with EDGEAPP architecture entity is as follows:
[bookmark: _Toc54104640][bookmark: _Toc54267752][bookmark: _Ref96511366][bookmark: _Toc115710421]1)	Capabilities Exposure Role: It enables an Application Provider to operate their applications. Table 1 shows the scenarios enabled by Capabilities exposure role as indicated in Operator Platform Telco Edge Requirements and their mapping with 3GPP EDGEAPP architecture.
Table 1: Capabilities exposure role
	Interface
	Scenario
	Description
	Inputs from SA5 for Mapping to 3GPP EDGEAPP

	NBI
	Edge Cloud Infrastructure Endpoint Exposure
	The Application Provider uses an authenticated and authorized endpoint to carry out scenarios involving application instances on edge clouds;
	Example: this scenario maps to functionalities of EES (as per clause 6.3.2 and clause 8.5 of TS 23.558)

	
	Application Onboarding
	The Application Provider uses the NBI to provide application images and metadata to the OP Federation Broker/Manager Role
	

	
	Application Metadata/Manifest Submission
	The Application Provider uses the NBI and the metadata model to submit application metadata to the OP and follows defined procedures to extend the metadata model specification
	

	
	Application CI/CD Management DevOps
	The Application Provider integrates the CI/CD framework used to create an application with the OP via NBI APIs (which implies an integration between a CI/CD framework and Application Onboarding and Lifecycle Management)
	

	
	Application Lifecycle Management
	The Application Provider observes and changes the operational state of application instances, including the geographical/network extent of the OP on which application instances may run;
	

	
	Application Resource Consumption Monitoring
	The Application Provider observes resource consumption of application instances, using the resource data model
	

	
	Edge Cloud Resource Catalogue exposure
	The Application Provider inventories edge cloud resources nominally available to application instances
	

	
	Network Capabilities exposure
	The Application Provider inventories network capabilities, like Network Analytics, nominally available to application instances
	



[bookmark: _GoBack]NOTE: Above SA6 marked example is just an illustration on the level of details that can be captured.
[bookmark: _Toc54104641][bookmark: _Toc54267753][bookmark: _Toc115710422]2)	Service Resource Manager Role: The Service Resource Manager role in the OP is responsible for managing Cloud and Network resources from the Edge Cloud(s) via the SBI and UNI interfaces. Table 2 shows typical scenarios enabled by the Service Resource Manager role towards the different interfaces as indicated in Operator Platform Telco Edge Requirements and their mapping with 3GPP EDGEAPP architecture.
Table 2: Service Resource Manager Role
	Interface
	Scenario
	Inputs from SA5 for Mapping to 3GPP EDGEAPP

	SBI
	Inventory, Allocation and Monitoring of Compute resources from Edge Cloud Infrastructure via the Southbound Interface – Cloud Resources (SBI-CR);
	

	
	Orchestration of Application instances on the Edge Cloud Infrastructure via the SBI-CR interface
	

	
	Cloud resource reservation managed by the OP
	

	
	Configuring UE traffic management policies to accomplish the application's requirements, or the UE's IP address shall be maintained
	

	
	Exposure of usage and monitoring information to operator's charging engine via the Southbound Interface – Charging functions (SBI-CHF) to enable operators to charge for the OP's services.
	

	Southbound Interface – Network Resources (SBI-NR)
	Fetch Cloudlet locations based on the mobile network data-plane breakout location
	

	
	Subscribe and receive notifications on UE Mobility events from the network to assist applications
	

	
	Configure traffic steering in the Mobile Network towards Applications orchestrated in Edge Clouds
	

	
	Receive statistics/analytics, e.g. to influence Application placement or mobility decisions
	

	
	Receive information related to the network capabilities, such as QoS, policy, network information, etc
	

	UNI
	Application Instantiation/Termination, e.g. based on triggers from the UNI
	

	
	Application Endpoint exposure towards User Clients (UC) via the UNI
	

	
	Application Placement decisions, e.g. based on measurements/triggers from the UNI
	



[bookmark: _Toc54104642][bookmark: _Toc54267754][bookmark: _Toc115710423]3)	Federation Broker and Federation Manager Roles: The Federation Broker and Manager Roles in the OP are responsible for interfacing with other OPs via the East-West Bound Interface. Table 3 shows typical scenarios enabled by the Federation Broker and Federation Manager Roles as indicated in Operator Platform Telco Edge Requirements and their mapping with 3GPP EDGEAPP architecture.
Table 3: Federation Broker and Federation Manager Roles
	Interface
	Scenario
	Inputs from SA5 for Mapping to 3GPP EDGEAPP

	EWBI
	Federation Interconnection Management
	

	
	Edge Cloud Resource Exposure and Monitoring towards partner OPs
	

	
	Network and Analytics Capabilities Exposure towards partner OPs
	

	
	Application Images and Application metadata transfer towards partner OPs
	

	
	Application Instantiation/Termination towards partner OPs
	

	
	Application Monitoring towards partner OPs
	

	
	Edge Cloud Resource Catalogue exposure
	

	
	Service Availability in visited networks
	



2	Actions
To SA5 
ACTION: SA6 kindly ask SA5 to provide their inputs to fill above table for the scenarios which are applicable to SA5.
3	Dates of next TSG SA WG 6 meetings
SA6#58                 13th November – 17th November 2023 	Chicago, US
SA6#59                 26th February – 1st March 2024 	Athens, Greece
