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* * * First Change * * * *
[bookmark: _Toc139277261]8.9.3	MSGin5G device triggering
[bookmark: _Toc139277262]8.9.3.1	General 
MSGin5G device triggering is the means by which an MSGin5G Server leverages the 3GPP network device triggering capabilities, exposed via T8 /N33 reference point, while attempting to deliver an MSGin5G message. For example, when an Application Server initiates an MSGin5G message request, but the target MSGin5G Client on MSGin5G UE is not registeredreachable on the MSGin5G Server, the MSGin5G Server may use the 3GPP network device triggering mechanism to wake upask the MSGin5G Client to register on the MSGin5G Server the device based on the information, i.e. whether device triggering is needed to be used for this message, received from the Application Server, i.e. based on Information Elements specified in clause 9.1.2.1 or based on the information received from the MSGin5G Client, i.e. based on Information Elements specified in clause 8.11.4, and then deliver the payload to the destination.
NOTE:	When an MSGin5G Client on MSGin5G UE is not registered on the MSGin5G Server, the UE which the MSGin5G Client residing on may still available on 5GC. Therefore the MSGin5G Server may request the 5GC to trigger the MSGin5G Client on MSGin5G UE.  
[bookmark: _Toc139277263]8.9.3.2	Procedure
Figure 8.9.3.2-1 shows the MSGin5G device triggering procedure.
Pre-conditions:
1.	The target UE is an MSGin5G UE.
2.	The target MSGin5G Client is registered with the MSGin5G Server.
3.	At a later time, after the registration is completed, the MSGin5G UE becomes unreachable by the MSGin5G Server. 



Figure 8.9.3.2-1: MSGin5G Triggering Procedure
1.	The MSGin5G Server receives a request for sending an MSGin5G message, the request includes the IEs as detailed in clause 9.1.2.18.3.2.
2.	If the MSGin5G Server determinefinds that the recipient MSGin5G Client is not reachableregistered, based on the information, i.e. whether device triggering is needed to be used for this message, received from the Application Server, i.e. based on Information Elements specified in clause 9.1.2.1 or based on the same information received from the MSGin5G Client, i.e. based on Information Elements specified in clause 8.11.4, it initiates a device trigger request via the SCEF/NEF.
	To determinecheck the reachability of the target MSGin5G UE, the MSGin5G Server may use the UE reachability status monitoring procedure in clause 8.9.2. The MSGin5G Server may also use availability information provided by the MSGin5G Client at registration in the MSGin5G Client Communication Availability IE, as detailed in Table 8.2.1-1.
NOTE 1:	How the MSGin5G Server uses the MSGin5G Client Communication Availability IE, the UE reachability status monitoring procedure, or a combination thereof to make this determination is implementation specific.
NOTE 2:	If the recipient MSGin5G Client is reachable then the trigger request is not required, the MSGin5G Server sends the MSGin5G message as detailed in clause 8.3.3 and the rest of the steps in this procedure are skipped. 
3.	The MSGin5G Server sends a request for Device Triggering via SCEF/NEF and determinesuses the flow as detailed in clause 8.9.3.3.2. The Device Triggering request uses the UE Identifier, port number(s) and associated protocol information provided by the MSGin5G Client at registration in the MSGin5G Client Triggering Information IE.
The MSGin5G Server may use MSGin5G Client Communication Availability and/or pre-configured information to determine the timing of the Device Triggering request, e.g. the trigger may be sent to ensure that the target UE is reachable prior to resuming MSGin5G communications.
4.	The MSGin5G Server receives a response from SCEF/NEF indicating the success or failure status of the request, as detailed in clause 8.9.3.3.
5.	The device trigger is delivered to the target via SCEF/NEF and the Core Network. The targeted MSGin5G Client or Application Client receives the device trigger request. The targeted MSGin5G Client or Application Client parses the payload of the trigger request and determines the device trigger purpose. The target UE becomes reachable, and the MSGin5G Client or Application Client becomes available for further MSGin5G communications.
6.	The MSGin5G Server receives a Device Triggering delivery status report from SCEF/NEF indicating the success of the delivery, as detailed in clause 8.9.3.3.
7.	The MSGin5G Server send a Device Triggering delivery status report response to SCEF/NEF to acknowledge the delivery status report, as detailed in clause 8.9.3.3.
Based on the trigger purpose derived from the payload, the targeted MSGin5G Client performs the corresponding actions (e.g. establish access network connectivity, contact the Application Server etc). 
[bookmark: _Toc139277264]8.9.3.3	Flows 
The following information flows are specified for MSGin5G triggering:
[bookmark: _Hlk68698310]1.	request for device triggering; 
2.	response to device triggering;
3.	device triggering delivery report; and
4.	device triggering delivery report response.
All device triggering interactions from MSGin5G Server (acting as SCS/AS) to SCEF/NEF occur over T8/N33 reference points, using capabilities detailed in 3GPP TS 23.502 [7] and TS 29.522[10]. As specified in TS 29.522[10] clause 4.4.3, all device triggering flows use APIs specified in TS 23.682 [8] clause 5.17.1 and 3GPP TS 29.122 [9] clause 4.4.6.

* * * Next Change * * * *
[bookmark: _Toc146206707]8.11.4	Application Client sending a message using MSGin5G Client on another UE
The signalling flow for the Application Client on the UE-2 to send a message using the MSGin5G Client on MSGin5G UE-1 is illustrated in figure 8.11.4-1.
Pre-conditions:
1.	The MSGin5G UE-1 is connected to an access network that provides connectivity to the MSGin5G Server.
2.	The Application Client on UE-2 is successfully registered with MSGin5G UE-1 to use MSGin5G service.



Figure 8.11.4-1: Application Client on UE-2 sends message using MSGin5G Client on MSGin5G UE-1
1)	An Application Client on the UE-2 sends a request to send MSGin5G message to the MSGin5G Client. The information elements defined in Table 8.11.4-1 are included in the message. 
Table 8.11.4-1: Information elements for Request to send MSGin5G message
	Information element
	Status
	Description

	Recipient UE Service ID or AS Service ID (see NOTE) 
	O
	The service identity of the recipient. This IE is mandatory to initiate Point-to-Point messaging and Point-to-AS messaging.

	Group Service ID (see NOTE)
	O
	The service identifier of the target MSGin5G Group.
This IE is mandatory to initiate Group messaging.

	Broadcast Area ID
(see NOTE)
	O
	The service identifier of the Broadcast Service Area where the message needs to be broadcast. 
This IE is mandatory in the Broadcast Message.

	Messaging Topic
(see NOTE)
	O
	Indicates which Messaging Topic this message is related to. 
This IE is mandatory for a message distribution based on topic.

	Application ID
	O
	Identifies the application(s) for which the payload is intended.

	Payload
	M
	Payload of the message.
MSGin5G Server/Client is unaware of the content.

	Delivery status required
	O
	Indicates whether delivery status is required or not.

	Priority type
	O
	Application priority level requested for this message as specified in Table 8.3.2-1.

	Message delivery assurance parameter
	O
	Indicate the message delivery mechanism required to be applied to this message. The Message delivery assurance mechanism is determined by application and detailed information can be included in this IE as specified in in table 8.11.4-4. If the necessary information for the use of the required Message delivery assurance mechanism can not be found from the MSGin5G UE registration request, the MSGin5G Server should inform the originating Application Client that the required Message delivery assurance mechanism can not be supported.

	NOTE:	Only one occurrence shall be present of any of these IEs.



Editor's note:	If table 8.11.4-1 should be moved to separate clause to be applicable for communication between any Application Client and any MSGin5G Client is FFS.
2)	Upon receiving the request from the Application Client in UE-2, the MSGin5G Client constructs an MSGin5G message with the related IEs specified in table 8.3.2-1 and sends the MSGin5G message.
a)	if the size of the received message exceeds the maximum allowed packet size, the MSGin5G Client sends the message as specified in clause 8.5; or
b)	If the size of the received message does not exceed the maximum allowed packet size, the MSGin5G Client sends the message as specified in clause 8.7.; or
c)	If the size of the received message does not exceed the maximum allowed packet size, the MSGin5G Client may apply message aggregation as specified in clause 8.4 before sending the message as specified in clause 8.7.
NOTE 1:	The MSGin5G Client may also reject the request to send the MSGin5G message based on local condition (like available power or connectivity to access network or any other reason outside the scope of 3GPP).
3)	The MSGin5G Client sends a response to Application Client on UE-2. The response message includes the information elements as specified in Table 8.11.4-2.
Table 8.11.4-2: Information elements for Response to send MSGin5G message
	Information element
	Status
	Description

	UE Service ID or AS Service ID or Group Service ID or Broadcast Area ID or Message Topic
	M
	The service identifier that the message is sent

	Result 
	M
	Indicates success or failure of the request

	Failure reason
	O
	Indicates failure reason. This IE is included only if Result IE is set to failure.

	Message delivery assurance parameter supported
	O
	If the necessary information for use the required Message delivery assurance mechanism can not be Foundry from the MSGin5G UE registration request, the MSGin5G Server should inform the originating Application Client that the required Message delivery assurance mechanism can not be supported in this IE.



NOTE 2:	If the MSGin5G Client has decided to reject the request to send the message or the MSGin5G Client received a reject response from the MSGin5G Server in step 2, the MSGin5G Client sends a failure response to the Application Client and stops performing further steps.
4)	If delivery status is requested in the message in step 1, the MSGin5G Client may receive MSGin5G message delivery status report from the MSGin5G Server.
5)	Upon receiving the MSGin5G message delivery status report, the MSGin5G Client sends the message delivery status report to the Application Client on UE-2. The message delivery status report includes information elements as specified in Table 8.11.4-3.
Table 8.11.4-3: Information elements for MSGin5G message delivery status
	Information element
	Status
	Description

	UE Service ID or AS Service ID
	M
	The service identifier that sends the message delivery status

	Delivery status 
	M
	Indicates delivery status



The information flows for the Message delivery assurance parameter includes the IEs in table 8.11.4-4.
Table 8.11.4-4: Information elements included in Message delivery assurance parameter
	Information element
	Status
	Description

	device triggering required
	O
	Indicates whether device triggering is needed to be used.

	>device triggering specific parameter
	O
	Indicates the conditions to use device triggering. E.g. periodic usage, specific time to use, etc. This parameter only presents when device triggering is needed to be used.

	UE reachability status monitoring required
	O
	Indicates whether UE reachability status monitoring is needed to be used

	>UE reachability status monitoring specific parameter
	O
	Indicates the conditions to use UE reachability status monitoring. E.g. one time or long term Monitoring is needed to be used.This parameter only presents when UE reachability status monitoring is needed to be used.


Editor’s note: More detailed information of device triggering specific parameter and UE reachability status monitoring specific parameter are FFS.


* * * Next Change * * * *
[bookmark: _Toc59224639][bookmark: _Toc146206735][bookmark: OLE_LINK58]9.1.2.1	M5S Application Server originating message send request
[bookmark: OLE_LINK57]The information flows from the Application Server to the MSGin5G Server for message delivery includes the IEs in table 8.3.2-1. Additionally, the following information in table 9.1.2.1-2 elements needs to be included:
Table 9.1.2.1-21: M5S Northbound Message Delivery Send request
	Information element
	Status
	Description

	Latency 
	O
	The latency requirement for the message.

	Authorization Information
	O
	The authorization information used to determine whether the Application Server is allowed to send the message

	Message delivery assurance parameter
	O
	Indicate the message delivery mechanism required to be applied to this message. The Message delivery assurance mechanism is determined by application and detailed information can be included in this IE as specified in table 9.1.2.1-3. If the necessary information for the use of the required Message delivery assurance mechanism can not be found from the MSGin5G UE registration request, the MSGin5G Server should inform the originating Application Client that the required Message delivery assurance mechanism can not be supported.



The information flows for the Message Delivery Send response from MSGin5G Server to Application Server includes the IEs in table 8.3.2-3. Additionally, the following information in table 9.1.2.1-2 elements needs to be included:
Table 9.1.2.1-2: Information elements for Response to send MSGin5G message
	Information element
	Status
	Description

	Message delivery assurance parameter supported
	O
	If the necessary information for use the required Message delivery assurance mechanism can not be Foundry from the MSGin5G UE registration request, the MSGin5G Server should inform the originating Application Client that the required Message delivery assurance mechanism can not be supported in this IE.



The information flows for the Message delivery assurance parameter includes the IEs in table 9.1.2.1-3.
Table 9.1.2.1-3: Information elements included in Message delivery assurance parameter
	Information element
	Status
	Description

	device triggering required
	O
	Indicates whether device triggering is needed to be used.

	>device triggering specific parameter
	O
	Indicates the conditions to use device triggering. E.g. periodic usage, specific time to use, etc. This parameter only presents when device triggering is needed to be used.

	UE reachability status monitoring required
	O
	Indicates whether UE reachability status monitoring is needed to be used

	>UE reachability status monitoring specific parameter
	O
	Indicates the conditions to use UE reachability status monitoring. E.g. one time or long term Monitoring is needed to be used.This parameter only presents when UE reachability status monitoring is needed to be used.


Editor’s note: More detailed information of device triggering specific parameter and UE reachability status monitoring specific parameter are FFS.
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