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Additional discussion(if needed):
Proposed changes:
* * * First Change * * * *
[bookmark: _Toc133484063][bookmark: _Toc138290968]9.3.2.x	SEALDD enabled URLLC transmission connection establishment based on policy
The SEALDD servers has Data Delivery (DD) policy being provisioned. The DD policy includes reliable transmission service for the associated VAL traffic. Before the application communication between VAL client and VAL server starts, the DD policy is enforced by the SEALDD server to establish the SEALDD connection. 
Pre-conditions: 
1.	The SEALDD server has DD policies available.


Figure 9.3.2.x-1: Policy enforced by SEALDD server for redundant connectivity
The procedure is same as step 1 to 7 in clause 9.2.2.3 with differences that:
-	in step 2, the SEALDD server enforces the policy to trigger URLLC transmission connection establishment.
-	in step 5 and 6, the SEALDD server allocates dual IP address and port for sending and receiving packet over SEALDD-UU reference point, then SEALDD server sends URLLC transmission connection establishment request to the SEALDD client with SEALDD flow ID, VAL service ID, the dual IP address and port. The request is responded by the SEALDD client. Dual UE IP address (and port) may be included by the SEALDD client in the response or sent in a separate update message by SEALDD client if a different UE IP address is to be used in SEALDD connection user plane.
[bookmark: _Toc120157605][bookmark: _Toc133484064][bookmark: _Toc138290969]9.3.2.y	SEALDD enabled URLLC transmission connection deletion based on policy


Figure 9.3.2.y-1: SEALDD enabled URLLC transmission connection deletion
The procedure is same as step 1 to 8 in clause 9.2.2.4 with differences that in step 4 to 5, the SEALDD server requests URLLC transmission connection deletion to the SEALDD client and the SEALDD client responds with URLLC transmission connection deletion response. 
[bookmark: _Toc117364441][bookmark: _Toc133484089][bookmark: _Toc138290994]* * * Next Change * * * *
9.3.3.3	SEALDD URLLC transmission connection establishment request
Table 9.3.3.3-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the URLLC transmission connection establishment.
Table 9.3.3.3-1: SEALDD URLLC transmission connection establishment request
	Information element
	Status
	Description

	SEALDD client ID
	M
	Identity of the SEALDD client.

	VAL UE/user identity
	O
	The VAL user ID of the VAL user or VAL UE ID

	SEALDD flow ID
	M
(See NOTE)
	Identity of the SEALDD flow.

	VAL server ID
	O
(See NOTE)
	Identity of the VAL server.

	VAL service ID
	O
(See NOTE)
	Identity of the VAL service.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD client side (for client side initiated request) or the SEALDD server side (for server side initiated request) used to establish redundant SEALDD connection.

	NOTE:	The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped from the VAL service ID.



[bookmark: _Toc117364442][bookmark: _Toc133484090][bookmark: _Toc138290995]9.3.3.4	SEALDD URLLC transmission connection establishment response
Table 9.3.3.4-1 describes the information flow from the SEALDD server to the SEALDD client or from the SEALDD client to the SEALDD server for responding to the URLLC transmission connection establishment.
Table 9.3.3.4-1: SEALDD URLLC transmission connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of establishing the SEALDD connection.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD server side (for client side initiated request) or the SEALDD client side (for server side initiated request) used to establish redundant SEALDD connection.

	Cause
	O
See NOTE
	Indicates the reason for the failure, e.g. SEALDD policy mismatch.

	NOTE:	The IE is only present if the Result is failure



[bookmark: _Toc117364439][bookmark: _Toc133484087][bookmark: _Toc138290992]* * * Next Change * * * *
9.3.3.x	SEALDD URLLC transmission connection release request
See clause 9.2.3.5 for the details of information flow.

[bookmark: _Toc117364440][bookmark: _Toc133484088][bookmark: _Toc138290993]9.3.3.y	SEALDD URLLC transmission connection release response
See clause 9.2.3.6 for the details of information flow. 
[bookmark: _Toc130854645][bookmark: _Toc133484079][bookmark: _Toc138290984]* * * Next Change * * * *
9.2.4.4	Sdd_ConnectionStatusEvent_Subscribe operation
API operation name: Subscribe
Description: The consumer requests to subscribe to SEALDD connection status event.
Inputs: See clause 9.2.3.7.
Outputs: See clause 9.2.3.8.
See clause 9.2.2.3 and clause 9.3.2.x for details of usage of this operation.
[bookmark: _Toc130854646][bookmark: _Toc133484080][bookmark: _Toc138290985]9.2.4.5	Sdd_ConnectionStatusEvent_Notify operation
API operation name: Notify
Description: The consumer is notified with SEALDD connection status.
Inputs: See clause 9.2.3.9.
Outputs: See clause 9.2.3.9.
See clause 9.2.2.3, and clause 9.2.2.4, clause 9.3.2.x and clause 9.3.2.y for details of usage of this operation.
* * * End of changes * * * *
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