

	
3GPP TSG-SA6 Meeting #57	S6-232864
Xiamen, China, 9th Oct 2023 - 13th Oct 2023
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.558
	CR
	0487
	rev
	-
	Current version:
	18.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Remove ENs regarding use of EASID / EESID in place of AF Identifier

	
	

	Source to WG:
	Apple

	Source to TSG:
	SA6

	
	

	Work item code:
	EDGEAPP_Ph2
	
	Date:
	2023-09-28

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	There are two outstanding ENs regarding the use of EASID / EESID as an AF Identifer.

	
	

	Summary of change:
	Notes and text are proposed related to 3GPP core network capability exposure and the use of EASID / EESID as the AF identifier. It is also proposed to align with the 3GPP TS 23.502 terminology, i.e., AF Identifier rather than AF ID.

	
	

	Consequences if not approved:
	ENs will remain unresolved in a published specification

	
	

	Clauses affected:
	8.6.5.2, 8.6.5.3.2, 8.7.2, 8.7.3, 8.10.3, 8.6.5.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1




Change 1
[bookmark: _Toc14352796][bookmark: _Toc19026825][bookmark: _Toc19034230][bookmark: _Toc19036420][bookmark: _Toc19037418][bookmark: _Toc25612678][bookmark: _Toc25613381][bookmark: _Toc25613645][bookmark: _Toc27647602][bookmark: _Toc42004048][bookmark: _Toc50584400][bookmark: _Toc50584744][bookmark: _Toc57673652][bookmark: _Toc145674163]8.6.5.2	Procedure
Figure 8.6.5.2-1 illustrates the interactions between the EES and the EAS or EEC. 
Pre-conditions:
1.	The EAS or EEC is authorized to discover and to use UE Identifier API provided by the EES.
[bookmark: _Hlk124866971]2.	When the EEC is used to invoke the UE Identifier API with the UE IPv6 address as the input parameter, the UE IPv6 address may or may not be NATed. If NATed however, the IPv6 may not be reused (i.e. assigned to more than one UE simultaneously). If the EEC already has the UE ID (GPSI as per clause 7.2.6), and it needs the Edge UE ID to share with an AC/EAS, this procedure can still be used to retrieve Edge UE ID. 
3.	EAS is considered an AF behind EES (as another AF) and EES is authorized to pass EAS ID instead of its own AF IdentifierD when it needs to interact with the NEF’s Nnef_UEId_Get (as per TS 23.502 clause 4.15.10 "AF specific UE ID retrieval").
Editor's note:	[SA3] [SA2] Check pre-condition #3 to ensure EES is Ok to pass on EAS ID in NEF’s Nnef_UEId as opposed to its own AF ID.


Figure 8.6.5.2-1: UE Identifier API
1.	The EAS or EEC invokes UE Identifier API exposed by the EES. If it is the EAS invoking the API and it recognizes that the UE’s IP address is a public IP address, i.e., the UE is behind a NAT, the Port Number and associated IP address should be included in user information.
2.	The EES uses the received user information in the step 1 (e.g. IP address) and obtains the UE identifier by interacting with NEF as specified in clause 4.15.10 of 3GPP TS 23.502 [3]. If it is the EEC invoking the API with only UE IP address, it shall be interpreted by EES that EEC is requesting the UE ID for interaction with EES (hence EES shall use its own AF Identifier towards NEF and consequently the UE ID is EES specific).
3.	The EES provides the UE identifier to the EAS or to EEC (i.e. whichever invoked the API). The UE identifier returned in the response which is referred to as UE ID may be the 3GPP Core Network assigned UE ID (aka AF-specific UE ID; see TS 23.502 clause 4.15.10) or the EES-generated Edge UE ID as defined in clause 7.2.9. If UE ID (GPSI as per clause 7.2.6) is included in the request received from EEC, the EES can provide the Edge UE ID based on the received UE ID and step 2 can be skipped. For EEC requesting the UE ID for interaction with EES, the EES returns its 3GPP Core Network assigned UE ID (aka AF specific UE ID, which is a GPSI in the form of an External ID as per clause 7.2.6) to the EEC.
Editor's note:	[SA3] Whether and how user's consent is obtained to share the UE identifier with a particular EAS or EEC is SA3's responsibility.
4.	The EAS uses the UE ID received in step 3 to invoke capability exposure API(s) provided by the EES over EDGE-3 and/or EDGE-7 depending on the UE ID type. The EEC can use the UE ID which is EES specific received in step 3 to invoke API(s) provided by the EES over EDGE-1 reference point.
NOTE:	UE ID of type CN-assigned can be used over EDGE-1, EDGE-3 and EDGE-7 whereas the UE ID of type EES-generated Edge UE ID can be used over EDGE-3 only.

Change 2

[bookmark: _Toc145674166]8.6.5.3.2	UE Identifier API request
Table 8.6.5.3.2-1: UE Identifier API request
	Information element
	Status
	Description

	User information (NOTE 1) (NOTE 3)
	O
	Information about the User or UE available in the EAS or EEC, e.g. IP address.

	UE ID
(NOTE 2) (NOTE 3)
	O
	UE ID in the form of GPSI as per clause 7.2.6. 

	EAS ID list
(NOTE 4)
	O
	Identifier of the EAS(s) for which the UE IDs are requested for by EAS or EEC given the User information (e.g. IP address).

	EAS Provider ID
	O
	Identifier of the ASP that provides the EAS.

	Security Credentials
	M
	Security credentials of the EAS or EEC.

	NOTE 1:	This IE is Mandatory when EAS invoke the UE ID API. When EEC invokes the API, if available, this IE contains both UE’s private IPv6 address (due to the existence of NAT66) and UE’s private IPv4 address. When EAS invokes the API, it may recognize the UE IP address is a public IP address different from the actual UE IP address (private IP address), i.e., the UE is behind a NAT, and should therefore include the Port Number and associated IP address as part of the User information.
NOTE 2:	This IE is used when invoked by the EEC and if the EEC have the UE ID already in a form not desired to be shared with the EAS. 
NOTE 3:	At least one of them shall be present.
NOTE 4:	This IE is Mandatory when EAS invoke the UE ID API.



Editor's note: [SA3] It is FFS whether the IP address (i.e. User information) provided in the request can be verified that is indeed the UE’s and whether the UE provided infomation (IP Address) can be trusted. 
Editor's note: It is FFS to determine if EASID (clause 7.2.4) definitions need to be updated in order to be consistent with its use (as per EAS ID list IE) as an AF ID in UE Identifier API.  


Change 3
[bookmark: _Toc37791067][bookmark: _Toc42004055][bookmark: _Toc50584431][bookmark: _Toc50584775][bookmark: _Toc57673683][bookmark: _Toc145674206]8.7.2	Direct network capability exposure
The EAS(s) (acting as trusted or untrusted AF) may directly access the 3GPP Core Network capabilities as specified in 3GPP TS 23.501 [2] and 3GPP TS 23.682 [17].
NOTE: An EAS acting as an AF may use its EASID, clause 7.2.4, as the AF Identifier, 3GPP TS 23.502 [3] when invoking the capabilities of the 3GPP Core Network. 



Change 4
[bookmark: _Toc37791068][bookmark: _Toc42004056][bookmark: _Toc50584432][bookmark: _Toc50584776][bookmark: _Toc57673684][bookmark: _Toc145674207]8.7.3	Network capability exposure via EES
The EES may re-expose the network capabilities of the 3GPP core network to the EAS(s) as per the CAPIF architecture specified in 3GPP TS 23.222 [6].
Depending on the deployment models (centralized or distributed) employed, 
-	the EES assumes the role of the API exposing function (may also acts as the API topology hiding entry) as described in 3GPP TS 23.222 [6]; and
-	the EAS assumes the role of an API invoker.
If CAPIF is supported, the EAS interacts with the CAPIF core function and the EES. The EES may further interact with 3GPP northbound service API provider (e.g. SCEF/NEF/SCEF+NEF) or directly with 3GPP core network entities (e.g. PCF) to satisfy the service API invocation requests from the EASs.
The EES may expose the network capabilities of the 3GPP Core Networks to the EAS(s) by supporting the functionalities of 3GPP northbound service API provider (e.g. SCEF, NEF, SCEF+NEF).
NOTE 1:	Details of how to select a proper 3GPP network exposure function (e.g. selecting NEF, SCEF, or SCEF+NEF) for the UE(s) is outside scope of this specification.
NOTE 2: When interacting with the 3GPP northbound service provider, the EES acting as an Application Function (AF) of the 3GPP CN (3GPP TS 23.503 [12]) may use its EESID (as described in clause 7.2.3) as the AF Identifier (3GPP TS 23.502 [3]) for API invocations. Alternatively, if authorized, the EES can use the EASID (as described in clause 7.2.4) of the EAS for which it is re-exposing the 3GPP core network capabilities as the AF Identifier.  

Change 5
[bookmark: _Toc42004070][bookmark: _Toc50584454][bookmark: _Toc50584798][bookmark: _Toc57673713][bookmark: _Toc145674359]8.10.3	Capabilities utilized by EES
When required, the EES may utilize:
-	AF traffic influence functionality, including the user plane path management event notifications of the UE, from the 3GPP core network as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3];
-	the location information from the API exposed by 3GPP core network, e.g. SCEF/NEF/SCEF+NEF or LCS (Location Service) as specified in 3GPP TS 23.682 [17], 3GPP TS 23.502 [3], 3GPP TS 23.271 [7], 3GPP TS 36.305 [8], 3GPP TS 23.273 [9] and 3GPP TS 38.305 [10] to obtain the UE's location from the 3GPP Core Network;
-	capabilities exposed by the 3GPP core network, e.g. NEF or PCF, to establish an AF session with QoS, and QoS related event notifications subscribed with the 3GPP core network as specified in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [12];
-	capabilities exposed by the 3GPP core network, e.g. NEF or NWDAF, to analyse UE expected behaviour as specified in 3GPP TS 23.288 [18]; and
-	the monitoring capability exposed by the 3GPP core network as specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].
-	application triggering service as specified for Nnef_Trigger_Delivery service in clause 4.13.2 of TS 23.502 [3] or the device triggering procedure via T8 in clause 5.17 of TS 23.682 [17] for the EEC Triggering service described in clause 8.16.
-	AF specific UE ID retrieval as specified in clause 4.15.10 of TS 23.502 [3] to obtain an identifier that can be used when invoking further NEF provided services (e.g., location monitoring).
NOTE 1:	While obtaining UE's location or analytics information using 3GPP core network capabilities for the request over EDGE-1 interface, if the EEC registration request from the UE indicates the UE mobility support requirement, the EES as per ECSP policy and EAS requirements may decide whether to subscribe to NEF or NWDAF for UE location information or its analytics.
NOTE 2:	If required, EES can determine UE’s serving PLMN information through procedures described in clause 8.18. Further, as required, EES can use this information to utilize 3GPP capabilities provided by UE’s serving PLMN.
NOTE 3: When utilizing 3GPP core network capabilities, the EES, acting as an Application Function (AF) as defined in TS 23.503 [12], may use its EESID as the AF Identifier. Alternatively, when an EES is acting on behalf of an EAS that is also considered an AF, the EES may pass the EASID as the AF identifier in place of its EESID if it is authorized to do so.


End of changes
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