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1. Introduction
This contribution updates the redundant transmission procedure to include missing information in the SEALDD client initiated request for redundant transmission. 
The revised document changes:
· -  removed previous changes in step 5
· -  separated the client-initiated procedure in a different clause
2. Reason for Change
Add missing information to steps 5 and 7 of Figure 9.3.2.1-1 for client-initiated request for redundant transmission and the associated information flow.

3. Proposal
It is proposed to agree the following changes to 3GPP TS 23.433 V1.2.1.


[bookmark: _Hlk127719664]* * * First Change * * * *
9.3.2	Procedure
[bookmark: _Toc117364437][bookmark: _Toc131497823]9.3.2.1	E2E redundant transmission path establishment procedure
Figure 9.3.2.1-1 illustrates the procedure for redundant transmission establishment. This procedure can be triggered by either a VAL server or a VAL client for data transfer per application layer transaction.
Pre-conditions:
1.	The VAL server has discovered and selected the SEALDD server by CAPIF functions as specified in clause 9.4.2.
2.	The VAL server has established application connection with the VAL client and can get the VAL client’s UE ID or UE address via the application connection.
3.	The SEALDD client is authorized to request redundant transmission services on behalf of the VAL client when the VAL client initiates redundant transmission service.
[bookmark: _MON_1726237915][image: ]
[bookmark: _Hlk117503300]Figure 9.3.2.1-1: E2E redundant transmission path establishment
1.	The VAL server decides to use SEALDD service to help ensuring data transmission quality for application traffic transfer and send a Sdd_URLLCTransmission request to the SEALDD server discovered by CAPIF. The request includes UE ID/address, VAL server ID, VAL service ID, SEALDD-S Data transmission connection information of the VAL server side, QoS requirements. The VAL server ID and VAL service ID can be used to identify the VAL application traffic.
2.	Upon receiving the request, the SEALDD server decides to establish redundant transmission path. The SEALDD server allocates two different addresses or ports for the two redundant transmission paths and sends an AF request to 5GS to create or update URSP rules as described in clause 4.15.6.10 of 3GPP TS 23.502 [6] for the UE(s) going to use the redundant transmission service. The AF request includes Identifiers of the UE(s) and application traffic descriptor containing the addresses or ports allocated by SEALDD server.
3.	If the processing of the request was successful, SEALDD server allocates address/port of the SEALDD server to receive the packets from the VAL server for application data transfer as SEALDD-S data transmission connection information of the SEALDD server side. The SEALDD server responds with a SEALDD service response (including SEALDD-S data transmission connection information of the SEALDD server side) and indicates to the VAL server that redundant transmission service should be activated. The VAL server and SEALDD server can use SEALDD-S data transmission connection information to establish the data transmission connection between VAL server and SEALDD server for application data transfer.
4.	If the redundant transmission requirement is not preconfigured or notified to the VAL client, the VAL server may notify the VAL client(s) which is going to use the redundant transmission service through application layer message.
NOTE 1:	The application signalling may be transmitted via direct application layer connection or via the SEALDD layer. 
NOTE 2:	The VAL client can be preconfigured that the VAL service should always be transmitted via redundant transmission. Or this application layer notification may be notified to the UE in another period before the VAL application traffic is really transmitted.
5.	The VAL client sends a SEALDD service request to use E2E redundant transmission for the application traffic.
6.	The SEALDD client discovers and selects the proper SEALDD server for the VAL application as specified in clause 9.4.3.
Editor's Note:	Whether interaction between VAL client and SEALDD client, SEALDD server determination steps should be described in this procedure are FFS.
7.	The SEALDD client allocates a SEALDD flow ID mapping to the application traffic. The SEALDD client sends Sdd_URLLCTransmissionConnection_Establish request to SEALDD server. The request includes the SEALDD client ID, SEALDD flow ID, VAL server ID, VAL service ID for SEALDD server to identify the specific application traffic. 
Editor's Note:	How to correlate the SEALDD-S connection information negotiated in step 1, 3 and the SEALDD-UU connection information in step 7, 8 is FFS.
8.	Upon receiving the request, the SEALDD server sends SEALDD traffic descriptor for redundant transmission of the SEALDD server side (i.e. the addresses or ports for the redundant transmission paths allocated in step 2 and the transport protocol used for the SEALDD traffic) to SEALDD client.
[bookmark: _Hlk133225097]9.	The UE uses the SEALDD traffic descriptor of the SEALDD server and the created or updated URSP rules to trigger two redundant PDU Sessions establishment procedure via 5GS as specified in clause 5.33.2.1 of 3GPP TS 23.501 [5]. 
10.	[Optional] The SEALDD client sends Sdd_URLLCTransmissionConnection_Update request to SEALDD server. The request includes the SEALDD client ID, the SEALDD flow ID, the SEALDD traffic descriptors for redundant transmission of the SEALDD client side (i.e. UE addresses and ports of the two redundant PDU Sessions). The two redundant SEALDD traffic use the same SEALDD flow ID for identification.
11.	[Optional] The SEALDD server sends a response to SEALDD client. After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptors (including the UE's addresses/ports and SEALDD server's addresses/ports for the SEALDD traffic transmission). The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.
12.	[Optional] If the connection between VAL server and SEALDD server is not established in step 3, the SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the redundant SEALDD traffic according to the SEALDD-S information negotiated in step 1-3
NOTE 3:	Step 10 and Step 11 are optional. If the redundant PDU sessions are already established before step 7, the IP addresses of the UE may be notified to the SEALDD server in step 7. In other cases, after the establishment of the two redundant PDU sessions, the SEALDD client may communicate with SEALDD server through the redundant PDU sessions to let the SEALDD server know the UE's address(es) of the redundant PDU session to fulfil the traffic mapping or the SEALDD client and SEALDD server may use other mapping mechanisms, it is up to the transport protocol used by SEALDD client and SEALDD server for the SEALDD traffic.
13.	The SEALDD client responds with a SEALDD service response.
After the negotiation and establishment of the connections, the SEALDD client gets the mapping information between the application traffic and SEALDD flow ID. The SEALDD server gets the mapping information between the SEALDD flow ID and the SEALDD-S connection. Upon receiving application traffic from VAL client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic flows with SEALDD traffic descriptors as negotiated with SEALDD server in step 8 and step 10. The two SEALDD traffic is sent through two redundant PDU sessions to the SEALDD server. The SEALDD server maps the two SEALDD traffic to the same application traffic according to the stored SEALDD traffic descriptors, SEALDD client ID and SEALDD flow ID. After packet elimination and reordering the SEALDD server sends the aggregated application traffic to VAL server via the connection established in step 3 according to the mapping information. The downlink application traffic sent from VAL server to VAL client is processed similarly.

* * * Next Change * * * *
[bookmark: _Toc117364439][bookmark: _Toc131497825]9.3.2.X	Client initiated E2E redundant transmission path establishment procedure
Figure 9.3.2.X-1 illustrates the procedure for client initiated redundant transmission establishment for data transfer per application layer transaction.
Pre-conditions:
1.	The SEALDD client is authorized to request redundant transmission services on behalf of the VAL client when the VAL client initiates redundant transmission service.


Figure 9.3.2.X-1: Client initiated E2E redundant transmission path establishment
1.	A VAL client determines to use SEALDD service to ensure that the data transmission quality for the application traffic is met and makes a service request to the SEALDD client. The request includes the identifiers of the application traffic (e.g. application ID, the VAL server ID/address), the QoS requirements for the application traffic, etc.
2.	Upon receiving the request, the SEALDD client decides to establish redundant transmission path according to the QoS requirements. The SEALDD client discovers and selects the proper SEALDD server for the VAL application as specified in clause 9.4.3. 
3.	The SEALDD client sends a request to the SEALDD server to configure redundant transport for the application traffic. The SEALDD client allocates a SEALDD flow ID mapping to the application traffic. The SEALDD client sends Sdd_URLLCTransmissionConnection_Establish request to SEALDD server. The request includes the SEALDD client ID, the SEALDD flow ID, the application ID, the UE ID/address, the VAL server ID/address, the QoS requirements, the UE location, and a request for redundant transport. 
4.	The SEALDD server allocates IP addresses and ports for the redundant transport paths and initiates the AF traffic influence procedure with the 5G network to create or update URSP rules for the UE. The request includes the UE ID and application descriptor for the application traffic. The UE receives the new or updated URSP rules from the 5G core network.
NOTE:	The normative phase will determine whether and how NRM needs to support this SEALDD functionality (e.g. by providing allocation of address).
5.	The SEALDD server responds to the SEALDD client providing the configuration status. The response includes the IP addresses and ports for the redundant transmission paths allocated in step 4. The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.
6.	The UE establishes redundant PDU sessions with the 5G network using the new or updated URSP rules as specified in clause 5.33.2.1 of 3GPP TS 23.501 [5].
7.	[Optional] The SEALDD client sends Sdd_URLLCTransmissionConnection_Update request to SEALDD server. The request includes the SEALDD client ID, the SEALDD flow ID, the application traffic descriptors for redundant transmission of the SEALDD client side (i.e. UE addresses and ports of the two redundant PDU Sessions). The two redundant SEALDD traffic use the same SEALDD flow ID for identification.
8.	[Optional] The SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the redundant SEALDD traffic. The SEALDD server sends a response to the SEALDD client. After this step, the SEALDD client and SEALDD server both get the application traffic descriptors (including the UE's addresses/ports and SEALDD server's addresses/ports for the SEALDD traffic transmission). The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.
9.	The SEALDD client responds with a SEALDD service response.
The VAL client sends application traffic to the SEALDD client, which duplicates the application data on the redundant PDU sessions. The SEALDD server receives the redundant traffic and reassembles the data to send to the VAL server. Similarly, the SEALDD server duplicates downlink traffic from the VAL server and sends the data to the SEALDD client on the redundant PDU sessions. The SEALDD client eliminates the redundant data and reassembles data to send to the VAL client.


* * * Next Change * * * *
9.3.3.x	SEALDD service request
Table 9.3.3.x-1 describes the information flow from a VAL client to a SEALDD client for requesting URLLC transmission service from the SEALDD client.
Table 9.3.3.x-1: SEALDD service request
	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	VAL service ID
	O
	Identity of the VAL service

	UE identity
	M
	Identity of UE (e.g. UE ID/address)

	QoS requirements
	M
	QoS requirements for the data transmission traffic



[bookmark: _Toc117364440][bookmark: _Toc131497826]9.3.3.y	SEALDD service response
Table 9.3.3.y-1 describes the information flow from the SEALDD client to the VAL client for responding to the service request for URLLC transmission.
Table 9.3.3.y-1: SEALDD service response
	Information element
	Status
	Description

	Result 
	M
	Success or failure.




* * * End of Changes * * * *
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