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[bookmark: _Toc37791028][bookmark: _Toc42003993][bookmark: _Toc50584336][bookmark: _Toc50584680]*** Change *** 
[bookmark: _Toc57673557][bookmark: _Toc131200776]8.5.2.3.3	Notify
Figure 8.5.2.3.3-1 illustrates the EAS discovery notification procedure between the EEC and the EES.
Pre-conditions:
1.	The EEC has subscribed with the EES for the EAS discovery information as specified in clause 8.5.2.3.2.


Figure 8.5.2.3.3-1: EAS discovery notification
1.	An event occurs at the EES that satisfies trigger conditions for notifying (e.g. to provide EAS discovery information or EAS dynamic information) a subscribed EEC. If UE's location information is not already available, the EES obtains the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.10.23. If EAS discovery filters were provided by the EEC during subscription creation, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. 
When the bundle EAS information is provided, then;
· If EAS bundle identifier was provided, the EES identifies all or part of the EAS(s) associated with the same EAS bundle identifier. 
· If a list of EASIDs is provided, the EES identifies the EASs which are all or part of the EAS bundle.
If the EEC indicates that service continuity support is required, the EES shall take the indication which ACR scenarios are supported by the AC and the EEC and which of these are preferred by the AC into consideration.
	If EAS discovery filters were not provided, then:
-	if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;
-	EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 1:	Details of the UE-specific service information and how it is available at the EES is out of scope.
NOTE 2:	Both steps are evaluated prior to sending a response.
If the UE is located outside the Geographical or Topological Service Area of an EAS, then the EES shall not include this EAS in the EAS discovery notification.
2.	The EES sends an EAS discovery notification to the EEC with the EAS information determined in step 1. 
[bookmark: _Toc14352795][bookmark: _Toc19026824][bookmark: _Toc19034228][bookmark: _Toc19036418][bookmark: _Toc19037416][bookmark: _Toc25612676][bookmark: _Toc25613379][bookmark: _Toc25613643][bookmark: _Toc27647600][bookmark: _Toc42004046][bookmark: _Toc50584398][bookmark: _Toc50584742][bookmark: _Toc57673650]
*** Change *** 
[bookmark: _Toc14352796][bookmark: _Toc19026825][bookmark: _Toc19034230][bookmark: _Toc19036420][bookmark: _Toc19037418][bookmark: _Toc25612678][bookmark: _Toc25613381][bookmark: _Toc25613645][bookmark: _Toc27647602][bookmark: _Toc42004048][bookmark: _Toc50584400][bookmark: _Toc50584744][bookmark: _Toc57673652][bookmark: _Toc131200876][bookmark: _Toc37791065]8.6.5.2	Procedure
Figure 8.6.5.2-1 illustrates the interactions between the EES and the EAS or EEC. 
Pre-conditions:
1.	The EAS or EEC is authorized to discover and to use UE Identifier API provided by the EES.
[bookmark: _Hlk124866971]2.	When the EEC is used to invoke the UE Identifier API with the UE IPv6 address as the input parameter, the UE IPv6 address may or may not be NATed. If NATed however, the IPv6 may not be reused (i.e. assigned to more than one UE simultaneously). If the EEC already has the UE ID (GPSI as per clause 7.2.6), and it needs the Edge UE ID to share with an AC/EAS, this procedure can still be used to retrieve Edge UE ID. 
3.	EAS is considered an AF behind EES (as another AF) and EES is authorized to pass EAS ID instead of its own AF ID when it needs to interact with the NEF’s Nnef_UEId_Get (as per TS 23.502 clause 4.15.10 "AF specific UE ID retrieval").
Editor's note:	[SA3] [SA2] Check pre-condition #3 to ensure EES is Ok to pass on EAS ID in NEF’s Nnef_UEId as opposed to its own AF ID.


Figure 8.6.5.2-1: UE Identifier API
1.	The EAS or EEC invokes UE Identifier API exposed by the EES. If it is the EAS invoking the API and it recognizes that the UE’s IP address is a public IP address, i.e., the UE is behind a NAT, the Port Number and associated IP address should be included in user information.
2.	The EES uses the received user information in the step 1 (e.g. IP address) and obtains the UE identifier by interacting with NEF as specified in clause 4.15.10 of 3GPP TS 23.502 [3].
3.	The EES provides the UE identifier to the EAS or to EEC (i.e. whichever invoked the API). The UE identifier returned in the response which is referred to as UE ID may be the 3GPP Core Network assigned UE ID (aka AF-sepecific UE ID; see TS 23.502 clause 4.15.10) or the EES-generated Edge UE ID as defined in clause 7.2.x. If UE ID is included in the request received from EEC (GPSI as per clause 7.2.6), the EES can provide the Edge UE ID based on the received UE ID and step 2 can be skipped.
Editor's note:	[SA3] Whether and how user's consent is obtained to share the UE identifier with a particular EAS or EEC is SA3's responsibility.
4.	The EAS uses the UE ID received in step 3 to invoke capability exposure API(s) provided by the EES over EDGE-3 and/or EDGE-7 depending on the UE ID type.
[bookmark: _Toc31282953][bookmark: _Toc42004049][bookmark: _Toc50584401][bookmark: _Toc50584745][bookmark: _Toc57673653]NOTE:	UE ID of type CN-assigned can be used over EDGE-3 and EDGE-7 whereas the UE ID of type EES-generated Edge UE ID can be used over EDGE-3 only. 
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