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* * * First Change * * * *
8.x	Reliability support with Sets
8.x.1	General
8.x.1.1	EES reliability
In order to achieve reliability, the EEL shall use the mechanism as defined in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].
NOTE 1:	The sets are defined in an implementation specific way in Release-18. 
Binding information is shared to EAC by EES in any request-response (e.g. EAS registration, T-EAS discovery) or subscribe-notify mechanism (e.g. ACR management event subscribe).
EAS may detect by itself (e.g. request is not responded) that the EES is not available anymore, and may choose another EES or EES service from same set based on binding information. 
NOTE 2:	The reliability support with sets is applicable for EAS only.
NOTE 3:	Reliability aspects for ECS is not supported in current release.
Editor’s note: How EAS receives notification when EES is replaced with equivalent EES, is FFS.
[bookmark: _GoBack]* * * Next Change * * * *
[bookmark: _Toc122439632][bookmark: _Toc122439634][bookmark: _Toc131200662]8.9.3.2	EEC Context Pull request
Table 8.9.3.2-1 describes information elements in the EEC Context Pull request between two EES. 
Table 8.9.3.2-1: EEC Context Pull request
	Information element
	Status
	Description

	EES ID
	M
	Unique identifier of the requesting EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EEC Context ID
	M
	Unique identifier of the EEC Context used to authorize the transfer.

	EES Set ID (NOTE)
	O
	Identifies the EES set from which the T-EES requests to synchronize the context S-EES.

	[bookmark: _Hlk68273034]List of Service Session Contexts requested
	O
	List of Service Session Context IEs requested to be pulled

	> EAS ID
	M
	Identifier of the EAS providing the application services

	> EAS Endpoint
	M
	Endpoint information of the EAS.

	> EEC ID
	O
	Unique identifier of the EEC.

	NOTE:	This IE shall be included only if T-EES is requesting to pull all context from S-EES where both S-EES and T-EES are from same EES set.



[bookmark: _Toc122439633]8.9.3.3	EEC Context Pull response
Table 8.9.3.3-1 describes information elements in the EEC Context Pull response between two EESs.
Table 8.9.3.3-1: EEC Context Pull response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful.

	>EEC Context (NOTE 1)
	O
	EEC Context, mandatory if the request was successful

	> EES Set context (NOTE 2)
	O
	Provides EES context to synchronize

	>> List of EEC Contexts 
	O
	List of registered EEC Contexts to sync with target EES from the same EES Set.

	>> List of EAS Profiles
	O
	List of registered EAS profiles to sync with target EES from the same EES Set.

	>> List of EDGE-3 subscriptions
	O
	List of subscriptions IDs over EDGE-3.

	Failure response
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of request failure, mandatory if the request failed.

	NOTE 1:	This IE shall be included only for ACR scenarios.
NOTE 2:	This IE shall be included only if T-EES is requesting to pull all context from S-EES where both S-EES and T-EES are from same EES set.



8.9.3.4	EEC Context Push request
Table 8.9.3.4-1 describes information elements in the EEC Context Push request between two EESs.
Table 8.9.3.4-1: EEC Context Push request
	Information element
	Status
	Description

	EES ID
	M
	Unique identifier of the requesting EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EEC Context (NOTE 1)
	M
	EEC Context 

	> EES Set context (NOTE 2)
	O
	Provides EES context to synchronize

	>> List of EEC Contexts 
	O
	List of registered EEC Contexts to sync with target EES from the same EES Set.

	>> List of EAS Profiles
	O
	List of registered EAS profiles to sync with target EES from the same EES Set.

	>> List of EDGE-3 subscriptions
	O
	List of subscriptions IDs over EDGE-3.

	>> EES Set ID
	O
	Identifies the EES set from which the S-EES requests to synchronize the context T-EES.

	NOTE 1:	This IE shall be included only for ACR scenarios.
NOTE 2:	This IE shall be included only if S-EES is requesting to push all context from S-EES to T-EES for synchronization where both S-EES and T-EES are from same EES set.



* * * Next Change * * * *
8.2.6	EES Profile
The EES profile includes information about the EES and the services it provides.
Table 8.2.6-1: EES Profile
	Information element
	Status
	Description

	EESID 
	M
	The identifier of the EES

	EES Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES.

	EASIDs
	M
	List of EASIDs registered or expected to be registered with the EES.

	> List of EAS bundle information
	O
	List of EAS bundles to which the EAS belongs and related bundling requirements.

	>> Bundle ID 
	M
	A bundle ID as described in clause 7.2.10. 

	Instantiable EAS information
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet).

	> Instantiation criteria (see NOTE)
	O
	The criteria upon which EAS can be instantiated (e.g. based on specific date and time).

	EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	ECSP ID
	O
	The identifier of the ECSP that provides the EES.

	EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	List of EES DNAI(s)
	O
	DNAI(s) associated with the EES. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN, where the EES resides.

	EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE indicates which ACR scenarios are supported by the EES, also indicates the EES ability of handling bundled EAS ACR.

	EES Set ID	Comment by Samsung (1403): Based on clause 6.2.6.2 NF profile, of TS 23.501
	M
	Identifies the EES set in which the EES belongs.

	List of EESs
	O
	List of equivalent EESs from the EES set

	NOTE:	"Instantiation criteria" IE shall be present only when the value of "Instantiable EAS information" IE is "instantiable but not be instantiated yet".



NOTE:	The list of EES DNAI(s) can include the DNAI(s) of the EAS(s) registered with the EES.
Editor's Note:	Whether EAS bundle requirement is needed in EES profile is FFS.
* * * End of Change * * * *

