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	* * * First Change * * * *	
[bookmark: _Toc122612997]8.18.2.X	UE location invocation via Partner EES 
Pre-conditions:
1.	OP-A may have a PLMN address of OP-B as a network agreement with OP B;
2.	The EES A has received information (e.g. UE’s serving PLMN ID) related to the OP B;
NOTE 1:	At least one of the above operations shall be performed.


Figure 8.18.2.X: UE location invocation to the OPB’s NEF
In Figure 8.18.2.X, The EES A or EAS A may obtain an NEF B address through an edge node sharing agreement between OP A and OP B. The EES A may also receive an EAS A discovery request message from the EES B, including OP B information.
1	 EES A can receive UE location API request messages from EAS A or capture services that require UE location (e.g. UE location tracking, UP route management event notification, traffic impact, ACR etc.) EES A may generate UE location request messages using PLMN ID and UEID.
2.	The EES A may check or subscription UE location information to the NEF B.
If EAS A can use NEF B's API, it may directly send a UE location information request message or a UE location subscription request message.
NOTE:	The EES utilizes the capabilities of the 3GPP core network as specified in clause TS 23.558 8.10.3.
The NEF B can perform a procedure to authenticate the requested edge entity and UE by checking the UEID and PLMN ID in the message sent by EES A. 
The NEF B may send UE location information in the notification.
If EES A receives a UE location invoke message from EAS A, EES A may provide UE location information to EAS A. or;
When the NEF B receives a request for UE location information from the EAS A, the NEF B may send the UE location information in the notification message and provide the UE location to the EAS A.
[bookmark: _Toc105714739][bookmark: _Toc57673390][bookmark: _Toc50584547][bookmark: _Toc50584203][bookmark: _Toc42003890]	* * * Next Change * * * *	
[bookmark: _Toc37791035][bookmark: _Toc42004000][bookmark: _Toc50584343][bookmark: _Toc50584687][bookmark: _Toc57673590][bookmark: _Toc131200801]8.6.2.2	Procedures
[bookmark: _Toc57673591][bookmark: _Toc131200802][bookmark: _Toc37791036][bookmark: _Toc42004001][bookmark: _Toc50584344][bookmark: _Toc50584688]8.6.2.2.1	General
[bookmark: _Toc57673592][bookmark: _Toc131200803]8.6.2.2.2	Request-response model
Figure 8.6.2.2.2-1 illustrates the interactions between the EES and the EAS for one-time location report. 
Pre-conditions:
1.	The EAS is authorized to discover and to use UE location API provided by the EES.
2.	The EES is authorized to use Nnef Event Exposure API for UE location, based on service level agreement with MNO.
3.	UE Identifier between EAS and the EES is authorized for the UE location API.


Figure 8.6.2.2.2-1: UE location API request-response model
1.	The EAS sends UE location request to the EES. The UE location request shall include the UE Identifier. It may also include location granularity to indicate requested format of the location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.), which can be understood by the EAS and location QoS.
NOTE 1:	The trigger condition of the UE location API is up to application service logic, which is out of scope of this specification.
2.	The EES checks the UE location:
a.	If the UE location request from the EAS includes the location granularity, the EES considers the location granularity parameter for checking the location of the UE. 
b.	If the EES has a valid locally cached location of the UE, the EES may use this cached UE location to respond to the EAS. Otherwise, the EES utilizes the capabilities of the 3GPP core network as specified in clause 8.10.3.
NOTE 2:	If the EES is a partner (OP-A) entity in edge node sharing scenario 8.18, the EES of the OP-A can check the allowed MNO information (e.g., PLMN ID of the EAS profile) and utilize the functions of the 3GPP core network to which the UE is subscribed.

c.	The EES may modify the format of the UE location to fit to the location granularity requested from the EAS in the step 1, if supported. For example, if the EES receives the UE location in a format of tracking area ID or cell ID, the EES can modify the representation of the location information to the GPS Coordinates, or civic addresses (e.g. streets, districts, etc.) as requested by the EAS. 
NOTE 32:	Format modification mechanism of the UE location to fit the location granularity is outside the scope of this specification. Step 2.c. can be performed if the EES is deployed by the PLMN operator.
3.	If successful, the EES responds to the EAS with the location of the UE, and optionally the timestamp of the location.
[bookmark: _Toc37791037][bookmark: _Toc42004002][bookmark: _Toc50584345][bookmark: _Toc50584689][bookmark: _Toc57673593][bookmark: _Toc131200804]8.6.2.2.3	Subscribe-notify model
[bookmark: _Toc57673594][bookmark: _Toc131200805][bookmark: _Toc42004003][bookmark: _Toc50584346][bookmark: _Toc50584690]8.6.2.2.3.1	General
[bookmark: _Toc57673595][bookmark: _Toc131200806]8.6.2.2.3.2	Subscribe
Figure 8.6.2.2.3.2-1 illustrates the subscribe operation between the EAS and the EES for continuous UE location reporting. 
Pre-conditions:
1.	The EAS is authorized to discover and to use UE location API provided by the EES;
2.	The EES is authorized to use 3GPP network exposure capability (e.g. Nnef Event Exposure API) for UE location, based on service level agreement with MNO; and
3.	UE Identifier between EAS and the EES is authorized for the UE location API.


Figure 8.6.2.2.3.2-1: UE location API: Subscribe operation
1.	The EAS sends UE location subscribe request to the EES for tracking a UE's location continuously. The UE location subscribe request shall include the UE Identifier or UE group Identifier and may include proposed expiration time. It may also include location granularity to indicate requested format of the location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.), which can be understood by the EAS and location QoS.
2.	The EES checks if the request from the EAS is authorized. If authorized, the EES sends success response to the EAS and utilizes the UE location exposure capability of the 3GPP core network as specified in clause 8.10.3. The EES requests continuous location reporting from the 3GPP system to have up to date location information of the UE. 
NOTE 1:	If the EES is a partner (OP-A) entity in edge node sharing scenario 8.18, the EES of the OP-A can check the allowed MNO information (e.g., PLMN ID of the EAS profile) and utilize the functions of the 3GPP core network to which the UE is subscribed.
3.	The EES may subscribe to UE expected behaviour analytics (UE mobility) as described in 3GPP TS 23.288 [18].
4.	The response includes the subscription identifier and may include the expiration time, indicating when the subscription will automatically expire. To maintain the subscription, the EAS shall send a UE location subscription update request prior to the expiration time. If a UE location subscription update request is not received prior to the expiration time, the EES shall treat the EAS as implicitly unsubscribed. If it is not authorized, the EES sends failure response with rejection cause.
	* * * NEXT Change * * * *	
8.18.2.4	EAS discovery via Leading ECSP
Pre-conditions: 
1. ECSP-1 and ECSP-2 have a service level agreement to share edge services.
2. EES (ECSP-B) has received EAS discovery request where required EAS is not available with the EES (ECSP-B).

 Figure 8.18.2.4-1: EAS discovery for edge node sharing
1.	The EEC sends EAS discovery request to EES (OP-B) and may include the endpoint of EES (OP-A) in the request.
2.	The EES (OP-B) validates the edge service SLA. If EES (OP-A) endpoint is included, the EES (OP-B) skips step 3-5; otherwise, the EES (OP-B) executes for EAS discovery but cannot find any desired EAS so it determines to use edge node sharing service based on edge service SLA.
3.	The EES (OP-B) sends Retrieve EES request to the ECS (OP-B). The request may include an edge node sharing indication indicating edge node sharing is requested so that the ECS (OP-B) can skip checking T-EES(s) registered in the ECS (OP-B).
NOTE:	If EES (OP-A) information is not carried in EAS discovery request in step 1, the EES (OP-B) can determine to retrieve EES (OP-A) information from ECS (OP-B) as in step 3-5.
4.	For the received EAS ID, the ECS (OP-B) discovers T-EES (i.e. EES(s) from partner).
5.	The ECS (OP-B) returns discovered EES(s) of OP-A in the Retrieve EES response to the ECS (OP-B).
6.	The EES (OP-B) sends EAS discovery request to the EES (OP-A). The EAS discovery request includes the serving MNO information (e.g. MNO name, PLMN ID) which is serving the UE. The EES (OP-A) may use this IE when utilizing the functionality of the OP B’s 3GPP core network specified in Section 8.10.3
Editor’s note:	It is FFS whether the serving MNO information can be used as connectivity information
7.	The EES (OP-A) validates the edge service SLA and returns EAS discovery response including the discovered candidate EAS(s) to the EES (OP-B). The candidate EAS(s) are discovered based on the serving MNO information received from the EES (OP-B) and allowed MNO information registered by the EAS.
8.	The EEC receives the EAS discovery response sent by the EES (OP-B). The EEC may select an EAS for the AC.
Editor's note:	It is FFS whether to add the interaction between EES (OP-B) and ECS (OP-B) for T-EES retrieval after step 2.

	* * * NEXT Change * * * *	
8.18.2.5	EAS discovery via Partner ECSP, EEC triggered
Pre-conditions:
1.	The EEC has received information (e.g. URI, IP address) related to the partner EES;
2.	The EEC has received appropriate security credentials authorizing it to communicate with the parnterEES as specified in clause 8.11;
3.	The partner EES is configured with ECSP's policy for EAS discovery and;
4.	Partner EES is only registered with ECS of lead ECSP.
NOTE:	Details of ECSP's policy are out of scope.


Figure 8.18.2.5-1: EAS discovery via Partner EES, EEC triggered
1.	The EEC sends an EAS discovery request to the EES (partner OP). It includes all the information element specified in 8.5.3.2, additionally, the UEs serving MNO information (e.g. MNO name, PLMN ID) is also included. The EES (OP-A) may use this IE when utilizing the functionality of the OP B’s 3GPP core network specified in Section 8.10.3
Editor’s note:	It is FFS whether the serving MNO information can be used as connectivity information
2.	Upon receiving the request from the EEC, the EES (partner OP) performs the authorization check and discovers the suitable EAS(s) as specified in clause 8.5.3.3 and identifies the EAS considering the EAS's allowed MNO information and UE's serving MNO information.
3.	The EES (partner OP) sends the EAS discovery response message to EEC as specified in 8.5.3.3.


	* * * NEXT Change * * * *	
8.18.2.6	EAS discovery via Partner ECSP, EES triggered
Pre-conditions:
1.	Service continuity is needed.
2.	The partner EES is configured with ECSP's policy for EAS discovery.
NOTE:	Details of ECSP's policy are out of scope.
[image: ]
Figure 8.18.2.6-1: EAS discovery via Partner ECSP, EES triggered
1.	The S-EES sends an EAS discovery request to the partner T-EES. It includes all the information element specified in 8.5.3.2, additionally, the UE's serving MNO information (e.g. MNO name, PLMN ID) is also included. The EES (OP-A) may use this IE when utilizing the functionality of the OP B’s 3GPP core network specified in Section 8.10.3
Editor’s note:	It is FFS whether the serving MNO information can be used as connectivity information
2.	Upon receiving the request from the S-EES, the partner T-EES performs the authorization check and discovers the suitable EAS(s) as specified in clause 8.8.3.2 and identifies the EAS considering the EAS's allowed MNO information and UE's serving MNO information.
3.	The partner T-EES sends the EAS discovery response message to S-EES as specified in 8.8.3.2.
Editor’s note: ACR considering all scenarios are FFS.
	* * * NEXT Change * * * *	
[bookmark: _Toc122439392]8.5.3.2	EAS discovery request
Table 8.5.3.2-1 describes information elements for the EAS discovery request. Table 8.5.3.2-2 provides further detail about the EAS Discovery Filter information element.
Table 8.5.3.2-1: EAS discovery request
	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EECID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	serving MNO information (NOTE 2)
	O
	The serving MNO information (e.g. MNO name, PLMN ID) which is serving the subscriber.

	Connectivity information
(NOTE 2)
	O
	List of connectivity information for the UE, (e.g. PLMN ID). The IE can be stored in the EES and can be used to invoke the core network's exposing function where the UE's serving PLMN.

	Target DNAI (NOTE 1)
	O
	Target DNAI information which can be associated with potential T-EAS(s)

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC or, if this message is sent by the EEC to discover a T‑EAS, which ACR scenario(s) are intended to be used for the ACR.

	EES Service Continuity Support (NOTE 1)
	O
	The IE indicates if the S-EES supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EES or, if the EAS discovery is used for an S‑EES executed ACR according to clause 8.8.2.5, which ACR scenario is to be used for the ACR.

	EAS Service Continuity Support (NOTE 1)
	O
	The IE indicates if the S-EAS supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EAS or, if the EAS discovery is used for an S‑EAS decided ACR according to clause 8.8.2.4, which ACR scenario is to be used for the ACR.

	NOTE 1:	This IE shall not be included when the request originates from the EEC.
NOTE 2:	This IE shall be included if edge node sharing is used. 
Editor’s note:	It is FFS whether the serving MNO information can be used as connectivity information



	* * * END of Change * * * *	
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