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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc122612608]11	MC gateway UE 
[bookmark: _Toc122612609]11.1	General
[bookmark: _Hlk46387826]An MC gateway UE enables MC service access for a MC service user residing on non-3GPP capable devices and for devices which are unable to host MC service clients. In order to be able to participate in a MC service, the MC gateway UE provides the following necessary functions to enable the MC service access for such MC clients:
-	MC gateway client to MC gateway association: Authorised binding and use of non-3GPP based access with an MC service client. Indicate associated MC gateway clients when the MC gateway UE cannot serve the connected MC service clients (any longer).
-	3GPP transport resources: Sharing of MC gateway UE 3GPP transport resources among the associated MC service clients.
-	MC client identification: Independent MC service client identification, MC service client authorisation and MC service profile association.
-	Location Management: Providing location management support for the associated MC clients to handle the location information and triggers related to 3GPP access network.
-	MC client communication integrity: Ensure that signalling, media content and traffic attributes, e.g. priority and QoS, of communications between the MC system and MC service client remains unaltered.
The following functions are provided by the MC gateway client:
-	MC gateway association: Allowing an MC gateway client to simultaneously bind to multiple MC gateway UEs.
NOTE 1:	 An MC gateway client and its associated MC clients can only have one active binding per MC service with the an associated MC gateway UE. The MC server controls the active binding per MC service between an MC gateway client and its associated MC clients with the multiple MC gateway UEs.

-	MC service selection: Choose between multiple MC gateway UEs for the required MC service capability.
-	MC service continuation: Enables reselection of the MC gateway UE association while MC service continues.
[bookmark: _Toc91863333]NOTE 2:	Further information about MC gateway UE selection are summarized in Annex D.
* * * * Second change * * * *
[bookmark: _Toc4538761][bookmark: _Toc81988254][bookmark: _Toc131207916]11.2.0	General
The MC gateway UE offers access to the MC server for several MC clients as shown in Figure 11.2.0-1. The MC clients can be either located in the MC gateway UE or in non-3GPP devices connected to the MC gateway UE via non-3GPP access.
For non-3GPP devices which can host an MC client, the MC gateway UE enables connectivity to the MC server. For non-3GPP devices which cannot host the MC client, the MC gateway UE hosts the instantiation of the MC client for the non-3GPP device.


Figure 11.2.0-1: Functional architecture
The MC gateway UE provides MC service capabilities and 3GPP access capabilities using 3GPP network credentials for authorized access with an MC server.
For non-3GPP devices which cannot host MC clients, the MC gateway UE shall control the access and manage the communication between the non-3GPP devices and the MC server. Upon reception of connection authorization request from a non-3GPP device, the MC gateway UE instantiates an MC client, acting on behalf of the non-3GPP device, to provide the requested services (e.g. emergency call, group calls, short data messages services, etc.). The communication interworking and the definition of associated procedures between the MC client (initiated at the MC gateway UE) and the non-3GPP devices is out of scope of this document.
NOTE 1:	MC clients residing on a non-3GPP device cannot use UICC credentials to perform authorisation with the 3GPP transport system.
For MC clients getting MC service access via the MC gateway UE, the MC gateway UE forwards (unmodified) signalling and media from the individual MC clients to the MC server and vice versa.
If the MC service user on the non-3GPP device utilizes multiple MC services simultaneously, the MC service access may also be provided by one or multiple MC gateway UEs as shown in figure 11.2.0-2 The MC service server controls while restricting the single each MC service to one MC gateway UE binding per MC service (e.g. MCPTT via MC gateway UE1, MCData via MC gateway UE2).
[image: ]
Figure 11.2.0-2: Simultaneous multiple MC gateway UE use by a single non-3GPP device
NOTE 2:	Even not shown in the above figure, the same principle of simultaneous use of multiple MC gateway UEs is applied for non-3GPP devices which cannot host an MC client.


* * * * Third change * * * *
[bookmark: _Toc81988276][bookmark: _Toc122612632]11.5.1.2.3	Connection authorisation procedure
The procedure for connection authorisation via an MC gateway UE towards an MC server is shown in figure 11.5.1.2.3-1.
Pre-conditions
-	The MC service user wishes to have access to MC services using a non-3GPP device.
-	The MC gateway client has been configured with the necessary parameters needed for connectivity with the MC gateway UE.
-	The MC gateway client has been provided with an appropriate GW MC service ID.
-	The MC gateway UE has performed service authorization for one or more MC services with the MC system.
-	The MC gateway client has selected an MC gateway UE or alternatively, the MC gateway client has performed a selection by internal criteria.
NOTE:	The internal criteria are outside the scope of the present document.


Figure 11.5.1.2.3-1: Connection authorisation with an MC server via an MC gateway UE
1.	The MC gateway client requests connection authorization via the MC gateway UE with an MC server. The MC gateway client provides the GW MC service ID.
2.	The MC gateway UE checks whether the requested MC service, as indicated by the GW MC service ID, is supported. The MC gateway UE may also check whether sufficient resources are available or if any other local criteria are met. If the MC service is supported, the procedure continues with step 3, otherwise the procedure proceeds with step 7.
NOTE:	Further information to the MC gateway UE selection is in Annex D.
3.	The MC gateway UE sends the connection authorization request to the MC server.
4.	The MC server performs an authorization check, to verify that access via the MC gateway UE is permitted. An MC server shall may reject the connection authorization when the MC server receives connection authorization from a MC gateway client for a particular MC service for which the connection already exists. with the same or different MC gateway UE.
5.	The MC server sends the connection authorization response to the MC gateway UE.
6.	The MC gateway UE marks the MC gateway client as authorized to have MC service access via the MC gateway UE.
7.	The MC gateway UE sends the connection authorization response to the MC gateway client.
After successful connection with the MC gateway UE, the MC clients have access to the MC server and may continue with user authentication and service authorization.
If the MC service user wishes to have access to another MC service, the above procedure is repeated. The MC service user may select a different MC gateway UE for the new MC service, if multiple MC gateway UEs are available.

* * * * Fourth change * * * *
[bookmark: _Toc122612638]11.5.1.3.3	Connection authorisation procedure
The procedure for connection authorisation of an MC gateway client hosted by the MC gateway UE towards an MC server is shown in figure 11.5.1.3.3-1.
Pre-conditions
-	The MC service user wishes to have access to MC services using a non-3GPP device, where the MC gateway client and MC clients are hosted by the MC gateway UE.
-	The MC gateway client has selected an MC gateway UE or alternatively, the non-3GPP has performed a selection by internal criteria.
NOTE:	The internal criteria are outside the scope of the present document.
-	The MC gateway client, which is hosted by the MC gateway UE, has been configured with the necessary parameters needed for connectivity with the MC gateway UE.
-	The MC gateway UE has performed service authorization for one or more MC services with the MC system.


Figure 11.5.1.3.3-1: Connection authorisation of an MC gateway client hosted by an MC gateway UE
1.	The MC client, hosted by the MC gateway UE, requests connection authorization with an MC server by providing the GW MC service ID. The MC gateway UE sends the connection authorization request to the MC server.
2.	The MC server performs an authorization check, to verify that access using the MC gateway UE is permitted. An MC server shall may reject the connection authorization when the MC server receives connection authorization from a MC gateway client for a particular MC service for which the connection already exists with the same or different MC gateway UE.
3.	The MC server sends the connection authorization response to the MC gateway client residing on the MC gateway UE.
The MC gateway client has now access to the MC server and may continue with user authentication and service authorization.
If the MC service user wishes to have access to another MC service, the above procedure is repeated. The MC service user may select a different MC gateway UE for the new MC service, if multiple MC gateway UEs are available.

* * * * End of changes * * * *
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