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8.8
Service continuity

8.8.1
General

8.8.1.1
High level overview 

When a UE moves to a new location, different EASs can be more suitable for serving the ACs in the UE. Such transitions can result from a non-mobility event also, requiring support from the enabling layer to maintain the continuity of the service.

This clause describes the features that support service continuity for ACs in the UE to minimize service interruption while replacing the S-EAS, with a T-EAS.

Generally, one AC on the UE has one associated application context at the S-EAS. To support service continuity, this application context is transferred from the S-EAS to a T-EAS. 

The capabilities for supporting service continuity provided at the Edge Enabler Layer may consider various application layer scenarios in which there may be involvement of AC and one or more EAS(s).

Following intra-EDN, inter-EDN and LADN (overlapping LADN service areas) related scenarios are supported for service continuity:

-
UE mobility, including predictive or expected UE mobility;

-
Overload situations in S-EAS or EDN; and

-
Maintenance aspects such as graceful shutdown of an EAS.

NOTE 1:
The scenarios which require ACR for service continuity, cannot use non-overlapping LADNs.
Overload situations in S-EAS or EDN can be captured based on edge load analytics via utilizing SEAL ADAE capability (see clauses 6.7 and 8.8 of TS 23.436 [27]), which provide statistics or predictions on the expected load of S-EAS or EDN. More details on the usage of SEAL ADAES service can be found in clause 9.X.
To support the need of ACR, following entity roles are identified:

-
detection entity, detecting or predicting the need of ACR;

-
decision-making entity, deciding that the ACR is required; and

-
execution entity, executing ACR.

A detection entity detects the probable need for ACR by monitoring various aspects, such as UE's location or predicted/expected UE location and indicates to the decision-making entity to determine if the ACR is required. The EEC, EES and EAS can potentially perform the detection role:

A decision-making entity determines that ACR is required and instructs the execution entity to perform ACR.

An execution entity performs ACR as and when instructed by the decision-making entity.

NOTE 2:
After a decision that another EAS is to serve the UE, the S-EAS can decide if the existing Application Context is transferred to the new EAS. 

The EAS may utilize the following capabilities provided by the EES for supporting service continuity at the application layer:

-
Subscribe to service continuity related events and receive corresponding notifications;

-
Discover the T-EAS; and

-
ACR from a S-EAS to a T-EAS.

The EES can utilize the following capabilities provided by the ECS for supporting service continuity at the application layer:

-
Retrieve the T-EES.

The EEC may determine if the ACR is required by detecting that the UE moved or is predicted or expected to move outside the service area (see clause 7.3.3). The service area can be provided to the EEC by either the ECS during Service Provisioning or EES during EAS Discovery. For the PDU Session of SSC mode 3, if the UE receives PDU Session Modification Command as specified in clause 4.3.5.2 of 3GPP TS 23.502 [3], the EEC may determine that the ACR is required. For IPv6 multi-homed PDU Session of SSC mode 3, the EEC may determine that ACR is required if the UE is notified of the existence and availability of a new IPv6 prefix as specified in clause 4.3.5.3 of 3GPP TS 23.502 [3].

NOTE 3:
For IPv6 multi-homed PDU Session of SSC mode 3, the EEC can be aware of the notification about the IPv6 prefix configuration due to change of PSA UPF based on the UE implementation.

After successful ACR:

-
The EES is informed of the completion by the EAS; and

-
The EEC is informed of the completion by the EES. 

In general, a number of steps are required in order to perform ACR. The potential roles of an edge enablement layer in ACR include: 

-
providing detection events;

-
selecting the T-EAS(s); and

-
supporting the transfer of the application context from the S-EAS(s) to the T-EAS(s).

If the UE is connected to the 5GC, the EES/EAS acting as AF may utilize AF traffic influence functionality from the 3GPP CN as specified in 3GPP TS 23.502 [3].

A high level overview of ACR is illustrated in Figure 8.8.1.1-1.
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Figure 8.8.1.1-1: High level overview of ACR

ACR can be performed for service continuity planning, which means that the first three steps in Figure 8.8.1.1-1 detection, decision and execution, are performed as defined in clause 8.8.1.2, e.g. when the UE is predicted to move outside the service area of the serving EAS. In such a case the T-EAS is to service the UE when it moves to the expected location.
EES can handle multiple ACR requests simultaneously. When there are multiple simultaneous ACR, the ACR shall be uniquely identified by ACID, EEC ID (or UE ID), S-EAS endpoint and T-EAS endpoint.
* * * Third Change * * * *

8.8.3
Procedures

8.8.3.1
General

8.8.3.2
Discover T-EAS

Figure 8.8.3.2-1 illustrates the procedure for fetching T-EAS information. This procedure may be utilized by a S-EAS, which undertakes the transfer of application context information to a T-EAS directly, or can be invoked by the S-EES itself on deciding to execute ACR.

Pre-conditions:

1.
Information related to the EES is available with the S-EAS, if the procedure is triggered by the S-EAS.
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Figure 8.8.3.2-1: Discover T-EAS

1.
The S-EAS sends the EAS discovery request to the S-EES or the S-EES decides to execute the ACR. The EAS discovery request from the S-EAS includes the requestor identifier [EASID] along with the security credentials and includes EAS discovery filter matching its EAS profile. If target DNAI is available at the S-EAS via User Plane Path change event, the S-EAS provides the S-EES with the target DNAI. The S-EAS also includes an EAS service continuity support indicator indicating that the S‑EAS decided ACR according to clause 8.8.2.4 is to be used for the ACR.
NOTE 1:
The trigger condition to invoke the Discover T-EAS API is up to application service logic, which is out of scope of this specification.

2.
If the request is received from the S-EAS, the S-EES checks whether the requesting EAS is authorized to perform the discovery operation. If the UE location is not known to the S-EES or provided by the S-EAS request, then the S-EES may interact with 3GPP core network to retrieve the UE location. If the S-EES decided to execute the ACR or when the requesting EAS is authorized, the S-EES checks if there exists a T-EAS information (registered or cached) that can satisfy the requesting EAS information, additional query filters and the Expected AC Service KPIs and the Minimum required AC Service KPIs if received from the EEC during the EAS discovery or from the S-EAS in step 1. If the S-EES finds the T-EAS(s) in the cached or registered information, the flow either continues with step 5 for the S-EAS triggered discovery or stops for the S-EES decided ACR execution, else the S-EES retrieves the T-EES address from the ECS as specified in clause 8.8.3.3 and continues with step 3.

3.
The S-EES invokes the EAS discovery request on the T-EES retrieved from the ECS. The EAS discovery request includes the requestor identifier [EESID] along with the security credentials and includes EAS discovery filter. In the EAS discovery filter, the S-EES may include the Expected AC Service KPIs and the Minimum required AC Service KPIs if received from the EEC during the EAS discovery or from the S-EAS in step 1.


The S-EES also includes the EEC service continuity support indicator received from the EEC during EAS discovery. If in step 1 the S-EES received an EAS service continuity support indicator from the S-EAS, then the S-EES includes this EAS service continuity support indicator and its own EES service continuity support indicator indicating the ACR scenarios supported by the EES. If in step 1 the S-EES decided to execute the ACR, the S-EES includes the EAS service continuity support indicator received from the S-EAS during EAS registration and includes an EES service continuity support indicator indicating that the S‑EES executed ACR according to clause 8.8.2.5 is to be used for the ACR.
Upon receiving the request, the T-EES may trigger the EAS management system to instantiate the T-EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.

4.
The T-EES discovers the T-EAS(s) and responds with the discovered T-EAS information to the S-EES. To filter T-EAS(s), the T-EES utilizes the discovery filters (e.g. Expected AC Service KPIs and the Minimum required AC Service KPIs) and the indications which ACR scenarios are supported by the AC, the EEC, the S-EES and the S-EAS. If T-EES gets the Expected AC service KPIs or the Minimum required AC Service KPIs, the T-EES may collect edge load analytics from ADAES (as specified in clause 8.8.2 of TS 23.436) or performance data from OAM to find T-EAS(s) that satisfies the Expected AC service KPIs or the Minimum required AC Service KPIs. The S-EES may cache the T-EAS information.

NOTE 2:
The edge load analytics from ADAES can be either statistics or predictions on the EAS or EDN load.
Editor's Note: The EES uses local policies to determine the use of statistics or prediction for evaluating KPIs. It is FFS whether the EES may also use request information to make this determination.
5.
If the request was received from the S-EAS, the S-EES responds to the S-EAS with the discovered T-EAS Information.

* * * Fourth Change * * * *

9.X
Usage of SEAL for edge load analytics
9.X.1
General
The ADAES is a SEAL service that offers the edge analytics capability to provide insight on the operation and performance of an EDN and in particular statistics or prediction on parameters related to the EAS / EES load for one or more EAS/EES; or edge platform load parameters, which include the aggregated load per EDN or per DNAI due to the edge support services and e.g., load level of edge computational resources.

There are two scenarios which require the interaction between ADAES and EEL for edge load analytics:
1) The consumer of the load analytics for an EES/EAS or EDN from ADAES is the EES itself. This is captured in procedure in clause 8.8.2 of TS 23.436 [27].
2) The EAS subscribes to S-EES to receive edge load analytics for a destination EAS/EES or EDN. This could be for example for allowing an EAS to identify the expected or predicted high load of EES or EDN or even another EAS (e.g. in EAS bundle scenarios) and based on analytics to trigger an application migration. 
For the latter, Clause 9.X.2 and 9.X.3 provides the procedure and information flows for allowing EAS to subscribe and get notified on the edge load analytics via EES.
9.X.2
Procedure for EAS obtaining edge load analytics via EES
Figure 9.X.2-1 illustrates the procedure for EAS triggered edge load analytics. 
Pre-condition:

1)
SEAL ADAES services are available at the edge data network and accessible to the EES. 
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Figure 9.X.2-1 interaction with ADAES for edge load analytics
1)
The EAS sends an edge load analytics subscription request to EES.
2)  The EES authorizes the request and discovers the SEAL ADAES to provide such analytics. Such discovery can be based on pre-configuration, based on the SEAL ADAES service area / coverage. 
3)
Then, the EES sends an edge load analytics subscription response back to EAS.
4)  The EES interacts with ADAES based on procedure in clause 8.8.2 of TS 23.436 [27] to subscribe for edge analytics and receive the derived statistics or predictions on the EDN or EES/EAS load.

5) The EES processes the derived analytics and provide the requested edge load analytics to the consumer EAS. 
9.X.3
Information Flows
9.X.3.2
Edge load analytics subscription request

Table 9.X.3.2-1 describes information elements for the edge load analytics subscription request from the EAS to the EES.

Table 9.X.3.2-1: Edge load analytics subscription request

	Information element
	Status
	Description

	EAS ID
	M
	The identifier of the EAS

	Event ID
	M 
	The identifier of the analytics event. This ID can be for example “edge performance analytics”.

	Event filter information
	M
	Filter information for the analytics event

	Event type
	O
	Whether analytics event is about prediction or statistics

	Destination EAS ID
	O (NOTE)
	This identifier shows the destination EAS for which the subscription applies.

	Destination EES ID
	O (NOTE)
	This identifier shows the destination EES for which the subscription applies.

	DNN/DNAI
	O (NOTE)
	DNN or DNAIs information for which the subscription applies.

	Preferred confidence level
	O
	The level of accuracy for the analytics service (in case of prediction.

	Area of Interest
	O
	The geographical or service area for which the subscription request applies.

	Time validity
	O
	The time validity of the request.

	NOTE:
At least one of these shall be present


9.X.3.3
Edge analytics subscription response

Table 9.X.3.3-1 describes information elements for the edge load analytics subscription response from the EES server to the EAS.

Table 9.X.3.3-1: Edge analytics subscription response

	Information element
	Status
	Description

	Result
	M
	The result of the analytics subscription request (positive or negative acknowledgement).


9.X.3.4
Edge load analytics notify
Table 9.X.3.4-1 describes information elements for the edge load analytics notification from the EES to the EAS.
Table 9.X.3.4-1: Edge load analytics notify
	Information element
	Status
	Description

	Event ID
	M
	The identifier of the analytics event. 

	Event Type
	O
	The type of analytics based on the event, which can be offline or online analytics, ML-enabled analytics, statistics, or predictive analytics.

	Analytics Output
	M
	The predictive or statistical parameter, which can be stats or prediction related to the edge performance/load for the edge platform or EES/EAS for a given area/time and based on the event type. 

	Confidence level
	O
	For predictive analytics, the achieved confidence level can be provided.
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