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1. Introduction
This pCR introduces information flows for PIN service continuity.
2. Reason for Change
Service continuity in PEGC relocation procedures (clause 8.9.2.1) have been approved, and this pCR introduces the related information flows.
3. Conclusions

NA
4. Proposal

It is proposed to agree to the following changes to 3GPP TS 23.542 v0.2.0.
* * * First Change * * * *

8.9.3
Information flows


8.9.3.1 
General

The following information flows are specified for Service Continuity:

-
PIN Management PEGC Service Continuity request and response
- 
PIN Management PEGC Configuration request and response

-
PIN Configuration Update request and response

-
PIN Management PEGC Discovery request and response

8.9.3.2 
PIN Management PEGC Service Continuity request

Table 8.9.3.2-1 describes information elements for the PIN Management PEGC Service Continuity request that is sent from the PIN Gateway client to the PIN Management client.

Table 8.9.3.2-1: PIN Management PEGC Service Continuity request

	Information element
	Status
	Description

	Requestor identifier
	M
	Requestor identifier

	Security credentials
	M
	Security credentials of the requestor

	PIN identifier
	M
	Identifier of the PIN

	PINE identifier
	M
	Identifier of the PINE

	Source PEGC identifier
	M
	Identifier of the source PEGC

	Application client identifier
	M
	Identifier of the application client.

	Application server identifier
	M
	Identifier of the application server.

	Application session identifier
	M
	Identifier of the application session.

	Application session descriptor
	O
	Descriptor of application traffic flows (e.g., IP 4 tuple)


8.9.3.3 
PIN Management PEGC Service Continuity response
Table 8.9.3.3-1 describes information elements for the PIN Management PEGC Service Continuity response.

Table 8.9.3.3-1: PIN Management PEGC Service Continuity response
	Information element
	Status
	Description

	Successful response (NOTE 1)
	O
	Indicates that the request was successful.

	> Target PEGC identifier
	O
	Identifier of the target PEGC

	Failure response (NOTE 1)
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of the request failure.

	NOTE 1:
Only one of the IE must be included in the response.


8.9.3.4 
PIN Management PEGC Configuration request 

Table 8.9.3.4-1 describes information elements for the PIN Management PEGC Configuration request that is sent from the PEMC to the PEGC.
Table 8.9.3.4-1: PIN Management PEGC Configuration request
	Information element
	Status
	Description

	Requestor identifier
	M
	Requestor identifier.

	Security credentials
	M
	Security credentials of the requestor.

	PIN identifier
	M
	Identifier of the PIN

	PINE identifier
	M
	Identifier of the PINE

	Application client identifier
	M
	Identifier of the application client.

	Application server identifier
	M
	Identifier of the application server.

	Application session identifier
	M
	Identifier of the application session.

	Application session descriptor
	O
	Descriptor of application traffic flows (e.g., IP 4 tuple)


8.9.3.5 
PIN Management PEGC Configuration response

Table 8.9.3.5-1 describes information elements for the PIN Management PEGC Configuration response.

Table 8.9.3.5-1: PIN Management PEGC Configuration response
	Information element
	Status
	Description

	Successful response (NOTE 1)
	O
	Indicates that the request was successful.

	> PEGC connectivity information
	O
	Information about the configured PEGC connectivity to be used by the PINE.

	Failure response (NOTE 1)
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of the request failure.

	NOTE 1:
Only one of the IE must be included in the response.


8.9.3.6 
PIN Configuration Service Continuity Update request

Table 8.9.3.6-1 describes information elements for the PIN Configuration Service Continuity Update request that is sent from the PEMC to the PIN Server.
Table 8.9.3.6-1: PIN Configuration Service Continuity Update request
	Information element
	Status
	Description

	Requestor identifier
	M
	Requestor identifier.

	Security credentials
	M
	Security credentials of the requestor.

	PIN identifier
	M
	Identifier of the PIN

	PINE identifier
	M
	Identifier of the PINE

	Source PEGC identifier
	M
	Identifier of the source PEGC

	Target PEGC identifier
	M
	Identifier of the target PEGC

	Application client identifier
	M
	Identifier of the application client.

	Application server identifier
	M
	Identifier of the application server.

	Application session identifier
	M
	Identifier of the application session.

	Application session descriptor
	O
	Descriptor of application traffic flows (e.g., IP 4 tuple)


8.9.3.7 
PIN Configuration Service Continuity Update response

Table 8.9.3.7-1 describes information elements for the PIN Configuration Service Continuity Update response.

Table 8.9.3.7-1: PIN Configuration Service Continuity Update response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the request was successful.

	> Service continuity policy information
	O
	Information about service continuity policy of the PINE.

	Failure response (NOTE)
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of the request failure.

	NOTE:
Only one of the IE must be included in the response.


* * * End of Changes * * * *

�PIN Configuration Service Continuity Update request response?


�Why these messages have not been covered in the information flow?





