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[bookmark: _Hlk127719664]* * * First Change * * * *

[bookmark: _Toc131120267]X.2	Functional model for IoT-PCS enablement
[bookmark: _Toc131120268]X.2.1	General
The functional model for the IoT-PCS enablement is based on the generic functional model specified in clause 6. It is organized into functional entities to describe a functional architecture which addresses the support for IoT-PCS enablement. The on-network functional model is specified in this clause.
NOTE: The off-network model for IoT-PCS is not supported in this version of specification.

* * * Next Change * * * *
[bookmark: _Toc131120269]X.2.2	On-network functional model description
[bookmark: _Toc131120270]X.2.2.1	On-network functional model for IoT-PCS (single network exposure access)
Figure X.2.2-1 illustrates the generic on-network functional model for IoT-PCS enablement IoT Platform services in single network exposure access deployment mode.



Figure X.2.2.1-1: On-network functional model for IoT-PCS (single network exposure access)
The IoT-PCS client communicates with the IoT-PCS server over the IP-UU reference point, which is an instance of the SEAL-UU generic reference point. The IoT-PCS client provides IoT platform common services functionality to the IoT-App client(s) over IP- C reference point, which is an instance of the SEAL-C reference point. The VAL IoT-App server communicates with the IoT-PCS server over the IP-S reference point, which is an instance of the SEAL-S generic reference point.
The IoT-PCS server communicates with the SCEF via T8 reference point. The IoT-PCS server communicates with the NEF via N33 reference point by mechanisms defined in clause 5.2.6.2 of 3GPP TS 23.502 [2].

When IoT Applications are deployed in a stand-alone mode, without the use of an IoT Platform service, the functional model in Figure 5.3.2-2 applies. In this case, SEAL services and network exposure may be implemented internally to IoT-App.



Figure X.2.2.1-2: Functional model for stand-alone IoT Applications (without IoT-PCS services)
For stand-alone IoT applications, the IoT-App client communicates with the IoT-App server over the IP-UU reference point, which is an instance of the SEAL-UU generic reference point. The IoT-App client provides application-specific services to the IoT-App client(s) over IP- C reference point, which is an instance of the SEAL-C reference point. The VAL IoT-App server(s) communicate with the IoT-App SEAL server over the IP-S reference point, which is an instance of the SEAL-S generic reference point.
The IoT-App server communicates with the SCEF via T8 reference point and with the NEF via N33 reference point. 
When an IoT Application designed based on a stand-alone model, is deployed in conjunction with an IoT platform, inter-service communication is required between the two SEAL servers. Figure 5.3.2-3 illustrates the functional model for inter-service communications between an IoT-PCS SEAL Server and an IoT-App SEAL Server.


Figure X.2.2.1-3: Inter-service communication between IoT-App and IoT-PCS SEAL servers

* * * Next Change * * * *


[bookmark: _Toc131120271]X.2.2.2	On-network functional model for IoT-PCS (distributed network exposure access)
For inter-service communications, an IoT-App SEAL Server communicates with the IoT-PCS server over the SEAL-X3 reference point. In this deployment, both SEAL servers provide network exposure access, resulting in a distributed network exposure access deployment. Figure 5.3.2-4 depicts the resulting deployment. Note that this deployment aligns with the distributed network exposure access model introduced by the solution in clause 5.2, while using the proposed IoT-PCS-specific instances of SEAL reference points.




Figure X.2.2.2-1: Functional model for IoT-PCS (distributed network exposure access)


* * * Next Change * * * *

X.2.3	Off-network functional model description
The off-network model for IoT-PCS is not supported in this version of specification.

* * * Next Change * * * *

[bookmark: _Toc131120274]X.2.4	Functional entities description
[bookmark: _Toc131120275][bookmark: _Toc536270575][bookmark: _Toc536270882][bookmark: _Toc536271442]X.2.4.1	General
The functional entities for IoT-PCS enablement are described in the following subclauses.
[bookmark: _Toc131120276]X.2.4.2	IoT-PCS client
The IoT-PCS client functional entity acts as the client for IoT-PCS services The IoT-PCS enablement client interacts with the IoT-PCS server.
[bookmark: _Toc536270576][bookmark: _Toc536270883][bookmark: _Toc536271443][bookmark: _Toc131120277]X.2.4.3	IoT-PCS server
The IoT-PCS server functional entity provides IoT-PCSs (e.g. unified traffic pattern and monitoring management) and monitoring events to support for IoT applications. The IoT-PCS server acts as CAPIF's API exposing function as specified in 3GPP TS 23.222 [8]. 
X.2.4.4	IoT-App client
The IoT-App client functional entity acts as VAL client for VAL IoT-App services. The IoT-App client interacts with the IoT-PCS client as a VAL client interacting with a SEAL client.
X.2.4.5	IoT-App server
The IoT-App server functional entity provides IoT-App services as VAL services for IoT-app VAL clients. The IoT-App server interacts with the IoT-PCS server as a VAL server interacting with a SEAL server.

* * * Next Change * * * *

[bookmark: _Toc131120278]X.2.5	Reference points description
[bookmark: _Toc131120279]X.2.5.1	General
The reference points for the functional model for IoT-PCS enablement are described in the following subclauses.
[bookmark: _Toc131120280]X.2.5.2	IP-UU
The interactions related to IoT-PCS enablement functions between the IoT-PCS client (acting as SEAL client) and the IoT-PCS server (acting as SEAL server) are supported by IP-UU reference point. This reference point utilizes Uu reference point as described in 3GPP TS 23.401 [9] and 3GPP TS 23.501 [10].
[bookmark: _Toc131120282]X.2.5.3	IP-C
The interactions related to IoT-PCS enablement functions between the IoT-App clients (acting as VAL clients) and the IoT-PCS client (acting as SEAL client) within a VAL UE are supported by the IP-C reference point.
[bookmark: _Toc131120283]X.2.5.4	IP-S
The interactions related to IoT-PCS enablement functions between the IoT-App servers (acting as VAL servers) and the IoT-PCS server (acting as SEAL server) are supported by the IP-S reference point. This reference point is an instance of CAPIF-2 reference point as specified in 3GPP TS 23.222 [8].
[bookmark: _Toc131120284]X.2.5.5	IP-E
The interactions related to inter PCS-provider functionality management or for distributed platform deployments are supported by IP-E reference point.
NOTE: In this version of specification there is no support for inter PCS-provider functionality management or for distributed platform deployments.

* * * END of Changes * * * *
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