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[bookmark: _Hlk127719664]* * * First Change * * * *
[bookmark: _Toc131119802]1	Scope
The present document specifies the functional architecture for service enabler architecture layer (SEAL) and the procedures, information flows and APIs for each service within SEAL in order to support vertical applications over the 3GPP system. The present document is applicable to vertical applications using E-UTRAN or NR access based on the EPC or 5GS architecture defined in 3GPP TS 23.401 [9], 3GPP TS 23.246 [17], 3GPP TS 23.468 [16], 3GPP TS 23.501 [10], and 3GPP TS 23.247 [39]. To ensure efficient use and deployment of vertical applications over 3GPP systems, this specification for SEAL services includes the following: group management, configuration management, location management, identity management, key management, network resource management, notification management, network slice capability enablement, data delivery,  and application data analytics enablement and IoT Platform enablement.

* * * Next Change * * * *
[bookmark: _Toc131119806]
[bookmark: _Toc131119805]3.1	Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Internet of Things (IoT): Network supporting interconnection of devices, machines, and low complexity entities. 
IoT Application: An application catering to one or more vertical domains which includes communication functionality for the Internet of Things. 
IoT-App Client: An entity that provides the client-side functionalities corresponding to a specific IoT Application. Used interchangeably with IoT Client.
IoT-App Server: An entity that provides the serve- side functionalities corresponding to a specific IoT Application. Used interchangeably with IoT Server.
IoT Platform: An entity hosting a collection of services and enabling capabilities that supports IoT Applications.
IoT Platform service: A generic name for a common service or enabling capability provided by an IoT Platform.
IoT Platform Provider: A mobile network operator or a 3rd party service provider offering IoT Platform services to multiple 3rd party service providers or ASPs.
VAL user: An authorized user, who can use a VAL UE to participate in one or more VAL services.
VAL user ID: A generic name for the user ID of a VAL user within a specific VAL service.
VAL UE: A UE that can be used to participate in one or more VAL services. 
VAL client: An entity that provides the client side functionalities corresponding to the vertical applications.
SEAL client: An entity that provides the client side functionalities corresponding to the specific SEAL service.
VAL service: A generic name for any service offered by the VAL service provider to their VAL users.
SEAL service: A generic name for a common service (e.g. group management, configuration management, location management) that can be utilized by multiple vertical applications.
SEAL provider: Provider of SEAL service(s).
VAL server: A generic name for the server application function of a specific VAL service.
SEAL server: An entity that provides the server side functionalities corresponding to the specific SEAL service.
VAL system: The collection of applications, services, and enabling capabilities required to support a VAL service.
Primary VAL system: VAL system where the VAL user profiles of a VAL user are defined.
Partner VAL system: A VAL system that has a business relationship with the primary VAL system such that service can be offered to primary VAL system users.
VAL group: A defined set of VAL UEs or VAL users configured for specific purpose in a VAL service.
NOTE:	The set could be of either VAL UEs or VAL users depending on the specific VAL service.
VAL group home system: The VAL system where the VAL group is defined.
VAL group member: A VAL service user, whose VAL user ID is listed in a particular VAL group.
VAL stream: A time sensitive communication stream is used to transport a time sensitive data flow, and is defined by a stream specification (which identifies a source and destination of the data flow) and a traffic specification (which defines the characteristics of the data flow). VAL stream is identified by a VAL stream ID.
Vertical: See vertical domain.
Vertical application: An application catering to a specific vertical.
MBS session announcement: Mechanism to provide the necessary information to the NRM client to enable the reception of the VAL service data via the MBS session.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.104 [2] apply:
Vertical domain

* * * Next Change * * * *

3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GS	5G System
5GVN	5G Virtual Network
CAPIF	Common API Framework for northbound APIs
CNC	Centralized Network Configuration
CRUDN	Create, Retrieve, Update, Delete and Notify
EPC	Evolved Packet Core
GPSI	Generic Public Subscription Identifier
IoT	Internet of Things
IoT-App	IoT Application 
IoT-PCS	IoT Platform Common Services
LWP	Light-weight Protocol
NEF	Network Exposure Function
NR	New Radio
PCC	Policy and Charging Control
SCEF	Service Capability Exposure Function
SEAL	Service Enabler Architecture Layer for Verticals
TSC	Time Sensitive Communication
TSN	Time Sensitive Networking
VAL	Vertical Application Layer
NOP	Network Operator
NSaaS	Network Slice as a Service


* * * Next Change * * * *

[bookmark: _Toc526019525][bookmark: _Toc131119834]6.1	General
The functional model for SEAL is organized into generic SEAL service functional model and specific SEAL service functional models. The generic SEAL service functional model will be used as the reference model for the specific SEAL service functional models.
The following SEAL services are supported towards the vertical application layer:
-	Location management;
-	Group management;
-	Configuration management;
-	Identity management;
-	Key management;
-	Network resource management;
-	Data delivery;
-	Notification management;
-	Network slice capability enablement; and
-	Application data analytics enablement; and
-    IoT Platform common services enablement.
The generic functional model for the SEAL is organized into generic functional entities to describe a functional architecture which addresses the application layer support aspects for vertical applications. The on-network and off-network functional model is specified in this clause.

* * * Next Change * * * *

[bookmark: _Toc106027205][bookmark: _Toc131120553][bookmark: _Toc85808588][bookmark: _Toc85822912][bookmark: _Toc89075840][bookmark: _Toc104797331][bookmark: _Toc104878328][bookmark: _Toc113368682]X	IoT Platform common services enablement
[bookmark: _Toc106027206][bookmark: _Toc131120554]X.1	General
IoT Platform common services enablement offers value-add capabilities for implementing IoT platforms as SEAL services. IoT Platforms enable management of services and data for IoT applications via IoT-specific common services for multiple verticals, which in turn provide end-to-end IoT-specific application services to ASPs. This enables the use of 3GPP connectivity for deployment of platforms supporting IoT deployments (e.g. for smart cities) in a unified manner.


* * * Next Change * * * *

[bookmark: _Toc131120295]X.3	Procedures and information flows for IoT-PCS enablement
[bookmark: _Toc131120296]X.3.1	General
The procedures related to IoT-PCS enablement are described in the following subclauses.
[bookmark: _Toc131120297]X.3.2	Information flows
Editor’s Note: Information flows for IoT-PCS enablement are FFS.

* * * END of Changes * * * *





