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[bookmark: _Toc42003890][bookmark: _Toc50584203][bookmark: _Toc50584547][bookmark: _Toc57673390][bookmark: _Toc105714739]	* * * First Change * * * *	
[bookmark: _Toc131201123][bookmark: _Toc131200781]8.18	Edge Node Sharing
[bookmark: _Toc131201124]8.18.1	General
In the edge node sharing scenario, the leading ECSP can deploy its EAS to partner's ECSP, furthermore, the EAS can only provide service to the leading ECSP' subscriber and register to partner ECSP' EES.
In the following clauses, the OPECSP-A is a partner of OPECSP-B and OPECSP-B is the leading OPECSP to serve the UE.
Editor's note: The terms "ECSP" and "OP" needs to be aligned in this clause.
The information and procedure of service provisioning and EAS discovery described in the following clauses are same as clause 8.3.3 and clause 8.5, only differences are described in this clause for edge node sharing.
Editor's note: Reusing existing procedures and information flows (e.g., service provisioning or EAS discovery) for Edge Node Sharing is FFS, it is also FFS how to merge the procedures related with ECS-ER in this clause with 8.17 support of roaming and federation.

	* * * NEXT Change * * * *	
[bookmark: _Toc131201125]8.18.2	Procedure
[bookmark: _Toc131201126]8.18.2.1	Application information sharing between leading OPECSP and partner OPECSP
Editor's note: The security aspect between ECS-ER (OPECSP-B) and ECS-ER (OPECSP-A) is FFS and needs to be studied by SA3.
Editor's note: whether more procedures & operations are needed between ECS-ERs is FFS.
[bookmark: _Toc131201127]8.18.2.1.1	request-response model


Figure 8.18.2.1.1-1: Fetch application information from partner
1)	The ECS-ER (ECSP-B) may fetch application information from its partner ECS-ER (ECSP-A) periodically. 
2)	In such a fetch operation, the ECS-ER (ECSP A) provides response which includes a list of EAS IDs and EES information of OPECSP-A.
NOTE:	If the ECS (OPECSP-B) does not receive EES information of OPECSP-A from the published/notified application information, the ECS (OPECSP-B) can also fetch it from the ECS (OPECSP-A) via the fetch operation. 

	* * * NEXT Change * * * *	
[bookmark: _Toc131201128]8.18.2.1.2	Subscribe notify model
The ECS-ER (ECSP-A) subscribes for application information from its partner ECSP-B and receives notifications as shown in figure 8.18.2.1.2-1 and figure 8.18.2.1.2-2. 
Pre-conditions:
1.	The federation agreement exists between ECSP-A and ECSP-B;



Figure 8.18.2.1.2-1: Subscribe for application information
1)	Based on service level agreement between ECSP-A and ECSP-B, the ECS-ER (ECSP-B) sends subscription request to ECS-ER (ECSP-A) to receive registered EAS information and its including service area. The request includes required parameters like federation identifier, ECSP identifier, ECS identifier, required application identifiers and security parameters.
2)	Upon receiving the request from ECS-ER (ECSP-B), the ECS-ER (ECSP-A) checks whether ECS-ER (ECSP-B) is authorized to receive registered EAS list or not based on service level agreement.
3)	The ECS-ER (ECSP-A) sends subscription response – which indicates result of the subscription (success or failure) and subscription identity (if the result is success).



Figure 8.18.2.1.2-2: Notification for application information
1)	The list of registered and allowed EAS is changed on the ECS-ER (ECSP-A) – that is either new EAS is registered or EAS registration is updated or EAS is deregistered or new EAS is published or already published EAS is unpublished.
5)	The ECS-ER (ECSP-A) sends notification to the ECS-ER (ECSP-B). The notification includes the registered and allowed EAS between ECSP-A and ECSP-B, EASID and EAS Geographical Service. Upon receiving the notification, the Edge repository (of OPECSP-A) stores the information to be used in other procedures (for EAS discovery or get registered EAS information request).


	* * * NEXT Change * * * *	
[bookmark: _Toc131201129]8.18.2.2	Retrieval of EES of partner OPECSP from Leading OPECSP
Pre-conditions: 
1. ECSP-A and ECSP-B have a service level agreement to share edge services.
2. EAS registers in Partner OPECSP-A's EES.


Figure 8.18.2.2-1: Service provisioning with EES information retrieval from parnter
1.	The EEC sends service provisioning request to the ECS (OPECSP-B).
2.	The ECS (OPECSP-B) cannot find any desired EAS ID in the EES profile being registered so it determines to use edge service from its partner OPECSP-A.
3.	ECS (OPECSP-B) discovers EES from ECS (OPECSP-A).
NOTE:	The ECS (OPECSP-B) can have SLA with other multiple OPECSPs and need to repeat step 3 with more than one partner OPECSP in order to discover EES.
4.	The service provisioning response includes the EES (OPECSP-A) endpoint and the ECS (OPECSP-B) determined EES (OPECSP-B) endpoint. The endpoint of EES (OPECSP-B) is determined based on SLA with OPECSP-A so that the EES (OPECSP-B) can be authorized by the EES (OPECSP-A). The endpoint of EES (OPECSP-A) is sent by EES in a way that is transparent to EEC.


	* * * NEXT Change * * * *	
8.18.2.3	Service provisioning with the published application information
Pre-conditions: 
1. EAS registers in Partner OPECSP-A's EES.


Figure 8.18.2.3-1: Service provisioning with published application information
1.	The EEC sends service provisioning request to the ECS (OPECSP-B).
2.	The ECS (OPECSP-B) cannot find any desired EAS ID in the EES profile being registered so it determines to use edge node sharing service from its partner OPECSP-A based on its partner's published application information. For the received EAS ID, since the ECS (OPECSP-B) has EES information that was published by partner OPECSP, the ECS (OPECSP-B) discovers EES (i.e. EES(s) from partner) locally.
3.	The ECS(OPECSP-B) returns discovered EES(s) of OPECSP-A to the EEC.

	* * * NEXT Change * * * *	
[bookmark: _Toc131201131]8.18.2.4	EAS discovery via Leading ECSP
Pre-conditions: 
1.	ECSP-1 and ECSP-2 have a service level agreement to share edge services.
2.	EES (ECSP-B) has received EAS discovery request where required EAS is not available with the EES (ECSP-B).


Figure 8.18.2.4-1: EAS discovery for edge node sharing
1.	The EEC sends EAS discovery request to EES (OPECSP-B) and may include the endpoint of EES (OPECSP-A) in the request.
2.	The EES (OPECSP-B) validates the edge service SLA. If EES (OPECSP-A) endpoint is included, the EES (OPECSP-B) skips step 3-5; otherwise, the EES (OPECSP-B) executes for EAS discovery but cannot find any desired EAS so it determines to use edge node sharing service based on edge service SLA.
3.	The EES (OPECSP-B) sends Retrieve EES request to the ECS (OPECSP-B). The request may include an edge node sharing indication indicating edge node sharing is requested so that the ECS (OPECSP-B) can skip checking T-EES(s) registered in the ECS (OPECSP-B).
NOTE:	If EES (OPECSP-A) information is not carried in EAS discovery request in step 1, the EES (OPECSP-B) can determine to retrieve EES (OPECSP-A) information from ECS (OPECSP-B) as in step 3-5.
4.	For the received EAS ID, the ECS (OPECSP-B) discovers T-EES (i.e. EES(s) from partner).
5.	The ECS (OPECSP-B) returns discovered EES(s) of OPECSP-A in the Retrieve EES response to the ECS (OPECSP-B).
6.	The EES (OPECSP-B) sends EAS discovery request to the EES (OPECSP-A). The EAS discovery request includes the serving MNO information (e.g. MNO name, PLMN ID) which is serving the UE.
7.	The EES (OPECSP-A) validates the edge service SLA and returns EAS discovery response including the discovered candidate EAS(s) to the EES (OPECSP-B). The candidate EAS(s) are discovered based on the serving MNO information received from the EES (OPECSP-B) and allowed MNO information registered by the EAS.
8.	The EEC receives the EAS discovery response sent by the EES (OPECSP-B). The EEC may select an EAS for the AC.
Editor's note:	It is FFS whether to add the interaction between EES (OPECSP-B) and ECS (OPECSP-B) for T-EES retrieval after step 2.


	* * * NEXT Change * * * *	
[bookmark: _Toc131201132]8.18.2.5	EAS discovery via Partner ECSP, EEC triggered
Pre-conditions:
1.	The EEC has received information (e.g. URI, IP address) related to the partner EES;
2.	The EEC has received appropriate security credentials authorizing it to communicate with the parnterpartner ECSP's EES as specified in clause 8.11;
3.	The partner ECSP's EES is configured with ECSP's policy for EAS discovery and;
4.	Partner ECSP's EES is only registered with ECS of lead ECSP.
NOTE:	Details of ECSP's policy are out of scope.


Figure 8.18.2.5-1: EAS discovery via Partner EES, EEC triggered
1.	The EEC sends an EAS discovery request to the EES (partner OPECSP). It includes all the information element specified in 8.5.3.2, additionally, the UEs serving MNO information (e.g. MNO name, PLMN ID) is also included.
2.	Upon receiving the request from the EEC, the EES (partner OPECSP) performs the authorization check and discovers the suitable EAS(s) as specified in clause 8.5.3.3 and identifies the EAS considering the EAS's allowed MNO information and UE's serving MNO information.
3.	The EES (partner OPECSP) sends the EAS discovery response message to EEC as specified in 8.5.3.3.

	* * * NEXT Change * * * *	
[bookmark: _Toc131201133]8.18.2.6	EAS discovery via Partner ECSP, EES triggered
Pre-conditions:
1.	Service continuity is needed.
2.	The partner ECSP's EES is configured with ECSP's policy for EAS discovery.
NOTE:	Details of ECSP's policy are out of scope.
[image: ]
Figure 8.18.2.6-1: EAS discovery via Partner ECSP, EES triggered
1.	The S-EES sends an EAS discovery request to the partner ECSP's T-EES. It includes all the information element specified in 8.5.3.2, additionally, the UE's serving MNO information (e.g. MNO name, PLMN ID) is also included.
2.	Upon receiving the request from the S-EES, the partner ECSP's T-EES performs the authorization check and discovers the suitable EAS(s) as specified in clause 8.8.3.2 and identifies the EAS considering the EAS's allowed MNO information and UE's serving MNO information.
3.	The partner ECSP's T-EES sends the EAS discovery response message to S-EES as specified in 8.8.3.2.
Editor's note: ACR considering all scenarios are FFS.

	* * * END of Change * * * *	
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