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1. Introduction
This contribution updates procedures and information flows in clauses 8.5.4 and 8.5.10, in order to align the signaling to the newly introduced PIN status message.

Note that the merging of the messages and IEs need to be confirmed before some of the clause can be deleted, so corresponding ENs have been included. 
2. Reason for Change
Unclear specification.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.542 V0.1.0.
* * * First Change * * * *

8.5.4
Multiple PEMCs/PEGCs

8.5.4.1
General 

This clause describes the procedures for the configuration and use of multiple PEMCs and PEGCs in a PIN. 
For a PIN having a large number of PIN elements, covering a large area, and/or requiring extra reliability, multiple PIN Elements may be assigned the role of PEMC and/or PEGC.  
8.5.4.2
Procedure

8.5.4.2.1
PIN configuration with default and backup PEGCs

Figure 8.5.4.2.1-1 illustrates a procedure for configuring a new PIN Element, when requesting to join, with a default PEGC and one or more backup PEGCs. 

Pre-conditions:

1.
The PEMC is pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server.

2.
The PEMC is authorized to access the PIN server.
3.
The PEMC has registered to the PIN server.
4.
The PEMC has requested and has been authorized by the PIN server to create a PIN.
5.
The required KPIs of the PIN have been configured.
6.
PINE-1, PINE-2, PEGC-A and PEGC-B have registered to the PEMC and PIN server. 
7. 
PINE-1, PINE-2, PEGC-A and PEGC-B  have subscribed with the PEMC for the PIN status as specified in clause 8.5.X.2.1.
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Figure 8.5.4.2.2-1: Multiple PEGC configuration for a PIN

1.
PEGCs (e.g., PEGC-A and PEGC-B) shall join the PIN by sending PIN management PINE join into PIN requests to the PEMC. The PIN Client Profile information (supported PIN roles, supported PEGC KPIs, Supported PEGC schedule, UE location) shall be included in the requests. The PEMC shall use this information to determine whether multiple PEGCs are needed to meet the required KPIs of the PIN and which PIN elements (e.g., PEGC-A and PEGC-B) are able to serve as PEGCs. The PEMC shall configure multiple PEGCs (e.g., PEGC-A and PEGC-B) with a role of PEGC if needed. The PEMC shall then send a PIN profile update to the PIN server informing the PIN server that of the multiple PEGCs. 

2.
When PINEs (e.g., PINE-1) send a PIN management PINE join into PIN request to the PEMC, PIN Client Profile information (application client KPIs, application client schedule, UE location) shall be included in the request. The PEMC shall use this information and the PEGC information the PEMC receives in step 1 to determine the optimal default and backup PEGCs for the PINE. For example, PEMC assigns PEGC-A as the default PEGC for PINE-1 and PEGC-B as the backup PEGC for PINE-1. 

3.
The PEMC shall send a default PEGC (e.g., PEGC-A) PIN status notification to update its local PIN Profile information to reflect that a PINE (e.g., PINE-1) is authorized to relay PIN communications via the PEGC.   

4.
The PEMC shall send  any backup PEGCs (e.g., PEGC-B) PIN status notification to update their local PIN Profile information to reflect that a PINE (e.g., PINE-1) is authorized to relay PIN communications via the PEGC.  
5.
The PEMC shall return a PIN management PINE join into PIN response to PINE-1. The response shall include updated PIN client profile information informing the PINE that it shall use a specified PEGC (e.g., PEGC-A) as its default PEGC and a specified PEGC (e.g., PEGC-B) as its backup PEGC. 
6.
The PEMC shall send a PIN profile update to the PIN server informing the PIN server of a PEGC (e.g., PEGC-A) serving as the default PEGC for a PINE (e.g., PINE-1) and any PEGCs (e.g., PEGC-B) serving as backup PEGCs for a PINE.
7.
Steps 2 to 6 may be repeated for any additional PINEs joining the PIN. For example, based on PIN client profile information provided by PINE-2, the PEMC configures PEGC-B to serve as the default PEGC for PINE-2 and PEGC-A to serve as the backup PEGC for PINE-2.


8.5.4.3
Information flows

8.5.4.3.1
General

8.5.4.3.2
PIN management PINE Join into PIN request enhancements.

Table 8.5.4.3.2-1 shows informational elements needed to be included in the PIN management PINE Join into PIN request to support this functionality, in addition to those captured in Table xx.
Table 8.5.4.3.2-1: PIN management PINE Join into PIN request enhancement

	Information element
	Status
	Description

	PIN client profile
	M
	PIN client profile information of the PINE requesting to join the PIN (e.g., application client KPIs, application client schedule, UE location)

	NOTE:
The Information Elements in this table are additional to those in Table xx.


Editor's Note: Table 8.5.4.3.2-1 is to be merged with the main table xx for PIN management PINE Join into PIN request, the enhancement is captured here only for the purpose of enabling agreement on the feature.

8.5.4.3.3
PIN management PINE Join into PIN response enhancements.

Table 8.5.4.3.3-1 shows information elements needed to be included in the PIN management PINE Join into PIN response message to support this functionality, in addition to those captured in Table yy.

Table 8.5.4.3.3-1: PIN management PINE Join into PIN response enhancement

	Information element
	Status
	Description

	Updated PIN client profile
	M
	PIN client profile information updated by the PEMC (e.g., default and backup PEGCs assigned to PINE).

	NOTE:
The Information Elements in this table are additional to those in Table yy


Editor's Note: Table 8.5.4.3.3-1 is to be merged with the main table yy for PIN management PINE Join into PIN response, the enhancement is captured here only for the purpose of enabling agreement on the feature.




	
	
	

	
	
	


* * * Next Change * * * *

8.5.10.2.3
PIN modification with PEGC role change

Figure 8.5.10.2.3-1 describes a PIN modification procedure to perform a PEGC role change due to the unavailability of the PEGC. This procedure describes a PEMC detecting the unavailability of a PEGC (e.g. PEGC leaves the local service area of the PIN) and performing a PIN modification with the PIN Server to assign a new PEGC. As part of PIN management, a PEMC subscribes to receive periodic notifications from PEGCs to ensure PIN routing is available for members of the PIN at all times. If a PEMC does not receive the periodic notifications from the PEGC, then the PEMC needs to assign a new PEGC or request the PIN server to assign the new PEGC.

Pre-conditions:

1.
The PIN server has authorized the PEMC to create PINs.

2.
The PEMC creates a local PIN with members: PEMC, UE serving as PEGC, PINE1, and PINE2.

3.
The PEMC maintains a PIN profile with information on the capabilities of each PIN member.

4.
PINE2 is a PIN member that also has gateway capability.
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Figure 8.5.10.2.3-1: PIN Modification due to PEGC unavailability

1.
PEMC subscribes to receive periodic notifications from PEGC to monitor the availability of PIN routing service provided by PEGC.  

NOTE:
The subscription/ notification is for further development.

Editor's Note: How the PEMC detects the unavailability of PEGC is FFS.

2.
PEGC leaves the local coverage area of the PIN, e.g., leaves the home, and is not available to route PIN communications. 

3.
PEMC does not receive a notification from PEGC at the configured interval and determines that PEGC is no longer providing PIN routing capability. 

4.
PEMC sends a PIN_configuration_request to the PIN server to select a new PEGC. The request includes the PIN ID, the PEMC ID, the PEGC ID, authorization type indicating the role change, the ID of a PIN member that can serve as the new PEGC (e.g., PINE2), and a timestamp.

5.
The PIN server considers which member of the PIN can serve as the new PEGC, including the PIN member the PEMC provided, and selects a PIN member to serve as the new PEGC. The PIN server sends a PIN_management_request to PINE-2 with PIN profile and dynamic profile information. The dynamic profile information includes PIN traffic routing rules that PINE2 would need to make routing decisions. 

6.
PINE-2 sends a PIN_management_response accepting to serve as the new PEGC. 

7.
The PIN server sends a PIN_configuration_response  PIN profile and dynamic profile information to the PEMC with the status of the request, the ID of the new PEGC, and PIN traffic routing rules. The PIN server response triggers the PEMC to notify other PIN members of the PEGC role change.

8.
PEMC sends PIN status notification to other members of the PIN, informing that PINE2 will serve as the new PEGC. The PEMC includes PIN profile and dynamic profile information that includes traffic routing rules applicable to each member.
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