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1. Introduction
3GPP TR 23.700-78 studied the case of handling multiple PEMCs in a PIN and it is concluded to have only one PEMC with primary role and other PEMCs can be assigned with secondary role.
2. Reason for Change
This pCR intends to provide the solution for handling multiple PEMCs based on the conclusion provided in TR 23.700-78.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.542 v0.1.0.
* * * First Change * * * *

8.5.4.2.X
PIN management with multiple PEMCs
Figure 8.5.4.2.X-1 illustrates a procedure for managing the PIN with multiple PEMCs. PIN elements when registering with the PIN indicates that they have the capability to act as PEMC and are assigned with primary or secondary PEMC role as described in the subclause 8.4.2.2.1.

Pre-conditions:

1.
A PIN owner or admin creates a PIN and configured multiple PEMCs.
2.
PEMC-S is assigned with the role of secondary PEMC and PEMC-P is assigned with the role of primary PEMC.

3.
PEMC-S has direct connection or PIN direct connection with the PEMC-P.
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Figure 8.5.4.2.X-1: PIN management with multiple PEMCs
1. 
PEMC-S receives a request from PIN owner or PIN admin to perform any of the PIN management operations. These operations could be PIN element removal, PIN element addition, PIN deletion, PIN configuration update etc. 
2. 
PEMC-S prepares the corresponding request including the required details for the requested operation and sends it to PEMC-P. These requests shall carry the PIN client ID of the PEMC-S mandatorily. 
3. 
PEMC-P on receiving the request checks whether the PEMC-S is authorized as secondary PEMC in-order to perform the operation. 
4. 
If the authorization succeeds, PEMC-P proceeds with the requested operation.
5. 
PEMC-P sends the response to PEMC-S containing the status or result of the requested operation.
NOTE:
Only the operations that are required to be performed by the PIN owner or PIN admin can be performed through secondary PEMC and all other operations like PIN discovery, PIN service discovery, authorizing PIN elements to join PIN etc., cannot be handled by the secondary PEMC.
* * * Next Change * * * *

* * * Next Change * * * *

<Proposed change in revision marks>
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