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1. Introduction
This pCR introduces the information flows for Service Switch in a PIN with PIN Server support procedure.
2. Reason for Change
This pCR specifies APIs related to “Service switch in a PIN with PIN server support” procedures.
Aditionally, clause 8.7.2.1 header numbering issue is fixed.
3. Conclusions

NA
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.542 v0.1.0
* * * First Change * * * *

8.7.2.1
Service switch in a PIN with PIN server support

8.7.2.1.1
General

Following procedures are supported for service switch in a PIN with PIN server support:

-
PIN Service Switch procedure;

-
PIN Configure Service Switch procedure;

8.7.2.1.2
PIN Service Switch procedure
Pre-conditions:

1.
The PIN Client established an application session with an Application Server;

2.
The PIN Client joined a PIN.
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Figure 8.7.2.1.1-1: PIN Service Switch procedure

1.
The PIN Client sends a PIN Service Switch request to the PIN Server. The PIN Service Switch request includes the requestor identifier [PIN Client ID], security credential, a PIN identifier [PIN ID], an Application Client identifier [ACID], an Application Server identifier, an application session identifier, can include an IP 4 tuple that describes the traffic of the application session and can include a target PIN Client [PIN Client ID] if a target is known.
2.
Upon receiving the request from the PIN Client, the PIN Server checks if the PIN Client is authorized to request service switching for the given Application Server and validates the request. If the request is authorized and valid, the PIN server can determine a target PIN Client if the target PIN Client was not included in the request. The PIN Server sends a PIN Configure Service Switch request to the PIN Management Client and the Application Server as in clause  8.7.2.1.2. The PIN Server can use the PIN ID to identify the PIN Management Client instance and the Application Server identifier, or IP 4 tuple, to identify the Application Server instance.

3.
If the processing of the request was successful, the PIN Server sends a PIN Service Switch response to the PIN Client that indicates the Service Swich request was successfully processed and can include the target PIN Client information if it was decided by the PIN Server. Otherwise, the PIN Server sends a PIN Service Switch response to the PIN Client indicating that the request processing failed and can include appropriate reasons.

Upon reciving the PIN Service Switch response, the PIN Client validates if the request was succesful and can indicate the result to the Application Client; the PIN Client can transfer the application context to the target PIN Client. If the PIN Service Switch response indicated a failure, the PIN Client can attempt perform service switch again for the same or a different target PIN Client considering the failure reason.

8.7.2.1.3
PIN Service Switch Configure procedure
Pre-conditions:

1.
The PIN Client successfully requested a service switch with the PIN Server
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Figure 8.7.2.1.2-1: PIN Configure Service Switch procedure

1.
The PIN Server sends the PIN Configuration Service Switch Configure request to the PIN Management Client or Application Server. The PIN Configuration Service Switch Configure request includes the requestor identifier, security credential, Application Client identifier, Application Server identifier, target PIN Client, application session identifier and can include IP 4 tuple that descibes the traffic of the application session.

NOTE 1:
The PIN Server first performs PIN Configure Service Switch procedure with the PIN Management Client, then if successful, with the Application Server.
Editor's note: Whether subscription/notification mechanisms are used for informing the AS over PIN-9 reference point is FFS.
2.
Upon receiving the request from the PIN Server, the PIN Management Client or the Application Server checks if the PIN Server is authorized to request service switch configuration and validates the request.

If the request was recevied at the Application Server, if the request is authorized and valid, the Application Server uses the information provided in the request to switch the application session to the target PIN client and proceeds to step 6 of the procedure.

If the request was recevied at the the PIN Management Client, if the request is authorized and valid, the PIN Management Client prepares for sending PIN Configure Service Switch request to the PIN Gateway Client or the target PIN Client. The PIN Management Client can use the PIN ID to identify the PIN Gateway Client instance and the target PIN Client identifier to identify the target PIN Client.

3.
The PIN Management Client sends the PIN Management Service Switch Configure request to the PIN Gateway Client or the target PIN Client including the information defined in step 1.

NOTE 2:
The PIN Management Client first performs PIN Configure Service Switch procedure with the PIN Gateway Client, then if successful, with the target PIN Client.
4.
Upon receiving the request from the PIN Management Client, the PIN Gateway Client or the target PIN Client checks if the PIN Managment Client is authorized to request service switch configuration and validates the request. If the PIN Management Client is authorized and the request is valid, the PIN Gateway Client or the target PIN Client use the information provided in the request to switch the application session to the target PIN Client.

NOTE 3:
The target Application Client needs to receive the application context prior to re-establishing a switched application session with the Application Server.

NOTE 4:
How the target Application Client recovers the switched application session is out of scope of this specification.

5.
If the processing of the request was successful, the PIN Gateway Client or the target PIN Client send a PIN management Service Switch Configure response to the PIN Management Client indicating the processing was successful. Otherwise, the PIN Gateway Client or target PIN Client send a PIN Management Service Switch Configure response to the PIN Management Client indicating that processing the request failed and can include appropriate reasons.

6.
If the processing of the request was successful, the PIN Management Client or Application Server send a PIN Configuration Service Switch Configure response to the PIN Server that indicates the request was successfully processed. Otherwise, the PIN Management Client or Application Server send a PIN Configuration Service Switch Configure response to the PIN Server indicating the processing the request failed and can include appropriate reasons. 

* * * Next Change * * * *

8.7.4
APIs
Editor's note: API definition for Service Switch in a PIN without PIN server support is FFS
8.7.4.1 
General

Table 8.7.4.1-1 illustrates the API for service switch.

Table 8.7.4.1-1: ServiceSwitch API

	API Name
	API Operations
	Operation

Semantics
	Consumer(s)

	Ppsvr_ServiceSwitch
	Request
	Request/Response
	PIN Client

	Ppemc_ConfigurationServiceSwitchConfigure
	Request
	Request/Response
	PIN Server

	
	
	
	

	Ppegc_ManagementServiceSwitchConfigure
	Request
	Request/Response
	PEMC

	Ppine_ManagementServiceSwitchConfigure
	Request
	Request/Response
	PEMC


8.7.4.2
 Ppsvr_ServiceSwitch API
8.7.4.2.1
General
This clause describes the  Ppsvr_ServiceSwitch API and its operations.
8.7.4.2.2
 Ppsvr_ServiceSwitch_Request operation

API operation name:  Ppsvr_ServiceSwitch_Request
Description: The consumer requests a service switch operation from the PIN Server.
Inputs: See clause 8.7.3.2.

Outputs: See clause 8.7.3.3.
See clause 8.7.2.1.2 for details of usage of this operation.
8.7.4.3
 Ppemc_ConfigurationServiceSwitchConfigure API

8.7.4.3.1
General

This clause describes the  Ppemc_ConfigurationServiceSwitchConfigure API and its operations.
8.7.4.3.2
 Ppemc_ConfigurationServiceSwitchConfigure_Request operation

API operation name:  Ppemc_ConfigurationServiceSwitchConfigure_Request
Description: The consumer requests a service switch configuration operation from the PIN management client.
Inputs: See clause 8.7.3.3.

Outputs: See clause 8.7.3.4.
See clause 8.7.2.1.3 for details of usage of this operation.









8.7.4.4
 Ppegc_ManagementServiceSwitchConfigure API

8.7.4.4.1
General

This clause describes the  Ppegc_ManagementServiceSwitchConfigure API and its operations.
8.7.4.4.2
 Ppegc_ManagementServiceSwitchConfigure_Request operation

API operation name:  Ppegc_ManagementServiceSwitchConfigure_Request
Description: The consumer requests a service switch configuration operation from the PIN gateway client.
Inputs: See clause 8.7.3.3.

Outputs: See clause 8.7.3.4.
See clause 8.7.2.1.3 for details of usage of this operation.
8.7.4.5
 Ppine_ManagementServiceSwitchConfigure API

8.7.4.5.1
General

This clause describes the  Ppine_ManagementServiceSwitchConfigure API and its operations.
8.7.4.5.2
 Ppine_ManagementServiceSwitchConfigure_Request operation

API operation name:  Ppine_ManagementServiceSwitchConfigure_Request
Description: The consumer requests a service switch configuration operation from the PIN client.
Inputs: See clause 8.7.3.3.

Outputs: See clause 8.7.3.4.
See clause 8.7.2.1.3 for details of usage of this operation.
* * * End of Changes * * * *
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