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1	Overall description
3GPP TSG SA WG6 has concluded the Release-18 study (TR 23.700-78) on an enablement layer for Personal IoT Networks and is now transposing the conclusions of the TR to normative text in the corresponding TS 23.542.
TS 23.542 defines service procedures of the PIN enablement layer that require authorization and/or authentication between participants, in a manner similar to what SA3 achieved in TS 33.558 for the SA6 edge enablement layer (TS 23.558).
SA6 would like to ask SA3 the following questions:
· Q1: Does SA3 consider that security aspects for the PIN enablement layer specified in TS 23.542 are in scope of SA3 in Rel-18?
· Q2: Will SA3 specify security protection mechanisms for the PIN enablement layer reference points PIN-2, PIN-3, PIN-4 (e.g., intra-PIN) specified in TS 23.542 in Rel-18.
· Q3: Will SA3 specify security protection mechanisms for the PIN enablement layer reference points PIN-6, PIN-7, PIN-8, PIN-9, PIN-10, PIN-11, PIN-12 (e.g., over the 3GPP network) specified in TS 23.542 in Rel-18.
· Q4: Will SA3 perform any security related work in Release-18 normative work for the PIN enablement layer defined in TS 23.542. 
2	Actions
To SA3
ACTION: SA6 asks SA3 to kindly consider above request and provide answers to Q1, Q2, Q3 and Q4 above.	
3	Dates of next TSG SA WG 6 meetings
SA6#54                  17th April – 26th April 2023 	e-meeting
SA6#55                 22nd May – 26th May 2023 	Berlin, Germany
