
3GPP TSG-SA WG6 Meeting #53
S6-230577
Athens, Greece 27th February – 3rd March 2023

Source:
InterDigital
Title:
Pseudo-CR on information flows for service switch procedures
Spec:
3GPP TS 23.542
Agenda item:
8.19
Document for:
Approval
Contact:
michel.roy@interdigital.com
1. Introduction
This pCR introduces the information flows for Service Switch in a PIN with PIN Server support procedure
2. Reason for Change
This pCR specifies information flows related to “Service switch in a PIN with PIN server support” procedures.
Aditionally, an EN is introduced in clause 8.7.2.2 for defining Service switch in a PIN without PIN server support.

3. Conclusions

NA
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.542 v0.1.0
* * * First Change * * * *

8.7.2.2
Service switch in a PIN without PIN server support

Editor’s Note: The procedure definition for Service Switch in a PIN without PIN server support is FFS
* * * Next Change * * * *

8.7.3
Information flows

Editor's note: Information flows definition for Service Switch in a PIN without PIN server support is FFS
8.7.3.1 
General

The following information flows are specified for Service Switch:

-
PIN service switch request and response

-
PIN configuration service switch configure request and response
-
PIN management service switch configure request and response

8.7.3.2 
PIN service switch request

Table 8.7.3.2-1 describes information elements for the PIN service switch request that is sent from the PIN client to the PIN server.
Table 8.7.3.2-1: PIN service switch request
	Information element
	Status
	Description

	PIN client identifier
	M
	Requestor identifier.

	Security credentials
	M
	Security credentials of the PIN client.

	PIN identifier
	M
	Identifier of the PIN.

	Application client identifier
	M
	Identifier of the application client.

	Application server identifier
	M
	

	Application session identifier
	M
	

	Application session descriptor
	O
	Descriptor of application traffic flows (e.g., IP 4 tuple)

	Target PIN client identifier (NOTE)
	O
	Target PIN client identifier.

	NOTE:
Only if target PIN client is known.


8.7.3.3 
PIN service switch response

Table 8.7.3.3-1 describes information elements for the PIN service switch response.

Table 8.7.3.3-1: PIN service switch response
	Information element
	Status
	Description

	Successful response (NOTE 1)
	O
	Indicates that the request was successful.

	> Target PIN client identifier (NOTE 2)
	O
	Target PIN client identifier.

	Failure response (NOTE 1)
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of the request failure.

	NOTE 1:
Only one of the IE must be included in the response.
NOTE 2:
Only if target PIN client is not provided in the PIN service switch request.


8.7.3.4 
PIN configuration service switch configure request
Table 8.7.3.4-1 describes information elements for the PIN configuration service switch configure request that is sent from the PIN server to the PIN management client and the application server.
Table 8.7.3.4-1: PIN configuration service switch configure request
	Information element
	Status
	Description

	PIN server identifier
	M
	Requestor identifier.

	Security credentials
	M
	Security credentials of the PIN server.

	PIN identifier
	M
	Identifier of the PIN.

	Application client identifier
	M
	Identifier of the application client.

	Application server identifier (NOTE 1)
	O
	Identifier of the application server.

	Application session identifier
	M
	Identifier of the application session.

	Application session descriptor
	O
	Descriptor of application traffic flows (e.g., IP 4 tuple)

	Target PIN client identifier 
	M
	Target PIN client identifier.

	NOTE 1:
The IE is present if the request is sent to the PIN management client.
NOTE 2:
The IE is present if the request is sent to the application server.


8.7.3.5 
PIN configuration service switch configure response

Table 8.7.3.5-1 describes information elements for the PIN configuration service switch configure response.

Table 8.7.3.5-1: PIN configuration service switch configure response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the request was successful.

	Failure response (NOTE)
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of the request failure.

	NOTE:
Only one of the IE must be included in the response.


8.7.3.6 
PIN management service switch configure request

Table 8.7.3.6-1 describes information elements for the PIN management service switch configure request that is sent from the PIN management client to the PIN gateway client and the target PIN client.
Table 8.7.3.6-1: PIN management service switch configure request
	Information element
	Status
	Description

	PIN management client identifier
	M
	Requestor identifier.

	Security credentials
	M
	Security credentials of the PIN management client.

	PIN identifier
	M
	Identifier of the PIN.

	Application client identifier
	M
	Identifier of the application client.

	Application server identifier
	M
	Identifier of the application server.

	PIN gateway client identifier (NOTE 1)
	O
	Identifier of the PIN gateway client.

	Application session identifier
	M
	Identifier of the application session.

	Application session descriptor
	O
	Descriptor of application traffic flows (e.g., IP 4 tuple)

	Target PIN client identifier (NOTE 2)
	O
	Target PIN client identifier.

	NOTE 1:
The IE is present if the request is sent to the target PIN client.

NOTE 2:
The IE is present if the request is sent to the PIN gateway client.


8.7.3.7 
PIN management service switch configure response
Table 8.7.3.7-1 describes information elements for the PIN management service switch configure response.

Table 8.7.3.7-1: PIN management service switch configure response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the request was successful.

	Failure response (NOTE)
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of the request failure.

	NOTE:
Only one of the IE must be included in the response.


* * * End of Changes * * * *

