	
3GPP TSG-SA WG6 Meeting #53	S6-230680
Athens, Greece 27th February – 3rd March 2023	(revision of S6-23xxxx)


Source:	Convida Wireless LLC
Title:	23.433 SEALDD QoS management for FFapp
Spec:	3GPP TS 23.433 V1.1.0
Agenda item:	8.14
Document for:	Approval
Contact:	Catalina Mladin, mladin.catalina@convidawireless.com

1. Introduction
Introduces SEALDD enabled QoS management needed for FFapp and assumed to be provided via SEALDD, rather than being FFapp specific.
2. Reason for Change
SEALDD enabled QoS management  remains unspecified for both sEALDD and FFapp. 
3. Proposal
It is proposed to agree the following changes to 3GPP TS 23.433 V1.1.0.
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[3]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2". 
[4]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
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[6]	3GPP TS 23.502: "Procedures for the 5G System (5GS); Stage 2"
[7]	3GPP TS 23.554: "Application architecture for MSGin5G Service; Stage 2".
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* * * Next Change * * * *

9.2.3.1	SEALDD enabled regular transmission request
Table 9.2.3.1-1 describes the information flow from the VAL server to the SEALDD server for requesting the regular application transmission service.
[bookmark: _Hlk115270573]Table 9.2.3.1-1: SEALDD enabled Regular transmission request
	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	VAL service ID
	O
	Identity of the VAL service

	UE identity
	O
	Identifier of specific UE, e.g. UE ID, UE address

	SEALDD-S Data transmission connection information
	M
	Address/port of the VAL server to receive the application packets from the SEALDD server 

	SEALDD service requirement
	O
	Indicates SEALDD service required, e.g. QoS management, bandwidth control, etc.

	QoS information
	O
	QoS information provided by VAL server (see table 9.2.3.1-2). This IE shall be included when the SEALDD service requirement indicates QoS management.

	Bandwidth information
	O 
	Bandwidth information provided by VAL server (see table 9.2.3.1-3). This IE shall be included when the SEALDD service requirement indicates bandwith control.

	VAL server’s total bandwidth limit
	O
(See NOTE)
	The total bandwidth limit of VAL server, including UL/DL

	VAL users’ bandwidth limit
	O
(See NOTE)
	The bandwidth limits (i.e. minimum bandwidth requirement and maximum bandwidth limit) for VAL users, including UL/DL

	Bandwidth control policy
	O
(See NOTE)
	The bandwidth control policy from VAL server, e.g. re-allocating the bandwidth limit between different VAL users, including UL/DL

	NOTE:	These IEs are used for the SEALDD enabled bandwidth control for different VAL users.



Table 9.2.3.1-2: QoS Information
	Information element
	Status
	Description

	Requested QoS reference 
	O
	Refers to pre-defined QoS information for the data session between VAL client and VAL server (NOTE 1).

	List of alternative QoS references
	O
	A list of alternative QoS references, referring to pre-defined QoS information for the data session between VAL client and VAL server and containing one or more QoS reference parameters in a prioritized order (NOTE 1).

	Event list
	O
	A list of associated events to which the VAL Server subscribes (see 3GPP TS 23.503 [xx], clause 6.1.3.18).

	> Event specific data
	O
	For usage monitoring: the sponsoring information (sponsor id, ASP id).
For QoS monitoring: Target of monitoring (DL, UL or roundtrip packet delay).

	> Frequency of reporting
	O
	The reporting frequency (e.g. event triggered) and additional related data (e.g. threshold, minimum waiting time) as described in clause 6.1.3.21 of 3GPP TS 23.503 [xx], applicable for QoS monitoring event.

	Notification Target Address
	O
	The Notification Target Address (e.g. URL) where the notifications destined for the VAL server should be sent to.

	NOTE 1:	The pre-defined QoS information may be configured in the SEALDD server or in the 3GPP Core Network (see 3GPP TS 23.503 [xx], clause 6.1.3.22).



Table 9.2.3.1-3: Bandwidth Information
	Information element
	Status
	Description

	VAL server’s total bandwidth limit
	O
(See NOTE)
	The total bandwidth limit of VAL server, including UL/DL

	VAL users’ bandwidth limit
	O
(See NOTE)
	The bandwidth limits (i.e. minimum bandwidth requirement and maximum bandwidth limit) for VAL users, including UL/DL

	Bandwidth control policy
	O
(See NOTE)
	The bandwidth control policy from VAL server, e.g. re-allocating the bandwidth limit between different VAL users, including UL/DL

	NOTE:	These IEs are used for the SEALDD enabled bandwidth control for different VAL users.






* * * Next Change * * * *

9.2.3.x	SEALDD enabled regular transmission notification
Table 9.2.3.x-1 describes the information flow from the SEALDD server to the VAL server for notification of transmission status. 
Table 9.2.3.x-1: SEALDD enabled regular transmission notification request
	Information element
	Status
	Description

	SEALDD-S information Data transmission connection information 
	O
	Address/port of the SEALDD server to receive the packets from the VAL server for application traffic transfer





* * * Next Change * * * *
[bookmark: _Toc126102823]9.y	SEALDD enabled QoS management
[bookmark: _Toc126102824]9.y.1	General
The following clauses specify procedures, information flows and APIs for SEALDD enabled QoS management. 
[bookmark: _Toc126102825]9.y.2	Procedures
The SEALDD layer can provide QoS management for VAL users when provided with the QoS requirements by the VAL server. Figure 9.y.2-1 illustrates the procedure for bandwidth control for different VAL users.
Pre-conditions:
1.	The VAL server has discovered and selected the SEALDD server by CAPIF functions as specified in clause 9.4.2.


Figure 9.y.2-1: SEALDD enabled QoS management procedure
1.	The VAL server sends a Sdd_regularTransmission request to the SEALDD server. The request includes the identifiers of the application traffic (e.g. VAL service ID, VAL server ID), QoS requirements and an indication that QoS management is requested.
2.	Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server sends a response to the VAL server. 
3.	The VAL client sends a SEALDD service request to SEALDD client.
4.	The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.
5.	The SEALDD client sends Sdd_RegularTransmissionConnection_Establish request to SEALDD server with the SEALDD client ID, the VAL user or UE identity.
6.	a. The SEALDD Server may invoke the PFD management procedure with the 3GPP Core Network as described in 3GPP TS 23.682 [yy] and 3GPP TS 23.502 [6] with an application ID. One of the IP flow description, domain description or URI sent by the VAL server is used for requesting PFD management service. Further the SEALDD server  provides the same application ID for requesting data session with specific QoS in step 6b.
NOTE 1:	PFD management can be optionally supported in MNO. If the SEALDD Server cannot invoke step 6a, it responds to the VAL server with appropriate error.
NOTE 2:	The SEALDD can map the VAL service ID into the application ID  that is used to invoke the PFD management procedure.
	b. The SEALDD Server invokes the Policy Authorization Create service or the AF Session with QoS service with the 3GPP Core Network (PCF or NEF, respectively) as described in 3GPP TS 23.501 [5] and 3GPP TS 23.502 [6], providing the specific QoS to the PCF as described in 3GPP TS 23.503 [xx], clause 6.1.3.22. 
c. The SEALDD server subscribes to 5GC for QoS monitoring of the specific UE related to the VAL user, as defined in clause 5.2.6.9 in 3GPP TS 23.502 [6]. Additionally, the SEALDD Server  may subscribe to notifications of resource allocation outcome and to other events described in clause 6.1.3.18 of 3GPP TS 23.503 [xx], e.g. notifications of when the QoS targets can no longer (or can again) be fulfilled.
7.	The SEALDD server sends Sdd_RegularTransmissionConnection_Establish response to the SEALDD client.
8.	Notifications corresponding to the subscription in step 2c are received by SEALDD server from 5GC.  
9.	If the monitored QoS does not meet the VAL requirements the SEALDD server can perform the network resource adaption procedure via NRM (see 3GPP TS 23.434[4] clause 14.3.3.3.1.2) and/or may repeat step 6b. 
10. If the QoS information in  the step 1 request includes the Event list IE, the SELDD server sends to the VAL server Sdd_regularTransmission notification(s) corresponding to the 5GC notification(s) received in step 8.
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