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* * * First Change * * * *


7.2.x	Group ID
The Group ID identifies an AC Group with Common EAS. The following identity types can be used:
a)	Externally provisioned Group ID; and
b)  Deployment specific, i.e. includes an externally provisioned Group ID  and an ECS assigned identifier unique within the deployment.
 The Group ID shall be implemented to include the identity type.

* * * Next Change * * * *

8.2.Y1	Group Profile
The Group Profile includes information about a group of ACs which require the use of a common EASs.

Table 8.2.Y1-1: Group Profile
	Information element
	Status
	Description

	Group ID
	M
	Identifier of the Group Profile as described in 7.2.x.

	Group member criteria 
	O
	Information about group members.

	> Group service area
	O
	If provided, it indicates the Service area for determining other UEs/ACs part of the group.
The UE location is described in clause 7.3.2. 

	> ACID list 
	O
	List of AC IDs for multi-AC grouping. If provided, the AC IDs of the ACs in the group match the list elements.  

	List of Common EAS criteria
	O
	List of common EAS criteria  required by the group .

	> EASID
	O
	Identifier of the EAS

	 >Common EAS aggregate Service KPIs
	O
	Service characteristics provided by the common EAS, detailed in Table 8.2.5-1. The characteristics are described to meet the requirements for the group.



Editor’s Note: Other parameters for group member criteria are FFS.
Editor’s Note: Whether the group profile needs to be part of AC profile or not is FFS.


* * * Next Change * * * *


[bookmark: _Toc114874078]8.3.3.2.2	Request-response model
Figure 8.3.3.2.2-1 illustrates service provisioning procedure based on request/response model.
Pre-conditions:
1.	The EEC has been pre-configured or has discovered the address (e.g. URI) of the ECS;
2.	The EEC has been authorized to communicate with the ECS;
3.	The UE Identifier is either preconfigured or resulted from a successful authorization; and
4.	The ECS is configured with ECSP'’s policy for service provisioning.
NOTE 1:	Details of ECSP'’s policy are out of scope.


Figure 8.3.3.2.2-1: Service provisioning – Request/Response
1.	The EEC sends a service provisioning request to the ECS. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and AC profile(s) information.
2.	Upon receiving the request, the ECS performs an authorization check to verify whether the EEC has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.10.2. If AC profile(s) are provided by the EEC, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location. 
If the request includes Group Profile information and the ECS supports AIR functionality, the ECS uses the Group IDs to determine whether an EES is already serving the group(s). If a list of one or more EESs already serving the groupare found, the ECS provides this list in the response to correspond to the Group Profile information.  If  EESs already serving the group are not found  or AIR functionality is not supported, the ECS determines the EESs corresponding to the Group Profile based on the request parameters, e.g. group service area, List of Common EASs.
NOTE: Based on local policies, if the Group ID is an externally provisioned ID which is received the first time by ECS,  a corresponding ECS assigned identifier may be generated to ensure uniqueness in the deployment. The ECS can provide the deployment-specific identifier in the provisioning response or can maintain a mapping between the externally provisioned Group ID and the ECS assigned identifier.
When neither AC profiles nor Group profiles are not provided, then:
-	if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;
-	ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 2:	Details of the UE-specific service information and how it is available at the ECS is out of scope.
NOTE 3:	Both steps are evaluated prior to sending a response.
The ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints.
3.	If the processing of the request was successful, the ECS responds to the EEC's request with a service provisioning response which includes a list of EDN configuration information, e.g. identification of the EDN, EDN service area, and the required information (e.g. URI, IP address) for establishing a connection to the EES.
If the ECS is not provisioned with any EDN configuration information or is unable to determine the EES information using the inputs in service provisioning request, UE-specific service information at the ECS or the ECSP's policy, the ECS shall reject the service provisioning request and respond with an appropriate failure cause. 
If the EDN configuration information includes an LADN DNN as an identifier for the EDN, the EEC considers the LADN as the EDN. Therefore, the service area of EDN is the LADN Service Area which can be discovered using the UE Registration Procedure. 
The EEC may cache the service provisioning information (e.g. EES endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the Service provisioning response, then the EEC may cache and reuse the Service provisioning information only for the duration specified by the Lifetime IE, without the need to repeat step 1.
If the ECS provided information regarding the service continuity support of individual EESs, the EEC may take this information into account when selecting an EES for EEC registration, EAS discovery or T-EAS discovery, respectively. When service provisioning responses are used to determine  EES(s) with which to perform EAS discovery for a common EAS (i.e.an EES for providing services for a group), and the response provides more than one EES, the EEC can use the List of Group IDs IE in the service provisioning response to determine the EES for common EAS discovery.

NOTE 4:	If the service provisioning request fails, the EEC can resend the service provisioning request again, taking into account the received failure cause.
NOTE 5:	Even after the EEC establishes a connection to the EES using information received in step 3, the EES can issue AF request to influence traffic routing from EEC to EES as specified in 3GPP TS 23.501 [2] clause 5.6.7.

* * * Next Change * * * *
[bookmark: _Toc114874087][bookmark: _Toc114874088]
8.3.3.3.2	Service provisioning request
Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 
Table 8.3.3.3.2-1: Service provisioning request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	Group Profile(s) 
	O
	Information about group services the EEC wants to connect to, as described in Table 8.2.Y1-1

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 



Editor's Note: [SA3] Whether the EECID and the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is SA3's responsibility.

8.3.3.3.3	Service provisioning response
Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3-1: Service provisioning response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDN configuration information as defined in Table 8.3.3.3.3-2.

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.



Table 8.3.3.3.3-2: EDN configuration information
	Information element
	Status
	Description

	EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	> DNN/APN
	M
	Data Network Name/Access Point Name

	> S-NSSAI
	O
	Network Slice information

	> EDN Topological Service Area
	O 
	The EDN serves UEs that are connected to the Core Network from one of the cells included in this service area. See possible formats in Table 8.2.7-1.

	List of EESs
	M
	List of EESs of the EDN.

	> EESID 
	M
	The identifier of the EES

	> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	> EASIDs (NOTE 2)
	O
	List of EASIDs registered with the EES.

	> EES Provider identifier
	O
	The identifier of the EES Provider (such as ECSP) 

	> EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1. 

	> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	> EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.

	> EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	> List of Group IDs the EES currently supports via Common  EASs 
	O
	[bookmark: _Hlk124840589]List of Group IDs of the groups the EES is serving, i.e., Group IDs for which at least one member AC is connected to a Common EAS, where the Common EAS can be discovered via this EES. 

	> Security Credential
	O
	Indicates the security credential sent by the ECS. The security credential is used by EEC to communicate with the EES as specified in 3GPP TS 33.558 [23], clause 6.2.

	Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	NOTE 1:	If the UE is provisioned or pre-configured with URSP rules by the HPLMN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations. 
NOTE 2:	EAS information is limited to the EEC requested applications. If no AC profiles or Group Profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).
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