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1. Introduction
This pCR cleans VAL server registration description and authentication/authorization description.
2. Reason for Change
The current impact for CAPIF due to NSCALE as described in cl.9.2 should be moved to TS 23.222. 
The VAL server acts as API invoker is already described in TS 23.434 clause 6.4.2.3 and NSCE server acts as AEF is already described in TS 23.435 clause 7.3.2: 
· The VAL server acts as CAPIF's API invoker as specified in 3GPP TS 23.222 [8].
· The network slice capability enablement server acts as CAPIF's API exposing function as specified in 3GPP TS 23.222 [8].
Therefore, it is proposed to:

- simplify the description for VAL server registration

- update the NSCE-S authentication and authorization description (since NSCE-S is part of SEAL-S)
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.435.
* * * First Change * * * *
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* * * Next Change * * * *

9.2
VAL server registration
For registration of the VAL server to be a recognized user of the CAPIF, the VAL server triggers the CAPIF Onboarding the API invoker procedure defined in 3GPP TS 23.222 [3], clause 8.1.

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



	
	
	

	
	
	

	
	

	

	
	

	

	
	
	



Editor's note: The ‘Proposed registration expiration time’ and the ‘Registration expiration time’ set by the API provider in the response are currently not supported by the CAPIF. The mechanism would allow to maintain the active registration status for a specific duration of time (a registration update is required before the expiration of this time; if Registration expiration time is not included in the response, it indicates that the registration never expires.) It is agreed that CAPIF should be extended with this mechanism and IEs.
For de-registration of the VAL server, the VAL server triggers the CAPIF Offboarding the API invoker procedure defined in 3GPP TS 23.222 [3] clause 8.2.
* * * Next Change * * * *

9.12
VAL server authorization and authentication




VAL server authorization and authentication are specified in 3GPP TS 33.434 [33434], clause 5.1.1.8.

* * * Next Change * * * *

9.3.4.7
slice API invocation request

Table 9.3.4.7-1 describes information elements for the slice API invocation request from the VAL server to the NSCE server.

Table 9.3.4.7-1: slice API invocation request
	Information element
	Status
	Description

	
	
	

	VAL server ID
	M
	The identifier of the VAL server

	Authorization information
	O
	The authorization information obtained before initiating the slice API invocation request

	Slice API identification
	M
	The identification information of the slice API for which invocation is requested. The slice API identification is part of the specific slice API invocation request.


* * * End of Changes * * * *
�Both with CAPIF & w/o CAPIF are covered by SA3.





