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This clause describes the relationship of edge computing service providers, PLMN operators, application service providers and users.



Figure B-1: Relationships involved in edge computing service
The end user is the consumer of the applications provided by the application service provider (ASP) and can have ASP service agreement with a single or multiple application service providers. The end user is a UE subscription owner who has a PLMN subscription arrangement with the PLMN operator. The UE used by the end user is allowed to be registered on the PLMN operator network.
The application service provider consumes the edge services (e.g. infrastructure, platform) provided by the edge computing service provider (ECSP) and can have edge computing service provider service agreement with a single or multiple edge computing service providers. The ECSP provides EES services to EAS(s) of the ASP.
The end user can also have EC service agreement with the ECSP. The ECSP provides EES services and optionally ECS services to the EEC used by the end user.	Comment by [Ericsson] Wenliang Xu SA6#53: This is described in EAS discovery and service provisioning procedure for “UE-specific service information”. For instance, in cl.8.5.2:
	When EAS discovery filters are not provided, then:
-	if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;

A single PLMN operator can have the PLMN operator service agreement with a single or multiple edge computing service providers. 
A single ECSP can have PLMN operator service agreement with a single or multiple PLMN operators which provide edge computing support.
The edge computing service provider and the PLMN operator can be part of the same organization.
	* * * Next Change * * * *	
8.3.3.2.2	Request-response model
Figure 8.3.3.2.2-1 illustrates service provisioning procedure based on request/response model.
Pre-conditions:
1.	The EEC has been pre-configured or has discovered the address (e.g. URI) of the ECS;
2.	The EEC has been authorized to communicate with the ECS;
3.	The UE Identifier is either preconfigured or resulted from a successful authorization; and
4.	The ECS is configured with ECSP's policy for service provisioning.
NOTE 1:	Details of ECSP's policy are out of scope.


Figure 8.3.3.2.2-1: Service provisioning – Request/Response
1.	The EEC sends a service provisioning request to the ECS. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and AC profile(s) information. EEC may provide its desired EES service provider(s) in the service provisioning request based on EEC preference.
2.	Upon receiving the request, the ECS performs an authorization check to verify whether the EEC has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.10.2. If AC profile(s) are provided by the EEC, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location. When AC profiles(s) are not provided, then:
-	if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;
-	ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 2:	Details of the UE-specific service information and how it is available at the ECS is out of scope.
NOTE 3:	Both steps are evaluated prior to sending a response.
If desired EES service provider(s) is received, the ECS identifies the EES(s) based on registered EES provider in EES profile.
The ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints.
3.	If the processing of the request was successful, the ECS responds to the EEC'’s request with a service provisioning response which includes a list of EDN configuration information, e.g. identification of the EDN, EDN service area, and the required information (e.g. URI, IP address) for establishing a connection to the EES.
If the ECS is not provisioned with any EDN configuration information or is unable to determine the EES information using the inputs in service provisioning request, UE-specific service information at the ECS or the ECSP'’s policy, the ECS shall reject the service provisioning request and respond with an appropriate failure cause. 
If the EDN configuration information includes an LADN DNN as an identifier for the EDN, the EEC considers the LADN as the EDN. Therefore, the service area of EDN is the LADN Service Area which can be discovered using the UE Registration Procedure. 
The EEC may cache the service provisioning information (e.g. EES endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the Service provisioning response, then the EEC may cache and reuse the Service provisioning information only for the duration specified by the Lifetime IE, without the need to repeat step 1.
[bookmark: _Toc50584275][bookmark: _Toc50584619]If the ECS provided information regarding the service continuity support of individual EESs, the EEC may take this information into account when selecting an EES for EEC registration, EAS discovery or T-EAS discovery, respectively.
When the EES profile(s) include instantiable EAS information, the EEC can select one EES for EAS discovery to mitigate the waste of EDN resources considering the instantiable EAS information, if the EAS instantiation status corresponding to the EASID requested by AC/EEC is instantiable but not yet instantiated.
NOTE 4:	If the service provisioning request fails, the EEC can resend the service provisioning request again, taking into account the received failure cause.
[bookmark: _Toc57673467]NOTE 5:	Even after the EEC establishes a connection to the EES using information received in step 3, the EES can issue AF request to influence traffic routing from EEC to EES as specified in 3GPP TS 23.501 [2] clause 5.6.7.
NOTE 6:	If the EAS instantiation fails based on the selected EES, the EEC may retry the EAS discovery request to another EES.
8.3.3.2.3	Subscribe-notify model
[bookmark: _Toc57673470][bookmark: _Toc122439296]	* * * Next Change * * * *	
[bookmark: _Toc50584277][bookmark: _Toc50584621][bookmark: _Toc57673469][bookmark: _Toc122439295]8.3.3.2.3.2	Subscribe
Figure 8.3.3.2.3.2-1 illustrates the service provisioning subscription procedure between the EEC and the ECS.
Pre-conditions:
1.	The EEC has been pre-configured or has discovered the address (e.g. URI) of the ECS;
2.	The EEC has been authorized to communicate with the ECS as specified in clause 8.11; 
3.	The UE Identifier is either preconfigured or resulted from a successful authorization;
4.	The ECS is configured with ECSP'’s policy for service provisioning; and
[bookmark: _Hlk66139905]5.	The EEC has optionally acquired a Notification Target Address to be used in its subscriptions to notifications.
NOTE 1:	Details of ECSP'’s policy are out of scope.
NOTE 2:	How the EEC acquires the notification target address or a notification channel URI to receive the notifications is out of scope of this release. The notification target address can terminate at the EEC (e.g. in an IoT device) if the deployment supports EEC reachability, or it can terminate at a push notification service. Details of the push notification service are out of scope of this release.


Figure 8.3.3.2.3.2-1: Service provisioning subscription
1.	The EEC sends a service provisioning subscription request to the ECS. The service provisioning subscription request includes the security credentials of the EEC received during EEC authorization procedure and Notification Target Address (e.g. URL) and may include the UE identifier such as GPSI, connectivity information, proposed expiration time and AC Profile information. EEC may provide its desired EES service provider(s) in the service provisioning request based on EEC preference.
2.	Upon receiving the request, the ECS performs an authorization check to verify whether the EEC has authorization to perform the operation. If required, the ECS may utilize the capabilities (e.g. UE location or user plane management event notification service if available) of the 3GPP core network as specified in clause 8.10.2. If the request is authorized, the ECS creates and stores the subscription for provisioning.
NOTE 3:	The ECS can monitor the user plane path change for EDGE-1 traffic toward EES(s) by utilizing the user plane management event notification service specified in 3GPP TS 23.501 [2]. Based on target DNAI reported from 5GC the ECS can notify more suitable EES(s) to the EEC.
3.	If the processing of the request was successful, the ECS responds with a service provisioning subscription response, which includes the subscription identifier and may include the expiration time, indicating when the subscription will automatically expire. To maintain the subscription, the EEC shall send a Service provisioning subscription update request prior to the expiration time. If a Service provisioning subscription update request is not received prior to the expiration time, the ECS shall treat the EEC as implicitly unsubscribed.
If the ECS is unable to determine the EES information using the inputs in service provisioning subscription request, UE-specific service information at the ECS or the ECSP policy, the ECS shall reject the service provisioning subscription request and respond with an appropriate failure cause.
NOTE 4:	If the service provisioning subscription request fails, the EEC can resend the service provisioning subscription request again, taking into account the received failure cause.
	* * * Next Change * * * *	
8.3.3.2.3.3	Notify
Figure 8.3.3.2.3.3-1 illustrates the service provisioning notification procedure between the EEC and the ECS.
Pre-conditions:
1.	The EEC has subscribed with the ECS for the provisioning information as specified in clause 8.3.3.2.3.2.


Figure 8.3.3.2.3.3-1: Service provisioning notification
1.	An event occurs at the ECS that satisfies trigger conditions for updating service provisioning of a subscribed EEC. If UE's location information is not available, the ECS may obtain the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.10.2. If AC profile(s) were provided by the EEC during subscription creation, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location. If AC profiles(s) were not provided, then:
-	if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;
-	ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 1:	Details of the UE-specific service information and how it is available at the ECS is out of scope.
NOTE 2:	Both steps are evaluated prior to sending a response.
If desired EES service provider(s) is received, the ECS identifies the EES(s) based on registered EES provider in EES profile.
The ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints.
2.	The ECS sends a provisioning notification to the EEC with the list of EDN configuration information determined in step 1. 
If the EDN configuration information in the service provisioning notification includes an LADN DNN as an identifier for the EDN, the EEC considers the LADN as the EDN. Therefore, the service area of EDN is the LADN Service Area, which can be discovered using the UE Registration Procedure. 
If the ECS provided information regarding the service continuity support of individual EESs, the EEC may take this information into account when selecting an EES for EEC registration, EAS discovery or T-EAS discovery, respectively.
NOTE 3:	Even after the EEC establishes a connection to the EES using information received in step 2, the EES can issue AF request to influence traffic routing from EEC to EES as specified in 3GPP TS 23.501 [2] clause 5.6.7.
	* * * Next Change * * * *	
8.3.3.3.2	Service provisioning request
Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 
Table 8.3.3.3.2-1: Service provisioning request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	EES provider identifiers
	O
	The list of desired EES provider IDs, by the EEC.



Editor's Note: [SA3] Whether the EECID and the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is SA3's responsibility.
[bookmark: _Toc122439303]	* * * Next Change * * * *	
8.3.3.3.4	Service provisioning subscription request
Table 8.3.3.3.4-1 describes the information elements for service provisioning subscription request from the EEC to the ECS. 
Table 8.3.3.3.4-1: Service provisioning subscription request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Notification Target Address (see NOTE)
	O
	The Notification Target Address (e.g. URL) where the notifications destined for the EEC should be sent to.

	AC profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	EES provider identifiers
	O
	The list of desired EES provider IDs, by the EEC.

	NOTE:	When SEAL NMS is used this IE is same as Callback URL in SEAL notification management service.



[bookmark: _Toc57673553][bookmark: _Toc122439383]	* * * Next Change * * * *	
8.5.2.2	Request-response model
Pre-conditions:
1.	The EEC has received information (e.g. URI, IP address) related to the EES;
2.	The EEC has received appropriate security credentials authorizing it to communicate with the EES as specified in clause 8.11; and
3.	The EES is configured with ECSP's policy for EAS discovery.
NOTE 1:	Details of ECSP's policy are out of scope.


Figure 8.5.2.2-1: EAS Discovery procedure
1.	The EEC sends an EAS discovery request to the EES. The EAS discovery request includes the requestor identifier [EECID] along with the security credentials and may include EAS discovery filters and may also include UE location to retrieve information about particular EAS(s) or a category of EASs, e.g. gaming applications, or Edge Applications Server(s) available in certain service areas, e.g. available on a UE's predicted or expected route. 
2.	Upon receiving the request from the EEC, the EES checks if the EEC is authorized to discover the requested EAS(s). The authorization check may apply to an individual EAS, a category of EASs or to the EDN, i.e. to all the EASs. If UE's location information is not already available, the EES obtains the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.10.3. 
If EAS discovery filters are provided by the EEC, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. If the EEC indicates that service continuity support is required, the EES shall take the indication which ACR scenarios are supported by the AC and the EEC and which of these are preferred by the AC into consideration. If UE-specific service information is available at the EES, the EES also considers the UE-specific service information in EAS discovery. The EES may select one EAS and determine to perform application traffic influence for this AC based on AC’s service KPI or EAS’s service KPI in desired response time, when the EES does not perform traffic influence in advance.
	When EAS discovery filters are not provided, then:
-	if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;
-	EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 2:	Details of the UE-specific service information and how it is available at the EES is out of scope.
NOTE 3:	Both steps are evaluated prior to sending a response.
Upon receiving the request from the EEC, the EES may trigger the EAS management system to instantiate the EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.
3.	If the processing of the request was successful, the EES sends an EAS discovery response to the EEC, which includes information about the discovered EASs. For discovered EASs, this includes endpoint information. Depending on the EAS discovery filters received in the EAS discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, KPIs, AC locations(s) that the EASs can support, ACR scenarios supported by the EAS, etc. The EAS discovery response may contain a list of EASs. This list may be based on EAS discovery filters containing a Geographical or Topological Service Area, e.g. a route, included in the EAS discovery request by the EEC.
If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the EAS discovery request and respond with an appropriate failure cause.
	If the EEC is not registered with the EES, and ECSP policy requires the EEC to perform EEC registration prior to EAS discovery, the EES shall include an appropriate failure cause in the EAS discovery response indicating that EEC registration is required.
If the UE location and predicted/expected UE locations, provided in the EAS discovery request, are outside the Geographical or Topological Service Area of an EAS, then the EES shall not include that EAS in the discovery response. The discovery response may include EAS(s) that cannot serve the UE at its current location if a predicted/expected UE location was provided in the EAS discovery request. 
Upon receiving the EAS discovery response, the EEC uses the endpoint information for routing of the outgoing application data traffic to EAS(s), as needed, and may provide necessary notifications to the AC(s). The EEC may use the border or overlap between EAS Geographical Service Areas for service continuity purposes. The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the EEC may cache the EAS information only for the duration specified by the Lifetime IE.
NOTE 4:	Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the EES for changes of EAS information due to EAS status change) or the cached EAS Profile can be invalidated due to new EAS information discovery (e.g. due to UE mobility). The EEC can update or invalidate the cached EAS information (e.g. on PDU Session Release or Modification Command).
NOTE 5:	The AC can cache the EAS information (e.g. EAS endpoint) for subsequent use. In the case of the cached information needing to be updated or invalidated, the mechanisms for the EEC to notify the AC is up to implementation and is not specified in the current release of the present document.
NOTE 6:	The EEC can use the EAS information provided by the discovery procedure to perform service continuity planning, for example when ultra-low latency ACR is required.
If the EAS discovery request fails, the EEC may resend the EAS discovery request, taking into account the received failure cause. If the failure cause indicated that EEC registration is required, the EEC shall perform an EEC registration before resending the EAS discovery request.
[bookmark: _Toc57673557][bookmark: _Toc122439387]	* * * Next Change * * * *	
8.5.2.3.3	Notify
Figure 8.5.2.3.3-1 illustrates the EAS discovery notification procedure between the EEC and the EES.
Pre-conditions:
1.	The EEC has subscribed with the EES for the EAS discovery information as specified in clause 8.5.2.3.2.


Figure 8.5.2.3.3-1: EAS discovery notification
1.	An event occurs at the EES that satisfies trigger conditions for notifying (e.g. to provide EAS discovery information or EAS dynamic information) a subscribed EEC. If UE's location information is not already available, the EES obtains the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.10.2. 
If EAS discovery filters were provided by the EEC during subscription creation, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. If the EEC indicates that service continuity support is required, the EES shall take the indication which ACR scenarios are supported by the AC and the EEC and which of these are preferred by the AC into consideration. If UE-specific service information is available at the EES, the EES also considers the UE-specific service information in EAS discovery.
	If EAS discovery filters were not provided, then:
-	if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;
-	EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 1:	Details of the UE-specific service information and how it is available at the EES is out of scope.
NOTE 2:	Both steps are evaluated prior to sending a response.
If the UE is located outside the Geographical or Topological Service Area of an EAS, then the EES shall not include this EAS in the EAS discovery notification.
2.	The EES sends an EAS discovery notification to the EEC with the EAS information determined in step 1. 
	* * * END of Change * * * *	
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