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*** change 1 *** 
6.3
Functional entities
6.3.1
General

This clause describes the functional entities of the architecture for enabling edge applications.
6.3.2
Edge Enabler Server (EES)
EES provides supporting functions needed for EASs and EEC.

Functionalities of EES are:

a)
provisioning of configuration information to EEC, enabling exchange of application data traffic with the EAS;

b)
providing API invoker and API exposing functions as specified in 3GPP TS 23.222 [6];
c)
interacting with 3GPP Core Network for accessing the capabilities of network functions either directly (e.g. via PCF) or indirectly (i.e. SCEF/NEF/SCEF+NEF);
d)
exposing events related to ACT;
e)
EEC context transfer between EESs;
f)
supporting external exposure of 3GPP network and service capabilities to the EAS(s) over EDGE-3;
g)
registration functions (i.e., registration, update, and de-registration) for the EEC(s) and the EAS(s);
h)
triggering the EAS instantiation on demand; 
i)
supporting ACR related operations (e.g. ACR launching, ACR information notification, EELManagedACR); and
j)
maintaining a list of identifiers used to link collections of application clients to a common EAS. 
*** change 2 *** 
7.2.x
AC Collection ID 

The AC collection ID is assigned to an AC in order to collect ACs together to be served by the same EAS. The AC collection ID is globally unique and can be assigned or unassigned to an AC dynamically. 
*** change 3 *** 

8
Procedures and information flows

8.1
General
This clause provides procedures and information flows necessary for enabling edge application including information elements used in the procedures.
8.2
Common Information Elements

8.2.1
General

This clause provides descriptions for Information Elements which are commonly used in several procedures. 

8.2.2
AC Profile

An AC Profile includes information about AC used to determine services and service characteristics required.
Table 8.2.2-1: AC Profile

	Information element
	Status
	Description

	ACID
	M
	Identity of the AC.

	AC Type
	O
	The category or type of AC (e.g. V2X). This is an implementation specific value.

	AC Collection ID
	O
	Identity of a collection of ACs to be served by a common EAS. The EES can use this identity to respond to EAS discovery with the EAS currently serving this collection of ACs, if known. 

	Preferred ECSP list
	O
	When used in a service provisioning request, this IE indicates to the ECS which ECSPs are preferred for the AC. The ECS may use this information in the selection of EESs. 

	AC Schedule
	O
	The expected operation schedule of the AC (e.g. time windows)

	Expected AC Geographical Service Area
	O
	The expected location(s) (e.g. route) of the hosting UE during the AC's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	AC Service Continuity Support
	O
	Indicates if service continuity support is required or not for the application. The IE also indicates which ACR scenarios are supported by the AC and which of these are preferred by the AC.

	Simultaneous EAS connectivity information in service continuity
	O
	Indicates if simultaneous EAS connectivity is needed and the inactive time guidance for keeping connectivity towards the S-EAS.

	List of EASs
	O
	List of EAS that serve the AC along with the service KPIs required by the AC

	> EASID
	M
	Identifier of the EAS

	> Expected AC Service KPIs
	O
	KPIs expected in order for ACs to receive currently required services from the EAS, as described in Table 8.2.3-1

	> Minimum required AC Service KPIs
	O
	Minimum KPIs required in order for ACs to receive meaningful services from the EAS, as described in Table 8.2.3-1


Editor’s Note: It is FFS whether and how EAS endpoint information may be included in the AC Profile.
8.2.3
AC Service KPIs

AC Service KPIs provide information about service characteristics required by the ACs.
Table 8.2.3-1: AC Service KPI

	Information element
	Status
	Description

	Connection bandwidth
	O
	The required connection bandwidth in Kbit/s for the application.

	Request rate
	O
	The request rate to be generated by the AC. 

	Response time
	O
	Response time (NOTE) required for the server servicing the requests.

	Availability
	O
	Percentage of time the server is required to be available for the AC's use.

	Compute
	O
	The compute resources required by the AC.

	Graphical Compute
	O
	The graphical compute resources required by the AC.

	Memory
	O
	The memory resources required by the AC.

	Storage
	O
	The storage resources required by the AC.

	NOTE:
The response time includes the round-trip time of the request and response packet, the processing time at the server and the time required by the server to consume 3GPP Core Network capabilities, if any.


8.2.4
EAS Profile

Table 8.2.4-1: EAS Profile

	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 

	AC Collection ID(s) (NOTE 2)
	O
	Identifies collection(s) of ACs that are currently served by the EAS.

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EAS.

	General context holding time duration (NOTE 1)
	O
	The time duration that the EAS holds the context before the AC connects to the EAS in case of ACR for service continuity planning. It is an indication of the time the EAS holds the application context for a UE to move to its service area after receiving an ACR notification from the EES following an ACR request from the EEC.  


	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN where the EAS resides.

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 

	NOTE 1:
Since the EASID of the EAS identifies the type of the application (e.g. SA6Video, SA6Game etc) as described in clause 7.2.4, "General context holding time duration" determined by EAS can depend on the EASID (type of the application).
NOTE 2:
If an AC Collection ID that was previously included in the EAS profile is omitted, then the EAS is no longer serving that AC collection ID. 


*** change 4 *** 
8.4.2.3.3
EEC registration response

Table 8.4.2.3.3-1 describes information elements in the EEC registration response from the EES to the EEC.
Table 8.4.2.3.3-1: EEC registration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.



	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> EEC context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	> EEC Context Relocation status
	O
	Indicates whether the EEC context retrieval from the S-EES was successful or not.

	> Discovered EAS list
	O
	List of EASs discovered to provide the capabilities required by the AC Profiles. If the request includes the EAS selection request indicator, then Discovered EAS list shall contain only one selected EAS. If the AC profile(s) in the request include AC collection ID(s), then Discovered EAS list will contain the individual EASs with those collection IDs, if such EASs are known. If the EES selects no EASs, the list may be empty.

	>> EAS profile
	M
	Profile of the EAS. Each element is described in clause 8.2.4. 



	> list of unfulfilled AC information
	O
	List of ACIDs of the AC Profile(s) for which the requirements indicated in the AC profile(s) cannot be fulfilled

	>> ACID
	M
	Application Identifier

	>> reason
	O
	Reason indicating the cause (e.g. EAS not available, requirements cannot be fulfilled)

	Failure response
	O
	Indicates that the registration request failed.



	> Cause
	M
	Provides the cause for registration request failure.


*** change 5 *** 
8.4.3.2.3
EAS registration update

Pre-conditions:

1.
The EAS has already registered with the EES. 
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Figure 8.4.3.2.3-1: EAS registration update procedure

1.
The EAS determines that its existing registration needs to be updated (e.g. because the EAS's status or availability schedule has changed, or EAS's registration is about to expire, or the EAS is no longer serving a particular AC collection). 

2.
The EAS sends an EAS registration update request to the EES. The request shall include the registration ID and may include the EAS profile and proposed expiration time for the updated registration.

3.
The EES performs an authorization check to verify whether the EAS has the authorization to update the registration on the EES.

4.
Upon successful authorization, the EES updates the registered EAS Profile and replies to the EAS with an EAS registration update response. The EES may provide an updated expiration time to indicate to the EAS when the updated registration will automatically expire. To maintain the registration, the EAS shall send a registration update request prior to the expiration time. If a registration update request is not received prior to the expiration time, the EES shall treat the EAS as implicitly de-registered.

*** change 6 *** 
8.5.3.3
EAS discovery response

Table 8.5.3.3-1 describes information elements for the EAS discovery response from the EES to the EEC.
Table 8.5.3.3-1: EAS discovery response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EAS discovery request was successful.

	> Discovered EAS list
	O
	List of discovered EAS(s). If the AC profile(s) in the request include AC collection ID(s), then Discovered EAS list will contain the individual EASs with those collection IDs, if such EASs are known.Each element includes the information described below.

	>> EAS profile
	M
	Profile of the EAS. Each element is described in clause 8.2.4

	>> Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the EEC (e.g. time-to-live value for an EAS Endpoint)

	Failure response
	O
	Indicates that the EAS discovery request failed.

	> Cause
	O
	Indicates the cause of EAS discovery request failure.
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