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1. Introduction
This pCR provides the overall evaluation of key issue #7.
2. Reason for Change
This pCR provides the overall evaluation for key issue #7.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-38 v1.1.0.
* * * First Change * * * *

8.8
Overall evaluation of key issue #7
Key issue#7 on secure exchange and topology hiding discussed the following open issues:
-
Investigate and clarify how to perform administrative configuration exchange without compromising the integrity and security of the involved MC systems.

-
Investigate and clarify how to perform administrative configuration exchange without exposing the network topology of either MC systems.
Solution#1 and solution #2 provide architectures that reuse existing technical security mechanisms to communicate between the involved MC systems while hiding the network topology. On top of that the configuration procedures from solution 4 to 9 rely on a final decision by the receiving MC administrator.

* * * End of Change * * * *

