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1. Introduction

This pCR provides solution to KI#22 - EAS discovery in Edge Node sharing scenario.
2. Reason for Change

According to KI#22, since UE is receiving service from core network of OPB, it is necessary to utilize the Core network function of OPB to provide edge computing function that requires UE location in OPA that provides edge resources.
In this solution, the UC that uses the edge resource of the OPA may not have valid UE location information that was first provided.

If the EAS or EES needs UE location (e.g. EDGE-3: UE location tracking, UP path management event notification EDGE-3, 7 traffic information, etc.), it is necessary to receive UE location information from the CN of the OPB to which the UE is registered.

Rel-17 can request UE location information from the EEL of the same service provider to the NEF. In the case of the ENS scenario discussed in Rel-18, if the edge resource of another service provider is used, the EEL to which the UE does not subscribe does not have a method to receive the UE location information in real time or periodically.

This solution is for the EES to call or subscribe to the location information of the UE from the network of the operator to which the UE subscribes after the EAS discovery. The UE may include the EAS discovery request message in the EAS discovery request message, including the H-PLMNID information to which the UE is subscribed and the S-PLMNID to which the ENS is to be used, in order to use the edge resources of the service provider to which the UE is not subscribed. 
3. Conclusions

This contribution suggests how to the OPA obtain UE location information by utilizing the core network function of OPB in OPA.

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98

* * * First Change * * * *
4.22
Key issue #22: EAS discovery in Edge Node sharing scenario

Based on GSMA OPG.02 [4] Operator Platform Telco Edge Requirements, Edge Node sharing scenario has been identified in GSMA OPG.02 [4] clause 3.3.5.

The deployment case is as follows:

1.
OP B deploys application in the OP A (partner OP). OP B wants to scale its services for the region covered by OP A by using OP A's edge infrastructure.

2.
User belongs to the OP B. 

3.
If OP B finds that the most suitable application that can serve the user is available in OP A (partner OP), then OP B requests the edge computing service from OP A (partner OP).

NOTE 1:
The user is referred to the subscribers who have edge service authorizations.
Based on the deployment case, it is not clear how to discover and determine the EAS(s) deployed in OP A for OP B users.
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Figure 4.22-1 Edge Node sharing scenario 

The following study is needed:

1. How can EES discover and determine a EAS which allows (subscribers of OP B) to avail its services?
2. Whether EES and EAS of OP A can use OP B's network functions.
NOTE 2:
The key issue assumes OP A and OP B has the same Edge Computing Architecture (i.e. EDGEAPP).

* * * Next Change * * * *

7.x
Solution #XX: Non-roaming UE location invocation
7.x.1
Architecture enhancements

None.

7.x.2
Solution description

7.x.2.1
General

This solution addresses key issue 22
 The edge resource of OPA need to know OPB’s information to invoke UE location information. The OPA’s EES or EAS should receive OPB’s information by EAS discovery request or pre configure by agreement OPA with OPB.
Operator B can immediately invoke operator B's NEF using the PLMN information provided from the EAS discovery request message. The EES A can obtain the PLMNID of the service provider B from the EAS discovery request of the EES B. The EES A may request the terminal location from the NEF B by utilizing the obtained PLMNID of the business operator B.
Table 7.26.2.1-2: EAS discovery request
	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EECID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	Connectivity information
	O
	List of connectivity information for the UE, e.g.PLMN ID

	Target DNAI (NOTE)
	O
	Target DNAI information which can be associated with potential T-EAS(s)

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC or, if this message is sent by the EEC to discover a T‑EAS, which ACR scenario(s) are intended to be used for the ACR.

	EES Service Continuity Support (NOTE)
	O
	The IE indicates if the S-EES supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EES or, if the EAS discovery is used for an S‑EES executed ACR according to clause 8.8.2.5, which ACR scenario is to be used for the ACR.

	EAS Service Continuity Support (NOTE)
	O
	The IE indicates if the S-EAS supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EAS or, if the EAS discovery is used for an S‑EAS decided ACR according to clause 8.8.2.4, which ACR scenario is to be used for the ACR.

	NOTE:
This IE shall not be included when the request originates from the EEC.


* * * Next Change * * * *
7.x.2.2
Non-roaming UE location invocation of EES 
Pre-conditions:

1.
OP A may have a PLMN address of OP B as a network agreement with OP B;

2.
When the EEC requests service provisioning to the ECS, it may include PLMN information serving the UE;

NOTE 1:
At least one of the above operations shall be performed.
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Figure 7.x.2-1: UE location invocation to the OPB’s NEF
In Figure 7.x.2-2, The EES A or EAS A may obtain an NEF B address through an edge node sharing agreement between OPA and OPB. The EES A may also receive an EAS A discovery request message from the EES B, including OPB information.This enhances the UE location API, one of the EES exposure function to EAS in TS 23.558 8.6.2.
1. 1. EES A can receive UE location API call messages from EAS A or capture services that require UE location (e.g. UE location tracking, UP route management event notification, traffic impact, etc.) EES A may generate UE location request messages using Serving PLMN ID, Home PLMN ID, Edge Node Share Indicator, and UEID.
2. The EES A may check or subscription UE location information to the NEF B.

If EAS A can use NEF B's API, it may directly send a UE location information request message or a UE location subscription request message.
· NOTE:
The EES utilizes the capabilities of the 3GPP core network as specified in clause TS 23.558 8.10.3.
The NEF B can perform a procedure to authenticate the requested edge entity and UE by checking the UEID and PLMN ID in the message sent by EES A. 
The NEF B may include UE location information in the notification and transmit the same to the EES A. or;
If EES A receives a UE location invoke message from EAS A, EES A may provide UE location information to EAS A. or;
When the NEF B receives a request for UE location information from the EAS A, the NEF B may include the UE location information in the notification message and provide the same to the EAS A.
* * * Next Change * * * *
Enhancements to 3GPP TS 23.558 clause 8.8.4.6
Retrieve EES request
8.8.4.6
Retrieve EES request
Table 8.8.4.6-1 describes the information elements to retrieve T-EES information from the ECS. 

Table 8.8.4.6-1: Retrieve EES request

	Information element
	Status
	Description

	EESID
	M
	Unique identifier of the EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	M
	The EASID.

	Target DNAI
	O
	The target DNAI information which can be associated with potential T-EES(s) and/or T-EAS(s).

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	Connectivity information
	O
	List of connectivity information for the UE, e.g.PLMN ID


* * * Next Change * * * *
7.x.3
Solution evaluation

This solution introduces how OPB’s EAS and EES acquire UE location information using OPA’s network functions of when using edge resources of service providers that are not subscribed by UE in ENS scenarios.
* * * Next Change * * * *

7
Solutions

7.0
Mapping of solutions to key issues

Table 7.0-1 Mapping of solutions to key issues
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* * * End of Change * * * *
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