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1. Introduction

This solution provides enhancements to the ECS and procedures to support federation of services, UE roaming, and federation of services across PLMNs for roaming UEs.

2. Reason for Change

Federation of services require sharing of Edge Computing resource information (such as EDN configuration data) across ECSPs, in order to enable consumer of one ECSP to access services of a partner ECSP. Also, a UE may roam to a V-PLMN and should still be able to access Edge Computing services. For the purpose of federation, this pCR proposes the following definition of the primary and partner ECSs:

Primary ECS: An ECS whose address information is configured with the EEC. EEC is authorized to communicate with the Primary ECS directly.

Partner ECS: A federation partner of the Primary ECS. EEC is not configured with the address information of Partner ECSs.

While roaming, the UE may connect to a Primary ECS in the hPLMN or the vPLMN i.e., roam without federation. Or it could obtain service from a partner ECS i.e., roam with federation.
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Following points should be considered when enabling the above described scenarios:

1.
A federation can involve multiple ECSPs. Considering MNOs, hyperscalars, microservice providers, private installations etc., 10 ECSPs federating in a big city is a conservative guesstimate.

2.
In a simple deployment, let’s consider that each ECSP has deployed only one ECS per region, making 10 ECS available for that region of the federation.

3.
In such a deployment there are 2 options for EAS discovery within the federation:

	Approach 1

a.
Preconfigure all 10 ECSs of the federation with ECS address information* of other 9 ECSs of the federation. 

b.
When federation wide EAS discovery is required, the ECS should perform discovery with pre-configured partner ECS addresses until a suitable candidate is found.

c.
In worst case, the ECS will have to check with all 9 partner ECSs before a conclusion can be reached.
	Approach 2

a.
One ECS amongst the 10 federated ECSs plays the role of a ‘designated ECS’. Address information of the designated ECS is preconfigured in other ECSs of the federation.

b.
ECSs of the federation register and store information of federated edges at the designated ECS.

c.
When federation wide EAS discovery is required, the ECS queries the designated ECS.

d.
With a single request/response a conclusion is reached, saving time and resources.


4.
With Approach 2, considerable resources and time are saved, which is crucial to maintain service continuity across federation.

*Only ECS address information can be pre-configured as the EES and EAS information stored in ECSs are dynamic in nature. New EASs can be instantiated on demand, resulting in EAS registration on relevant EES. This update in EES information triggers an EES registration update with relevant ECS, updating the EDN information stored in the ECS. Similarly, new EESs can be instantiated on demand of ECSPs, updating the EDN information stored in the ECS. Also, existing EASs and EESs can shut down for different reasons, again resulting in update of EDN information at the ECS.

Example deployment based on Rel-17:

Below is an example deployment with 4 ECSPs, with the areas they serve. Each ECSP has deployed a single ECS. If a user is at the pinned location (and has authorization), it can get services from all 4 ECSPs – even as per Rel-17.
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This is a simple example, more complex deployments with many more ECSPs is allowed by the architecture. And with federation and roaming, it gets further complicated, as there can be some ECSPs for which user does not have a direct authorization but still it can get service via federation.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.3.0 based on approach 2.

* * * First Change * * * *

3.1
Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1], 3GPP TS 23.558 [2] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1] and 3GPP TS 23.558 [2].

<defined term>: <definition>.

Primary ECS: An ECS whose address information is configured with the EEC. EEC is authorized to communicate with the Primary ECS directly.
NOTE:
The term ‘Primary ECS’ can be replaced with ‘Configured ECS’ during the normative phase.
Primary ECSP: An ECSP for which the UE has authorization to obtain service.

Partner ECS: A federation partner of the Primary ECS. EEC is not configured with the address information of Partner ECSs.

Partner ECSP: An ECSP with whom the Primary ECSP has a service level agreement for resource sharing i.e., a federation partner of the Primary ECSP.

example: text used to clarify abstract rules by applying them literally.

* * * Next Change * * * *

6.x
Option #x: Architecture for Federation and Roaming

6.x.0
Assumptions
This solution assumes the following:

1.
PLMN subscription for edge computing services between the user and the MNO may not be restricted to only certain edge services or applications. 

2.
Edge service authorization(s) between the user and the ECSP may not be restricted to only certain edge services or applications. 

3.
Agreements between ECSPs are to share edge computing infrastructure and applications with other ECSP partners and their subscribers. These agreements are not restricted to only certain edge services or applications.
4.
ASP may not have sufficient means or information to configure the UE with respect to the federation (e.g. the AC cannot be pre-configured with the ECS information, the AC is not edge-aware, the ASP does not provide AC to the UE, there is no CAS available or the CAS cannot redirect the UE to the partner ECSP).
6.x.1
Architecture enhancements

A federation can include multiple ECSP(s) where both, MNOs and the ECSPs can deploy multiple ECSs each. ECSs provide EES and EAS deployment information to the requestor. ECSs, EESs and EASs can be enabled or disabled dynamically based on prevailing requirements, available resources etc., so relying on pre-configuration or policy-based federation may result in use of stale pre-configurations and policies. Therefore, it is essential to maintain this information in real-time and enable an ECS to discover it on a need basis. 

This architecture option requires that the each ECSP in the federation of ECSPs designate one ECS as the center of information for that federation. This designated ECS acts as the edge repository (ECS-ER) of the federation. It stores and maintains up to date information about edge deployments of the federation. ECSs deployed by the ECSPs of the federation register and provide edge deployment information to this designated ECS. The designated ECSs of each ECSPs shares the information about the edge deployment to each other.
Following figure illustrates the enhanced architecture:
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Figure 6.x.1-1: Architecture enhanced with Edge repository

NOTE 1:
There can be an EDGE-4 interface between the EEC and the Edge Configuration Server (Edge Repository).
NOTE 2:
ECS-ER does not perform resource management. Resource management is SA5’s responsibility.
There can be alternate deployments for this edge repository, for e.g.:

-
each ECSP can deploy its own edge repository; or
-
multiple ECSPs can use the same ECS-ER as their edge repositoy; or
-
each MNO can deploy an edge repository for all ECSPs associated with the MNO.
NOTE 3: The interface and the interactions (e.g. ECS discovery, registration etc.) required between the ECS-ERs, and their potential alignment with ETSI MEC will be considered during the normative work.

NOTE 4:
Address information of partner ECSs in a federation can be locally configured in the primary ECS.
NOTE 5: Possible mapping of the interfaces and roles of new entities with GSMA PRD will be considered in the normative work. 

6.x.2
Enhanced functional entities

6.x.2.1
Edge Configuration Server (Edge Repository)

ECS that acts as edge repository (ECS-ER) provides supporting functions needed for roaming and federation.

Functionalities of ECS-ER are:

a)
Receiving and storing information about edge computing resources from other ECS(s) of the ECSP;
b)
Receiving and storing information about edge computing resources from other ECS-ER(s) of the federation;
c)
Providing information about Edge computing resources to other ECS-ER(s) of the federation.
Editor’s Note: Comparison and alignment of ECS-ER definition with the MEC Federator (MEF) as defined by ETSI MEC GS 040, which is aimed to host EWBI as defined by GSMA OPG, is FFS.
6.x.3
Reference point

6.x.3.1
EDGE-10

EDGE-10 reference point enables interactions between the ECS and the ECS acting as edge repository. It supports:

a)
registration and de-registration of the ECS to the ECS acting as edge repository; and

b)
retrieval or discovery of information about other ECS(s) of the federation.

NOTE:
Comparison and potential alignment of interactions between ECS and ECS-ER e.g., ECS discovery, registration etc. with corresponding ETSI MEC procedures will be considered in the normative work.
6.x.4
Cardinality rules

Following cardinality rules apply to the ECS-ER that acts as edge repository:

a)
One ECS-ER per ECSP may be deployed to support the federation;

Following cardinality rules apply for EDGE-10:

a)
One or more ECS may communicate with the ECS that acts as edge repository.

* * * Next Change * * * *

7.x
Solution #x: Enhanced ECS for federation of services

7.x.1
Architecture enhancements

This solution uses the architecture option #x and relates to the assumptions specified in clause 6.x.

7.x.2
Solution description

7.x.2.1
ECS registration with the ECS-ER
ECS registers with the ECS-ER and provides the information such as EDN configuration information, applications available via the ECS etc. Figure 7.x.2.1-1 illustrates the procedure.

Pre-conditions:

1.
The ECS has the address (e.g., URI) of the ECS-ER.
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Figure 7.x.2.1-1: ECS registration with ECS-ER

1.
The ECS sends the ECS registration request to the ECS-ER. The request from the ECS includes the ECS configuration information (ECS address and the ECS provider information) along with its security credentials.  EDN configuration information etc. The request also includes a list of EES/EASs available via the ECS in order to publish the information to other ECS-ER(s). The request may include a proposed expiration time for the registration, and may include list of partner ECSPs that are allowed to receive its information.

2.
Upon receiving the request from the ECS, the ECS-ER verifies the security credentials of the ECS and stores the ECS registration information obtained in step 1.

3.
The ECS-ER sends an ECS registration response indicating success or failure of the registration operation. The ECS-ER may provide an expiration time to indicate to the ECS when the registration will automatically expire. To maintain the registration, the ECS sends a registration update request prior to the expiration time. If a registration update request is not received prior to the expiration time, the ECS-ER treats the ECS as implicitly de-registered.

NOTE 1:
ECS registration update and ECS deregistration procedures are required.

NOTE 2:
Name of the message flows will be determined during normative.
7.x.2.2
ECS querying ECS-ER
When required to find a partner ECS, the ECS queries the ECS-ER by providing information such as the location of the UE, application required by the UE etc. In response the ECS-ER provides ECS configuration information of partner ECS(s) providing the required application at the location indicated by the primary ECS. Figure 7.x.2.2-1 illustrates the procedure.

Pre-conditions:

1.
The ECS is part of a federation and has the address information of the ECS-ER.
2.
The ECS has received a service provisioning request from an EEC or a T-EES discovery request from an EES, where EDN information for the requested application is not available at the ECS.
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Figure 7.x.2.2-1: ECS querying ECS-ER

1.
The ECS sends a ECS discovery request to the ECS-ER. The request contains information of the ECS, Service Provisioning filters received from the EEC or the EES and UE’s current location. If the UE hosting the EEC is roaming in a V-PLMN (determined using the serving PLMN information in the received service provisioning request, or by interacting with the H-PLMN), then the ECS discovery request includes the information of the serving PLMN i.e., the V-PLMN.

2.
The ECS-ER authorizes the received request. If authorized, the ECS-ER processes the request and gathers the information of partner ECS(s) that can satisfy the query parameters received in step 1.

3.
The ECS-ER sends a ECS discovery response to the ECS. The response includes ECS configuration information of the Partner ECS(s) available in the H-PLMN and/or the V-PLMN, depending on the serving PLMN of the UE as indicated in step 1. The Primary ECS caches the received information for further use.
NOTE 1:
In addition to the request/response model, a subscribe/notify model will also be provided by the ECS-ER, where ECS-ER will notify subscribed ECSs based on local policies, subscription filters and ECSP partnership information provided by the registered ECSs.
NOTE 2:
To process the service provisioning requests from the EEC or retrieve T-EES request from the S-EES, the ECS can use preconfigured information or information configured via OAM, or a discovery mechanism as specified in clause 7.x.2.2.
7.x.2.3
Service provisioning for Federation and/or Roaming

If the Primary ECS is unable to fulfil Service Provisioning request of an EEC it retrieves information of the partner ECS(s) that provide the required application at UE’s location and provide the list of retrieved partner ECS configuration information to the EEC in the Service provisioning response. Figure 7.x.2.3-1 illustrates the procedure.
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Figure 7.x.2.3-1: ECS discovery for Federation and/or Roaming

1.
The EEC sends a service provisioning request to the Primary ECS. This request is same as the service provisioning request specified in 3GPP TS 23.558 [2]. Additionally, in case the UE hosting the EEC is roaming to a V-PLMN, the service provisioning request may include the V-PLMN ID.

2.
Upon receiving the request, the Primary ECS performs authorization and policy enforcement as specified in 3GPP TS 23.558 [2].
3.
The Primary ECS identifies required EDN configuration information based on the received request in step 1 and checks in step 2. The Primary ECS determines that EDN configuration information for at least one of the required applications (i.e., EAS) is not available. 

4.
Based on the determination in step 3, the Primary ECS retrieves ECS configuration information of partner ECS(s) that provide the required application(s) at the UE’s location. The Primary ECS can use for e.g., preconfigured information, information configured via OAM, or a discovery mechanism (see clause 7.x.2.2) as available.

NOTE:
The Primary ECS can use for preconfigured information, information configured via OAM, or a discovery mechanism as available in any order.
5.
On retrieving the ECS configuration information of partner ECS(s), the Primary ECS applies any local policy or EEC profile-based filtering for service differentiation.
6.
The Primary ECS sends service provisioning response to the EEC. The response is same as specified in 3GPP TS 23.558 [2]. Additionally, it includes a list of Partner ECS(s) which provide the applications required by the EEC. The information includes ECS provider information, list of EAS(s) available via the EES’s registered with Partner ECS etc. The response either includes the ECS address information, if the EEC is authorized to communicate directly with the Partner ECS, or it includes an indication that the Partner ECS must be reached via the Primary ECS. For the Partner ECS(s) that may be communicated directly, the response also includes authorization information required by the EEC to communicate with the Partner ECS.


The response may also include EDN configuration information for the EAS(s) available via the Primary ECS, if any. 
* * * Next Change * * * *

7.0
Mapping of solutions to key issues

Table 7.0-1 Mapping of solutions to key issues
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* * * Next Change * * * *

10
Overall evaluation

10.0
General
This clause provides a summary of architecture enhancements and solution evaluations and related solution assumptions. The evaluations and solutions are applicable only for the corresponding scenario assumptions.
10.1
Architecture enhancements

10.1.x
Architecture for Federation and Roaming
The architecture enhancement captured as option#x enhances the ECS with a new functionality of an Edge Repository. The enhanced ECS accepts registration of other ECSs of the ECSP. The ECS registration also enables ECS to publish their registered EASs information and the enhanced ECS maintains information of which application is available via which ECS for the ECSP. 
With this enhancement, an ECS can query the ECS-ER to find partner ECS(s) that provide the required application. This improves the accuracy and reduces the time taken to generate the service provisioning response sent to the EEC or the EES; therefore improving the chances of service continuity during ACR procedures.

* * * Next Change * * * *

10.2.6
Key issue #6: Edge services support across ECSPs
The open issues of this KI are as follows:

1.
Identify potential enhancements to the existing architecture defined in Rel-17 to enable inter-ECSP interactions.

2.
Study potential impact to support ECS discovery and service provisioning based on UE location.

3.
Whether and how EEC registers with an EES deployed by a partner ECSP?

4.
Study potential impact to support service continuity.  
5.
How is EEC context continuity maintained across ECSPs with or without ACR? 

6.
How the ECS can discover a T-EES having SLA with S-EES based on the federation agreements between ECSPs before EDGE-9 interaction?

To address the open issues the following solutions has been proposed:

-
Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
-
After discovering another ECS2 which may have suitable EES, the ECS1 sends respond to the EEC or source EES with the ECS2 information. Then the EEC or source EES can send the request to the ECS2 directly to retrieve suitable EES. 

-
Solution #4 relies on having sufficient information (e.g., ECSP policy, UE-specific service information, or ECSs information) configured or available in an ECS to determine candidate.
Editor's note:  Whether sufficient information (e.g., ECSP policy, or UE-specific service information, or ECSs information) can be configured in an ECS or not is FFS. 
-
Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
-
The EEC or the EES gets the requested EES information from ECS2 via ECS1. If the ECS1 cannot discover a suitable EES to serve the UE at the current location (e.g., all the EESs registered on the ECS1 do not cover the given UE location), the ECS1 contacts another ECS2 which may have suitable EES and discovers the EES via ECS2. 

-
Solution #5 relies on preconfigured information of ECS2 at ECS1.
Editor's note:  What is included in the preconfigured information and whether it is enough to determine candidate ECSs in step 2 is FFS.
-
Solution #13: Update ECS configuration information
-
This solution proposes to include additional optional IEs in the ECS configuration information. The information can be used in solutions 4 and 5 to find and select ECS2. ECS information shared in Solution 13 is limited to the ECSs whose information is available through H-PLMN.
-
Solution #x: Enhanced ECS for federation of services
-
When configured information is not available with the ECS, with the enhancement proposed in this solution ECS can query an ECS-ER to obtain information of partner ECS that provide service provisioning for a particular application. This allows to reduce the time required to provide service provisioning response while ensuring that the required application is available.
Solution #5 is applicable to scenarios where the UE has home routing agreement with its service provider for service provisioning.

Solution #13 provides additional optional IEs to be used within solution #4 and #5 to find and select ECS2.

Solution #x can be used along with solution #4, solution #5 and solution #13.
All the above solutions will use any agreed solution for determining ECS2 by ECS1.
Detailed signalling to provide ECS2 address to the requesting EEC or EES based on solution #4 is to be addressed in normative phase. Signalling between ECS1 and ECS2 to discover and retrieve provisioning to the requesting EEC or T-EES for the requesting EES will be addressed in normative phase according to solution #5. A new interface EDGE-10 between ECS1 and ECS2 is used in Solution #5. Also, in normative phase, if required, the additional optional IEs are added to ECS configuration information provided by ECS to 5GC according to Solution #13.
* * * Next Change * * * *

10.2
Key issue evaluations

10.2.0
General

All the key issues and solutions specified in this technical report are listed in Table 10.2.0-1. 

The table provides a mapping of the key issues to the related solutions. It also lists the dependencies on other working groups.

Table 10.2.0-1 Key issue and solutions 

	Key issues
(evaluation clause reference)
	Solution
	Solution


(clause reference)
	
	Dependency on other working groups

	Key issue #1: Enhanced notification service to the EEC
	Solution #1: Service provisioning via push notification
	7.1
	
	

	
	Solution #3: Service provisioning triggering via SMS over NAS
	7.3
	
	

	
	Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server
	7.20
	
	

	Key issue #2: Enablement of Service APIs exposed by EAS
	Solution #8: EAS Service API enablement using CAPIF
	7.8
	
	

	
	Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
	7.11
	
	

	Key issue #3: Enhancements to service continuity planning
	Solution #6: ACR update in service continuity planning
	7.6
	
	

	
	Solution #7: EES monitors UE mobility for service continuity planning
	7.7
	
	

	
	Solution #12: Service continuity planning allowance
	7.12
	
	

	
	Solution #21: Prediction expiration time for service continuity planning enhancement
	7.21
	
	

	Key issue #4: EDGE-5
	Solution #22: Support simultaneous EAS connectivity in ACR
	7.22
	
	SA3

	
	Solution #34: EDGE-5 APIs
	7.34
	
	

	Key issue #5: Alignment of EDGEAPP and ETSI MEC
	Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
	7.11
	
	SA5

	
	Solution #36: Alignment of EDGEAPP and ETSI MEC
	7.36
	SA5
	

	Key issue #6: Edge services support across ECSPs
	Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
	7.4
	
	

	
	Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
	7.5
	
	

	
	Solution #13: Update ECS configuration information
	7.13
	
	SA2

	
	Solution X: Enhanced ECS for federation of services
	7.x
	
	SA3

	Key issue #7: Application traffic filter exposure
	Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection
	7.2
	
	

	Key issue #8: EAS selection synchronization
	Solution #15: Initial EAS selection declaration
	7.15
	
	

	Key issue #9: Enhancement of dynamic EAS instantiation triggering
	Solution #32: Dynamic EAS instantiation triggering and notification
	7.32
	
	SA5

	
	Solution #33: Support for EEC Discovery of EAS(es) before instantiation
	7.33
	
	SA5

	Key issue #10: Support for roaming UEs
	Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
	7.4
	
	SA3

	
	Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
	7.5
	
	SA3

	
	Solution #13: Update ECS configuration information
	7.13
	
	SA2

	
	Solution #14: V-ECS Discovery via the H-ECS
	7.14
	
	SA3

	
	Solution X: Enhanced ECS for federation of services
	7.x
	
	SA3

	Key issue #11: ACR between EAS and Cloud Application Server
	Solution #24: ACR between CAS and EAS
	7.24
	
	

	
	Solution #25: ACR between EAS and Cloud Application Server
	7.25
	
	

	Key issue #12: EEL service differentiation
	Solution #12: Service continuity planning allowance
	7.12
	
	

	
	Solution #16: EAS discovery for different users
	7.16
	
	

	Key issue #13: Edge enabler layer support for EAS synchronization
	
	
	
	

	Key issue #14: Application traffic influence for initially selected EAS
	Solution #9: Application traffic influence trigger from EAS
	7.9
	
	

	
	Solution #15: Initial EAS selection declaration
	7.15
	
	

	
	Solution #17: Traffic influence for initial EAS discovery
	7.17
	
	

	Key issue #15: Support of constrained devices for Edge
	Solution #10: low power mode support
	7.10
	
	

	
	Solution #18: Constraint device in EDGEAPP
	7.18
	
	

	Key issue #16: support of NAT deployed within the edge data network
	Solution #23: UE identification with NAT
	7.23
	
	SA2, SA3

	Key issue #17: Discovery of a common EAS
	Solution #27: Enabling AC Association Aware services by selecting common EASs
	7.27
	
	

	
	Solution #28: Common EAS discovery using EAS selection information
	7.28
	
	

	
	Solution #29: Discovery of a common EAS
	7.29
	
	

	
	Solution #30: Common EAS selection
	7.30
	
	

	
	Solution #31: Discover common EAS
	7.31
	
	

	Key issue #18: Linkage between EASs
	Solution #26: Bundled EASs
	7.26
	
	

	Key issue #19: ACR scenario combination
	Solution #19: EES determines the selected ACR scenario
	7.19
	
	

	
	Solution #35: EEC selected ACR scenarios
	7.35
	
	

	Key issue #20: Method of supporting federated EAS service
	
	
	
	

	Key issue #21: Simultaneously EAS connectivity in ACR
	Solution #22: Support simultaneous EAS connectivity in ACR
	7.22
	
	

	Key issue #22: EAS discovery in Edge Node sharing scenario
	
	
	
	


* * * * Next change * * * *

10.2.9
Key issue #10: Support for Roaming UEs

This clause provides an overall evaluation for Key Issue #10, "Support for roaming UEs".
Solution #4, Solution #5, Solution #13, Solution #14 and Solution #x all address aspects of Key Issue #10.

One aspect of Key Issue #10 is how the EEC in the roaming UE knows the availability of ECS(s) and discovers them in the VPLMN.

-
Solution #4 and Solution #14 share the principle that the home network can provide the EEC in the UE with information that is used to contact a V-ECS. In both solutions, this information is provided in the Service Provisioning Response.

-
In solution #4, the V-ECS information can be an address, endpoint or service API information.

-
In Solution #14, the V-ECS information can include an FQDN or an IP Address of a V-ECS.

-
In Solution #14, the V-ECS information can include a DNN (O) and/or S-NSSAI (O). The DNN / S-NSSAI can be used to establish an LBO PDU Session. Once the UE establishes an LBO PDU Session, Rel-17 procedures can be used to discover the V-ECS address.

-
In Solution #13, it is proposed that PLMN ID(s) can be sent with ECS Address Configuration Information. As in Rel-17, ECS Address Configuration Information is sent to the UE by the SMF during PDU Session Establishment and/or PDU Session Modification.

-
In Solution #5, V-ECS address information is not sent to the UE.

Another aspect of Key Issue #10 is how the EEC in the roaming UE knows the availability of EES(s) and discovers them in the VPLMN.

-
Solution #4, Solution #14, and Solution #13 share the principle that the EEC in the UE is provided with information to contact ECS(s) in the VPLMN. The EEC can then contact an ECS in the VPLMN to discover EES(s) in the VPLMN.

-
In Solution #5, the H-ECS uses the EDGE-10 interface to obtain information from the V-ECS about what EES(s) are available in the VPLMN. The H-ECS then sends the information about the EES(s) in the VPLMN to the EEC in the Service Provisioning Response.

Another aspect, which is addressed by all Key Issue #10 solutions, is what information the HPLMN uses to determine what information about edge computing services in the VPLMN to send to the UE.

-
In Solution #13, ECS Address Configuration Information(s) can be stored in the UE's subscription and PLMN ID(s) can be stored with each ECS Address Configuration Information. The SMF sends all ECS Address Configuration Information(s) and PLMN ID(s) from the UE's subscription to the UE. The UE can determine what ECS Address Configuration Information(s) to use based on what PLMN it is registered to.

-
Solution #4, Solution #5, and Solution #14 share the principle that the ECS uses the PLMN ID of the PLMN where the UE is currently registered to determine what information about edge computing services in the VPLMN to send to the UE.

-
The Rel-17 Service Provisioning Request can already include the UE Location. The UE Location can be expressed as a Tracking Area Identity. The Tracking Area Identity includes a PLMN ID.

-
Solution #4 and Solution #5 share the principle that, if location is not included in the Service Provisioning Request, the ECS interacts with the Core Network to obtain the UE's location. Allowing the ECS to obtain the UE's location in this manner can be done with minimal impact to normative specifications. For example, the ECS can obtain the UE's location by invoking existing NEF API(s).

-
In Solution #4, Solution #5 and Solution #14, if a VPLMN ID is not included in the Service Provisioning Request, the ECS obtains the PLMN ID by interacting with the Core Network. Solution #14 explains that the ECS can do this by invoking the NEF's monitoring event API with the monitoring type set to ROAMING_STATUS and the plmnIndication set to TRUE as described in 3GPP TS 29.522 [17] and 3GPP TS 29.122 [18]. Allowing the ECS to obtain the UE's PLMN ID in this manner can be done with minimal impact to normative specifications. For example, the ECS can obtain the UE's location by invoking the existing NEF monitoring event API.
- 
Solution #4 relies on having sufficient information (e.g., ECSP policy, or UE-specific service information, or ECSs information) configured or available in an ECS to determine candidate ECSs. 
Editor's note:
Whether sufficient information (e.g., ECSP policy, or UE-specific service information, or ECSs information) can be configured in an ECS or not is FFS.

- 
Solution #5 relies on preconfigured information of ECS2 at ECS1. 
Editor's note:
What is included in the preconfigured information and whether it is enough to determine candidate ECSs in step 2 is FFS.
NOTE 1:
It cannot be assumed that all ECS(s) will have access to NEF API(s).

Another aspect, which is addressed by all Key Issue #10 solutions, is how the HPLMN obtains the information about edge computing services in the VPLMN to send to the UE. Solution #4, Solution #5, Solution #13, and Solution #14 all require that the home network (i.e. the H-ECS or H-SMF) determine what V-ECS(s) that are used by the EEC. In Solution #4, Solution #13, and Solution #14 the information about the V-ECS(s) is sent to the EEC. In Solution #5, the V-ECS(s) are contacted by the H-ECS to obtain EES information to the send to the EEC. In Solution #4, Solution #5, Solution #13, and Solution #14, the home network (i.e. the H-ECS or H-SMF) must determine what V-ECS(s) that are used by the UE.

-
In Solution #13, ECS Address Configuration Information(s) is stored in the UE's subscription as is done in Rel-17. The information for each V-ECS that the UE can use would need to be stored in the UE's subscription. ECS information shared in Solution 13 is limited to the ECSs whose information is available through H-PLMN.
-
In Solution #4, the ECS of the HPLMN uses the location information and/or VPLMN ID to discover what V-ECS information (e.g. address, endpoint or service API information) to send to the UE. The discovery can be based on pre-configuration or the H-ECS can discover service API information exposed by that ECS via CAPIF discovery procedure as specified in TS 23.222 [16]

-
In Solution #5, the ECS of the HPLMN uses the location information and/or VPLMN ID to discover V-ECS information (e.g. address, endpoint or service API information). The discovery can be based on pre-configuration or the H-ECS can discover service API information exposed by that ECS via CAPIF discovery procedure as specified in TS 23.222 [16]. The H-ECS then queries the V-ECS to obtain EES information to send to the UE. It is assumed that the ECS uses existing Rel-17 mechanisms from TS 23.558 [2] to determine what EES information to send to the EEC. For example, the ECS can identify the EES(s) based on the provided AC profile(s), the UE location, UE-specific service information, or an ECSP policy.

-
In Solution #14, the ECS of the HPLMN uses the VPLMN ID to discover V-ECS information (e.g. address, endpoint or service API information). The H-ECS then uses the EDGE-10 interface to query the V-ECS to obtain information to send to the UE. The query can include the UE's location and the information that is sent to the UE can be a DNN / S-NSSAI combination that can be used by the UE to establish an LBO PDU Session in the VPLMN. The V-ECS can use the UE's location to determine what DNN / S-NSSAI combination that is sent to the UE in order to cause the UE to establish an LBO PDU Session. The H-ECS can use the PLMN ID to determine the V-ECS to contact. For example, this can be based on a DNS lookup or the addresses of V-ECSs can have been pre-configured in the H-ECS (e.g. via OAM). If the VPLMN hosts multiple V-ECSs, then which V-ECS is resolved can be based on configuration.
-
In solution #14, H-ECS uses UE location, in its request towards V-ECS.


-
Solution #5 and Solution #14 both involve interaction between the V-ECS and H-ECS and both solutions largely rely on pre-configuration for how the H-ECS determines what V-ECS to contact. Since there can be multiple ECSs (e.g., from different ECSPs) deployed in the V-PLMN, it can be crucial to contact appropriate ECS based on EEC's requirements provided in the service provisioning request or EES's requirements provided in the retrieve T-EES request, e.g., in case of service continuity situation. Also, EDGE-10 enhancements based on solutions to other key issues (e.g. Key Issue #6) might be considered in order to allow the H-ECS to perform a more dynamic discovery, or determination, of the V-ECS to contact.
Information of the V-ECS associated with the V-PLMN is assumed to be available at the H-ECS e.g., through pre-configurations.

NOTE 2:
One V-ECS can be shared across multiple PLMNs for roaming related service provisioning.

An important point of Key issue #10 is that the UE needs to obtain information for V-ECSs (ECS available in VPLMN) to obtain service provisioning information in VPLMN.
-
In solution #13, the new information that is sent to the UE is the PLMN ID(s) with ECS Address Configuration Information.

-
In solution #4, the new information that is sent to the EEC in the UE is V-ECS address, endpoint or service API information.

-
In solution #5, the new information that is sent to the EEC in the UE is VPLMN EES Information in the Service Provisioning Response from the H-ECS.

-
In solution #14, the new information that is sent to the EEC in the UE is a V-ECS address or a DNN / S-NSSAI combination that can be used by the EEC to establish an LBO Session in the VPLMN.

Solution #x provides enhancements so that an ECS can query an ECS-ER to obtain information of partner ECS that provide service provisioning for a particular application. This allows to reduce the time required to provide service provisioning response while ensuring that the required application is available with the V-ECS when configured information is not available with the ECS. Solution #x can be used along with Solution 4, Solution 5, Solution 13 and Solution 14.
When the EEC contacts an H-ECS, there are cases where the H-ECS can detect that the UE is roaming and can obtain service provisioning from a V-ECS. In Rel-18, the Service Provisioning Response will be updated to allow the H-ECS to provide a V-ECS information to the EEC on EDGE-4. As described in Solutions #4 and #14, the V-ECS information sent to the EEC can include address (FQDN or an IP Address), endpoint or service API information of a V-ECS.

There are deployment scenarios where the EEC needs to access the ECS via an LBO session. There are cases where the UE is not pre-configured with an DNN / S-NSSAI combination that can be used to establish an LBO PDU session that can be used to reach the V-ECS. Thus, as described in Solution #14, the Service Provisioning Response will be updated to allow the H-ECS to provide a DNN / S-NSSAI combination to the EEC. The DNN / S-NSSAI combination can be used by the EEC to establish an LBO PDU Session in the VPLMN. Per existing Rel-17 behaviour and as defined in TS 23.548 [19], if the EEC does not have contact information for a V-ECS, the EEC can obtain V-ECS Address Configuration information from the V-SMF during PDU Session Establishment.

In Rel-17, it is already possible for an H-SMF to provide ECS Address Configuration information to the UE during PDU Session Establishment or in a PDU Session Modification Command. As explained in TS 23.548 [19] "The UDM in the HPLMN can provide the SMF (in HPLMN in HR case, in VPLMN in LBO case) with ECS address configuration information that depends on the serving PLMN of the UE." The Rel-17 approach requires that the UDM detect when the UE's serving PLMN changes and only sends the UE ECS Address Configuration information that is associated with the PLMN that is currently serving the UE. In Rel-18, the principles of Solution #13 will be followed so that the UE ECS Address Configuration information that is sent to the UE during PDU Session Establishment and PDU Session Modification can include PLMN ID(s).

As described in Solution #5, there are cases where the H-ECS is able to provision the EEC with information about EES(s) that are in the VPLMN. The H-ECS can use the EDGE-10 to obtain information from the V-ECS about what EES(s) are available in the VPLMN. The principles of Solution #5 will be followed to enhance the Service provisioning procedure to allow the H-ECS to provide the EEC with information about EES(s) in the VPLMN.
* * * * Next change * * * *

11.2.3
Solution conclusions

The study concludes with following solution considerations for the normative work:

1.
Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

i.
for Key issue #1 (Enhanced notification service to the EEC):

a.
Solution #1: Service provisioning via push notification

-
SEAL Notification Service will be specified in TS 23.434 to support the Solution #1
-
The usage of SEAL Notification Service in TS 23.558 will be captured to Solution #1
b.
Solution #3: Service provisioning triggering via SMS over NAS

-
The usage of SMS over NAS to trigger service provisioning procedure will be specified in TS 23.558 as per Solution #3.
c.
Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server

-
SEAL Notification Service will be specified in TS 23.434 to support the Solution #20

-
The usage of SEAL Notification Service in TS 23.558 will be captured to Solution #20
ii.
for Key issue #2 (Enablement of Service APIs exposed by EAS):

a.
Solution #8: EAS Service API enablement using CAPIF
iii.
for Key issue #3 (Enhancements to service continuity planning):

a.
Solution #6: ACR update in service continuity planning
b.
Solution #7: EES monitors UE mobility for service continuity planning
c.
Solution #12: Service continuity planning allowance
d.
Solution #21: Prediction expiration time for service continuity planning enhancement

e.
Solution#37: ACR request trigger timing
iv.
for Key issue #4 (EDGE-5):

a.
Solution #34 (EDGE-5 APIs)
v.
for Key issue #5 (Alignment of EDGEAPP and ETSI MEC):

a.
Solution #x (<<title>>)
vi.
for Key issue #6 (Edge services support across ECSPs):
a. Solution #4 ECS discovery through serving ECS to support edge services across ECSPs: Detailed signalling to provide ECS2 address to the requesting EEC or EES based on solution #4 is to be specified in normative phase.
b. Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs: Signalling between ECS1 and ECS2 to discover and retrieve provisioning to the requesting EEC or T-EES for the requesting EES will be specified in normative phase according to solution #5. A new interface EDGE-10 between ECS1 and ECS2 is used in Solution #5.
c. Solution #13: Update ECS configuration information: if required, the additional optional IEs are added to ECS configuration information provided by ECS to 5GC according to Solution #13.
d. Solution #x: Enhanced ECS for federation of services: enhancements will be specified in the normative phase so that an ECS can query an ECS-ER to obtain information of partner ECS that provide service provisioning for a particular application.

vii.
for Key issue #7 (Application traffic filter exposure):

a.
Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection
viii.
for Key issue #8 (EAS selection synchronization):

a.
Solution #39 (EAS selection synchronization at registration)
ix.
for Key issue #9 (Enhancement of dynamic EAS instantiation triggering):

a.
Solution #x (<<title>>)
x.
for Key issue #10 (Support for roaming UEs):
a. Solution #4 ECS discovery through serving ECS to support edge services across ECSPs: Detailed signalling to provide V-ECS address to the requesting EEC or EES based on solution #4 is to be specified in normative phase.
b. Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs: Signalling between H-ECS and V-ECS to discover and retrieve provisioning to the requesting EEC or T-EES for the requesting EES will be specified in normative phase according to solution #5. A new interface EDGE-10 between H-ECS and V-ECS is used in Solution #5.
c. Solution #13: Update ECS configuration information: if required, the additional optional IEs are added to ECS configuration information provided by ECS to 5GC according to Solution #13.
d. Solution #14: V-ECS Discovery via the H-ECS: the Service Provisioning Response will be updated to allow the H-ECS to provide a DNN / S-NSSAI combination to the EEC. The DNN / S-NSSAI combination can be used by the EEC to establish an LBO PDU Session in the VPLMN.
d. Solution #x: Enhanced ECS for federation of services: enhancements will be specified in the normative phase so that an ECS can query an ECS-ER to obtain information of partner ECS that provide service provisioning for a particular application.

xi.
for Key issue #11 (ACR between EAS and Cloud Application Server):

a.
Solution #x (<<title>>)
xii.
for Key issue #12 (EEL service differentiation):

a.
Solution #12 (Service continuity planning permission)
xiii.
for Key issue #13 (Edge enabler layer support for EAS synchronization):

a.
Solution #x (<<title>>)
xiv.
for Key issue #14 (Application traffic influence for initially selected EAS):

a.
Solution #9 (Application traffic influence trigger from EAS)

b.
Solution #15 (Initial EAS selection declaration)

c.
Solution #17 (Traffic influence for initial EAS discovery)

xv.
for Key issue #15 (Support of constrained devices for Edge):

a.
Solution #x (<<title>>)
xvi.
for Key issue #16 (Support of NAT deployed within the edge data network):

a.
Solution #23 (UE identification with NAT)
xvii.
for Key issue #17 (Discovery of a common EAS):

a.
Solution #x (<<title>>)
xviii.
for Key issue #18 (Linkage between EASs):

a.
Solution #26 (Bundled EASs)
xix.
for Key issue #19 (ACR scenario combination), see also clause 10.2.19:

a.
The principle of Solution #19, #35, #38 that the EEL will offer support for utilizing a combination of ACR scenario(s) will be followed. 

b.
The principle of Solution #35 that the EAS selection entity performs selection of the ACR scenario combination will be followed; the EEC will select zero ACR scenario or a single ACR scenario or multi-ACR scenarios in the ACR scenario list according to the EEL participants service continuity capabilities and AC requirements.

c.
The principle of Solution #35 that the ACR scenario list is communicated to the EES via the selected EAS announcement request will be followed, the EAS announcement request will be enhanced with the ACR scenario list.

d.
The principle of Solution #19 and #35 that the ACR scenario list is communicated to the EAS via the ACR selection notification and that the EAS will subscribe to such notification will be followed; the ACR selection notification will provide the selected ACR scenario list.

e.
The principle of Solution #19 and #35 that each ACR decision-making entity (e.g. EEC/EES/EAS) will use the ACR scenario list to decide if ACR detection needs to be performed will be followed; a gating condition that the ACR scenario is present in the ACR selected scenario list will be added to the ACR detection phase of every ACR scenario.

f.
The principle of Solution #38 that ACR execution will be coordinated after ACR detection happens will be followed; the ACR management event notification and the ACR information notification will be enhanced with information about start of ACR execution.
xx.
for Key issue #20 (Method of supporting federated EAS service):

a.
Solution #x (<<title>>)
xxi.
for Key issue #21 (Simultaneously EAS connectivity in ACR):

a.
Solution #22: Support simultaneous EAS connectivity in ACR
xxii.
for Key issue #22 (EAS discovery in Edge Node sharing scenario):

a.
Solution #x (<<title>>)
2.
Individual solutions, not listed under bullet 1 may be adopted in technical specification with appropriate enhancements.
* * * * Next change * * * *

11.2.1
General conclusions
The study concludes with following general considerations for the normative work:

1.
Definition of terms and abbreviations captured in clause 3 will be reused;

2.
Architectural requirements identified in clause 5 will be used for updated baseline architectural requirements; 
3.
Deployment scenarios and involved business relationships will be considered as captured in clause 8 and clause 9 respectively. Additional deployment models and their implications on the solutions will be considered; and
4.
The solutions are applicable only for the corresponding scenario assumptions.
* * * * End of changes * * * *
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