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1. Introduction
This contribution proposes to solve the Editor’s Note about the SA2’s dependency in XRM study and the selection of N6 tunnel in solution #15.
2. Reason for Change
There are two Editor’s notes in the solution #15 of current TR. 
· The first EN is about the SA2’s dependency in XRM study (i.e., TR 23.700-60), as follows :
Editor’s Note:
This solution relies on the specification progress of SA2’s TR 23.700-60.

Response: This solution is based on the solution #22 of XRM study (i.e., TR 23.700-60). Solution #22 provides that the applictaion server can provide the related information in the N6 tunnelling encapsulation header (e.g. the extended GTU-U header) to allow 5GS (i.e., UPF or NG-RAN) to optimize or implement to improve the network transmission performance. Under this background, the SEALDD sever can act as applictaion server to establish N6 tunnel and provide the traffic information in the N6 tunneling header to guarantee the transmission quality for VAL consumer.
Solution #22 of TR 23.700-60 has been stable status without the new introduced functionalities. Therefore, this EN can be converted into a NOTE to further align with the conclusion result of solution #22. 
· The second EN is about the selection of N6 tunnel, as follows :
Editor’s Note:
How to select the preconfigured N6 tunnel for traffic transfer is FFS.

Response: The solution #22 in TR 23.700-60 provides the methods of N6 tunnelling encapsulation header (i.e., GTP-U encapsulation), and the UPF and NG-RAN can use the extended header to implement the corresponding operation (e.g. packet dropping). In this solution, the UPF supports the different preconfigured N6 tunnels with application server. Based on this solution, the SEALDD sever can select the preconfigured N6 tunnel during SEALDD connection establishment, and can send the SEALDD traffic towards the UPF via the selected N6 tunnel. Therefore, this EN can be removed by adding the detailed contents about N6 tunnel selection.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v1.1.1.
* * * First Change * * * *

6.15
Solution #15: SEALDD enabled data transmission via N6 Tunnel 
6.15.1
Architecture enhancements

None.
6.15.2
Solution description

6.15.2.1
General

This solution addresses the key issue #3. In this solution, it is proposed to enable the SEALDD server to transfer data via N6 tunnel and provide traffic information in the N6 tunnelling header to provide guaranteed quality for specific VAL services.

NOTE: This solution is based on the solution #22 of SA2’s TR 23.700-60, and will align with the corresponding conclusion. 
6.15.2.2
Procedure

Pre-conditions:
1. The SEALDD sever has the corresponding information of the pre-configured N6 tunnel with UPF.

[image: image1.emf] 


Figure 6.15.2.2-1 SEALDD enabled data transmission via N6 Tunnel 

This procedure reuses the existing steps described in solution #9. The enhancement is described as the following steps:

1-2.
The VAL server may invoke a new API for N6 tunnel data transfer for specific VAL service and the SEALDD server allocates a specific SEALDD traffic descriptor of SEALDD server side for SEALDD traffic transferring via N6 tunnel. 

6.
The SEALDD server selects a preconfigured N6 tunnel for the SEALDD client based on pre-configured N6 tunnel information with the UPF and the SEALDD connection establishment request. 

7.
The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic, and also provides the selected pre-configured N6 tunnel information (e.g. address/port of N6 tunnel, DNN/S-NSSAI) to the SEALDD client.

8.
The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side and the selected pre-configured N6 tunnel information for SEALDD connection establishment. The SEALDD server stores the SEALDD client ID, SEALDD flow ID to identify the SEALDD traffic and establishes connection with VAL server for the VAL client to transmit application traffic mapping to the SEALDD traffic. SEALDD server will maintain the mapping between the SEALDD client ID, SEALDD flow ID and N6 tunnel, the mapping between N6 tunnel and VAL server. The SEALDD client may use the DNN/S-NSSAI to establish a new PDU session (i.e., hosted by the UPF with the pre-configured N6 tunnel) to use the N6 tunnel for SEALDD traffic transfer. 
Upon receiving application traffic from VAL server, the SEALDD server maps it into SEALDD traffic with SEALDD traffic descriptor as negotiated with SEALDD client. When transmitting through the 5GC network, the SEALDD server sends the SEALDD traffic towards the UPF via N6 tunnel. The SEALDD server will also include traffic specific information (e.g. packet priority, packet type) in the N6 tunnel header. The UPF will extract the information from the N6 packets header and may optimize the traffic transmission by sending that information to the RAN side. When receiving the SEALDD traffic, the SEALDD client maps the SEALDD traffic to the application traffic according to the stored mapping relationship. The SEALDD server sends the recovered application traffic to VAL server. The uplink application traffic sent from VAL client to VAL server is processed similarly.

NOTE:
Only downlink data sent from the SEALDD server will be encapsulated with traffic specific information (e.g. packet priority, packet type) in the N6 tunnel header. Uplink data may be transmitted via the N6 tunnel without special information in the N6 packets header.

6.15.3
Solution evaluation

This solution addresses the open issue of KI #3 on data transmission quality guarantee. It enables the VAL server to use the SEALDD to transmit data via N6 tunnel towards the 5GC and provide traffic information in the N6 tunnelling header to get guaranteed data transmission quality for specific VAL services.
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