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1. Introduction
This contribution provides overall evaluation and conclusion for KI#2 about the transport layer enhancement for UE’s service continuity. 
2. Reason for Change
There are two related solutions for KI#2 in the current TR, including solution #10 (i.e., SEALDD server relocation) and solution #11 (SEALDD support of UE's service continuity).  This paper proposes the corresponding contents for overall evaluation and conclusion of KI#2.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v1.1.1. 
* * * First Change * * * *

7.3.4
Overall evaluation of key issue#2


The open issues of KI#2 include:
-
How to support EAS relocation scenarios involving SEALDD server (e.g. EAS relocation initiated by the AF/AS for load balancing or EAS relocation initiated by the 5GC because of UE location change).

-
How SEALDD enabler provides support for seamless relocation and lossless data delivery?

There are two solutions related to this KI in the TR, the SEALDD server relocation is proposed in solution #10 for EDN scenario and non-EDN scenario, and in solution #11, the EDGEAPP ACR procedure is enhanced to introduce the SEALDD context management in EDN scenario.
Solution #10 proposes that the current EDGEAPP and DNS mechnism can be used to discover the new SEALDD server due to UE mobility and load-balance, and further introduces the SEALDD context transfer procedure for the cases of non-IP replancement and IP replacment. 
Solution #11 integrates the SEALDD server discovery and the SEALDD context transfer into the current EDGEAPP ACR procedure.
For the normative work, there are some remainning things need to be further determined and completed for these two solutions (i.e., solution #10 and solution #11):
· The detailed information in SEALDD context transfer procedure.

·  Additional details about how to manage SEALDD connections and traffic flows during/after context transfer to ensure lossless data delivery. 
* * * Next Change * * * *

8.3.2
Conclusion of key issue#2


Solution #10 and solution #11 can be considered in the normative work. The detailed inforamtion in SEALDD context tranfer procedure and how to manage SEALDD connections and traffic flows will be further discussed in the normative phase. 
