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	Reason for change:
	In current specification, multiple entities can detect ACR event and perform ACR procedure, so it may happen AC(s)/EEC has different capabilities with EAS(s)/EES, and select different approaches.
Firstly, the EES has all the information from UE side (AC profile) and EAS side regarding the ACR scenarios supported by the respective entities. 
Secondly, not all ACR scenarios supported by ACs may be deployed by the EES.
So, EES is the best entity to determine which ACR approach can be enabled for the AC and EAS considering the detailed information (e.g EAS features, KPIs) of both the AC and the EAS and thus also avoiding the overlap of ACR initiations by multiple entities which introduce unnecessary signalling to resolve co-existence issues.

SA6 52e update:
Only when EEC select the EAS case, the EEC is required to send the EAS selection announcement request message to the EES which means that the EAS selection announcement procedure is OPTIONAL. However the ACR selection is always required to ensure the envolved entitis will use the same ACR scenario(s) for the service continuity. Thus it is not suitable to add the Mandatory action into the Optional procedure, so that the new API is required. 
Furthermore, using “ACR scenario selection” procedure for the ACR selection align with the TR conclusion of Key issue #19 (ACR scenario combination).


	
	

	Summary of change:
	The EES will decide selected ACR scenario for the AC. The EEC may send the ACR scenario selection delegation to the EES to indicate that the EES need to select the ACR scenario.

	
	

	Consequences if not approved:
	Solution for EES determining the selected ACR scenario will remain under specified.
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There are multiple ACR scenarios defined in clause 8.8.2, and different entity (e.g. AC, EEC, EES, and EAS) may supported different ACR scenarios, requiring support from the enabling layer to determine the selected ACR scenario for certain AC to narrow down the ACR scenario.
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Figure 8.x.2-1: EES determines the selected ACR scenario
Pre-condition:
1.	The EAS subscribed the ACR scenario selection to the EES.
Procedure: 
1.	The EEC sends ACR scenario selection request to the EES, the request contains the AC service continuity support and EEC service continuity support indicating which ACR scenarios are supported by the AC and the EEC. The selected EAS information is contained in the request message when EEC selects the EAS. The ACR scenario selection request message may contain the ACR scenario selection delecation to indicate that the EES need to select the ACR scenario. 
2.	The EES obtains the AC service continuity support and EEC service continuity support from UE and EAS service continuity support, then the EES determines the single-ACR scenario or multi-ACR scenarios for the AC and may be based on the ACR scenarios supported by AC, EEC, EES and EAS. The EES can select appropriate ACR scenario(s) for the AC from the intersection of the ACR scenarios supported by AC, EEC, EES and EAS. The EES sends the ACR scenario selection notification to the EAS, the notification contains one or more selected ACR scenario(s) and related ACID.
NOTE 1: The EES can also determine the ACR single-ACR scenario or multi-ACR scenarios considering AC service KPI (e.g. Connection bandwidth, Request rate, Response time), which is implementation specific. 
NOTE 3:	The ACR scenario supported by the EAS is available in the EAS service continuity support of the EAS profile during the EAS registration.
Editor's note: It is FFS how the EES can know the supported service continuity scenarios of the T-EES and T-EAS.
3.	The EES sends the ACR scenario selection response to the EEC including the selected ACR scenario and related ACID, then the EEC may notify the AC with the selected ACR scenario.
NOTE 4:	Using multiple ACR scenario can detect ACR timely.
Editor's note: Inclusion of ACID in the response depends on how request is designed.
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