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[bookmark: _Toc352077766]1. Introduction
This paper provides background information about why the communication between the PIN Server and the Application Server (PIN-9) is within SA6’s work scope. The paper proposes that SA6 come to a common understanding about the PIN-9 reference point and its API. 
This topic is specifically related to Key Issues #3 and #5 of FS_PINAPP TR 23.700-78 version 0.6.1.
2. Discussion
Key Issue #3 from TR 23.700-78 v0.6.1 is shown in the text box below.
Observation #1: The key issue is about providing support mechanisms to Application Servers. and providing support to Application Servers is explicitly supported by SA1 requirements. Providing support APIs to 3rd Party Application has long been supported by 3GPP (e.g. the NEF APIs that are specified in TS 29.522). Standardizing such APIs helps to ensure that 3rd party Application Servers access the 5G System in a uniform way and make it easier for application developers to design applications that make good use of services that are exposed by the MNO.
[bookmark: _Toc117522451]4.3	Key issue #3: Service switch in PIN
As indicated in clause 6.38 of TS 22.261[2], the following requirements will be studied in this TR phase and reflect in this key issues: 
-	The 5G system shall support mechanisms to aggregate, switch or split the service between non-3GPP RAT and PIN direct connections using licensed spectrum.
-	The 5G system shall support applications on an Application Server connected to a CPN or PIN.
When UE is located outside of PIN, the UE has the direct connection to application server via 5GS. When UE moves into the coverage of PIN, some of the PIN application in PIN has the capability, for example, to terminate the application traffic from application server. These PIN applications have better experience than the UE, in screen or sound. 
It is required to study the following:
-	How to support application mechanism for service switching in a PIN between different PIN applications for achieving better service experience? 
NOTE:	The coordination with SA2 about the support for switching application traffic between RATs is needed.




Key Issue #5 from TR 23.700-78 v0.6.1 is shown in the text box below.
Observation #2: A situation covered by the key issue is that the communication path is PINE-to-PEGC-to-AS and then the PINE moves out of the PIN and the communication path becomes PINE-to-AS. 
[bookmark: _Toc117522453]4.5	Key issue #5: Service continuity
As indicated in clause 6.38 of TS 22.261[2], the following requirements that describes the service continuity will be studied in this TR phase and reflect in this key issues: 
-	The 5G system shall be able to minimize service disruption when a PIN Element changes the communication path from one PIN Element (e.g. PIN Element with Gateway Capability) to another PIN Element or operator provided mobile access. The communication path between PIN Elements may include licensed and unlicensed spectrum as well as 3GPP and non-3GPP access.
The PIN application is the application deployed on PIN elements (for example, the UE) in PIN. One of the PIN application features is, the PIN application in UE can have a direct communication with other PIN application into a PIN, without have any routing from 5GS. 
But, there are the situations that may have a service disruption or relocation: 
-	When UE moves out of a PIN or the terminal PIN application is in the status of moving, the original direct communication between two PIN applications may be influenced and changed (for example, the direct communication between two PIN applications may be routed via PEGC); 
-	Usually if a PIN application on a UE is consuming service from an application server and due to UE mobility, the PIN application on the UE should continue to receive services from the application server.
It is required to study the following:
-	How to the support the service continuity when the PIN application in UE is in the status of moving?
-	How to the support the service continuity when UE moves out of a PIN and keep the communication towards the PIN application?
NOTE 1:	Some of the service continuity work has relationship to SA2 work and depends on the SA2's feedback later.





The architecture diagram from Solution #1 of TR 23.700-78 v0.6.1 is shown in the text box below. The PIN-9 reference point in Figure 7.2.1-1 is shown between the PIN Server and the AS. Solution #1 states: “PIN - 9: The interactions related to enabling PINAPP, between the application server and PIN server. ”
Observation #3: Solution 1 assumes a reference point between the PIN Server and Application Server and every solution in the TR states that Solution #1 is the assumed architecture baseline.

[bookmark: _Toc82472202][bookmark: _Toc82473747][bookmark: _Toc82473809][bookmark: _Toc117522463]7.2.1	Architecture assumption

The Figure 7.2.1-1 shows the application architecture for enabling PINAPP.  


Figure 7.2.1-1: PINAPP architecture
The UE or PIN elements have PIN client. The UE or PIN Element with gateway capability (PEGC) performs the role of an entity supporting gateway capability for PIN. The PEGC provides gateway functionality for the PIN elements. The UE or PIN Element with management capability (PEMC) performs the role of an entity supporting management capability for PIN. The PEMC provides management functionality for the PIN elements.
The interactions between PEMC and PIN client are supported over PIN-3. The interactions between PEMC and PEGC are supported over PIN-4. The interactions between PEGC and PIN client are supported over PIN-2. The interactions between PIN clients from different UEs or PIN elements are supported over PIN-5. 
NOTE 1:	It is possible that an application client on PIN elements can communicate with application server directly via 5GS or indirectly via PEGC.
NOTE 2:	It is possible that an application client can communicate with other application client in the same PIN directly or via PEGC.
NOTE 3:	It is possible that an application client can communicate with other application client in another PIN via PEGC.
Editor's Note: Whether the suggested architecture for PINAPP is sufficient to meet the PIN related requirements or not is FFS





3. Proposal
[bookmark: _Hlk115192207]In order to help with the progression of Key Issues #3 and #5, it is proposed that SA6 agree to the following.
Proposed Agreement #1: The PIN-9 reference point between the PIN Server and Application Server is within the scope of SA6’s work.
Proposed Agreement #2: Solutions to Key Issues #3 and #5 can impact the PIN-9 reference point.
Proposed Agreement #3: Specifying PIN-9 APIs, which may be used by Application Servers, will help 3rd party Application Servers to access the 5G System in a more efficient way (similar to how NEF APIs, from TS 29.522, are used).
Proposed Agreement #4: To be consistent with other Reference Points that are exposed to 3rd party Application Servers, the PIN-9 Reference Point should assume support for CAPIF (TS 23.222 and TS 29.222).
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