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1. Introduction
This pCR provides solution to KI#13 - Edge enabler layer support for EAS synchronization.
2. Reason for Change
KI#13 has been agreed to study with following open question: Whether and how to enable EAS to find other interested EAS(s) with specific service to synchronize?
It is required to provide solution to open key issue.

Based on the received comments during pre-meeting calls, we have removed steps 3 and 4 where the EES checks with EAS about content sync. However, in order to send discovery response, EAS is required to indicate support for content synchronization in the EAS registration request.
Comment in SA6#48-e: 
“How EES will identify the EAS#2, how the EAS#1 will select the EAS#2 are both not clear. Using “local policy” to solve these two problem is not clear.”

Reply: On “How EES will identify the EAS#2”

               - In step#1, while registering with EES, EAS#2 provides indication that it supports content sync. Quote – “In the registration request, the EAS includes indication to support content synchronization”

               - In step#3, the EES uses the information received while EAS registration to determine EASs, Quote – “the EES identifies the EAS(s) based on the provided EAS discovery filters and EAS(s) supporting content synchronization”

On “how the EAS#1 will select the EAS#2”

               - It is either based on local policy or implementation specific. In Rel-17, the EEC selects the EAS from the list of EAS(s) provided in service discovery response. We do not specify how EEC selects EAS. Similarly here too, we should not specify how EAS#1 selects EAS#2
Comments in SA6#49-e:
Huawei:

“In the step 1 the EAS only provide indication to support content synchronization, how can EES determine which EAS needs to synchronize the content? Since all the EAS can support content synchronization. 

Reply: See the answer provided above for Comments in SA6#48-e.

In the step4 and 4, how can EAS be aware of the session information? which entity is responsible to sign the session information. 
Reply: Considers a multi-user game –where some users are with EAS-1 and some users are with EAS-2 –but all users are playing in same Game Session. So, both EAS-1 and EAS-2 (application servers) are aware of application session (i.e. game session).

Here content of the game will be synced at application level, however, EES will help to identify EAS with specific application session.
It is impossible for the EES to determine the EAS only based on the indication to support content synchronization.

Reply: EES sends request in step4 to check whether specific application session is active or not and based on response in step-5 EES decides discovery response.

Besides, It is not clear what kind of content should be synchronization.”

Reply: Content is application specific and sync will happen at application level. For example, synchronizing game session among EASs or Dynamic Map Data among EASs.

Ericsson:

“I’m not be able to understand the reason to check every candidate T-EAS asking “do you have this active group or not”, this cause major signaling concern, and in the previous version of 0663, it shares the same concern.

We cannot assume only one or two EASs capable of content sync., today using Game service as example, different Game AS needs to sync. data among each other in FPS, online RPG, AVG, MOBA…”
Reply: All servers will not serve the same ACID. Step#3 has mentioned that the EES matches ACID as one of the filter. That is, Game-1 will not sync its content to Game-2 if both are not serving same game application. There will be limited (very few) game servers which can provide same game applications. So, it is practically few servers and it will not be signalling overload. 
Comments in SA6#49-Bis-e

Huawei: When the central server allocates the group to multiple EAS, the central server can definitely be aware of the related EAS. And the EAS can directly connect to the related EAS for synchronization. We should provide solution based on the real use case or deployment. Based on this aspect, don’t see the value involving EES.
Reply: What you are refering is different use case – bundled EAS, where EASs know each other. Here, as the game session creation/termination is dynamic, it is not possible for one EAS to know which other EAS hosts the similar session. So, it is required for EES to provide support to discover required EAS which hosts the specific application session.

Ericsson:

“If certain application session specific information needs to be stored in EES and be retrieved later by another application, This is a database operation for one server to write something then another server to retrieve it.

I’m confused with its coupling with EAS discovery.”

Reply: I am not sure why database operation came here. The solution is not proposing to write anything in the database. The solution is not even proposing to store any specific information at EES.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.0.1.
* * * First Change * * * *

7.x
Solution #x: Support for EAS synchronization
7.x.1
Architecture enhancements

None.
7.x.2
Solution description

7.x.2.1
EAS Discovery to request for content synchronization
Figure 7.x.2.1-1 illustrates a scenario of EAS Discovery to request for content synchronization. To indicate support for content synchronization, the EAS may include an indication in EAS registration request. Further, when an EES-1 requires to synchronize its content with another EAS, it requests the EES to discover other EASs who are involved in same group/application session. The EES discovers EASs with similar EASID and once found, it checks with EASs whther specici application session is active or not on that EAS.
Pre-conditions:

1)
EAS-1 and EAS-2 are from different service providers and are registered with EES.
2)
EAS-1 and EAS-2 support content synchronization.
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Figure 7.x.2.1-1: EAS Discovery to request for content synchronization
1)
The EAS-2 performs EAS registration with EES as specified in 3GPP TS 23.558. In the registration request, the EAS includes indication to support content synchronization;
2)
The EAS-1 sends EAS discovery request to discover EAS as specified in clause 8.8.3.2 of 3GPP TS 23.558 to EES indicating the request is to initiate content sharing with discovered EAS(s). The request includes EAS discovery filters and may include application specific communication session details (like group identity).

3)
Upon receiving the request, the EES authorizes the EAS, and if the EAS is authorized to discover the EAS information, the EES identifies the EAS(s) based on the provided EAS discovery filters and EAS(s) supporting content synchronization. To apply discovery filters, the EES matches the ACID(s), schedule of the EAS, EAS Geographical Service Area, EAS Topological Service Area, etc.
4)
If application specific communication session details (like group identity) is available, for each EES found in step-3, the EES sends message to request to discover EAS based on specific communication session. The request includes application specific communication session details (like group identity).
5)
Upon receiving request from EES-1, the EAS-2 sends response to indicate success or failure of the presence of specific active communication session.
6)
The EES sends the EAS discovery response to EAS-1 including list of EAS(s) which supports content synchronization.
7)
EAS-1 and EAS-2 synchronizes the content which is out of scope of this specification.
7.x.3
Solution evaluation

The solution address the KI#13 and specifically to open issue 2. The solution enhances the EAS registration and Target EAS discovery procedure. The solution enables the EAS to discover another EAS(s) with support for content synchronization.
* * * Next Change * * * *

7.0
Mapping of solutions to key issues

Table 7.0-1 Mapping of solutions to key issues
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* * * Next Change * * * *

10.2.x
Key issue #13 - Edge enabler layer support for EAS synchronization
Solution #x (Support for EAS synchronization) addresses KI#13. The solution proposes EAS which has content to synchronize with other EASs, to request EES to discover other EASs having specific active session. The solution is viable and will be used as a base for normative work.
* * * Next Change * * * *

11.2.3
Solution conclusions

The study concludes with following solution considerations for the normative work:

1.
Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

i.
for Key issue #1 (Enhanced notification service to the EEC):

a.
Solution #1: Service provisioning via push notification

-
SEAL Notification Service will be specified in TS 23.434 to support the Solution #1
-
The usage of SEAL Notification Service in TS 23.558 will be captured to Solution #1
b.
Solution #3: Service provisioning triggering via SMS over NAS

-
The usage of SMS over NAS to trigger service provisioning procedure will be specified in TS 23.558 as per Solution #3.
c.
Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server

-
SEAL Notification Service will be specified in TS 23.434 to support the Solution #20

-
The usage of SEAL Notification Service in TS 23.558 will be captured to Solution #20
ii.
for Key issue #2 (Enablement of Service APIs exposed by EAS):

a.
Solution #8: EAS Service API enablement using CAPIF
iii.
for Key issue #3 (Enhancements to service continuity planning):

a.
Solution #6: ACR update in service continuity planning
b.
Solution #7: EES monitors UE mobility for service continuity planning
c.
Solution #12: Service continuity planning allowance
d.
Solution #21: Prediction expiration time for service continuity planning enhancement

e.
Solution#37: ACR request trigger timing
iv.
for Key issue #4 (EDGE-5):

a.
Solution #34 (EDGE-5 APIs)
v.
for Key issue #5 (Alignment of EDGEAPP and ETSI MEC):

a.
Solution #x (<<title>>)
vi.
for Key issue #6 (Edge services support across ECSPs):

a.
Solution #x (<<title>>)
vii.
for Key issue #7 (Application traffic filter exposure):

a.
Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection
viii.
for Key issue #8 (EAS selection synchronization):

a.
Solution #39 (EAS selection synchronization at registration)
ix.
for Key issue #9 (Enhancement of dynamic EAS instantiation triggering):

a.
Solution #x (<<title>>)
x.
for Key issue #10 (Support for roaming UEs):

a.
Solution #x (<<title>>)
xi.
for Key issue #11 (ACR between EAS and Cloud Application Server):

a.
Solution #x (<<title>>)
xii.
for Key issue #12 (EEL service differentiation):

a.
Solution #12 (Service continuity planning permission)
xiii.
for Key issue #13 (Edge enabler layer support for EAS synchronization):

a.
Solution #x (Support for EAS synchronization)
xiv.
for Key issue #14 (Application traffic influence for initially selected EAS):

a.
Solution #9 (Application traffic influence trigger from EAS)

b.
Solution #15 (Initial EAS selection declaration)

c.
Solution #17 (Traffic influence for initial EAS discovery)

xv.
for Key issue #15 (Support of constrained devices for Edge):

a.
Solution #x (<<title>>)
xvi.
for Key issue #16 (Support of NAT deployed within the edge data network):

a.
Solution #23 (UE identification with NAT)
xvii.
for Key issue #17 (Discovery of a common EAS):

a.
Solution #x (<<title>>)
xviii.
for Key issue #18 (Linkage between EASs):

a.
Solution #26 (Bundled EASs)
xix.
for Key issue #19 (ACR scenario combination), see also clause 10.2.19:

a.
The principle of Solution #19, #35, #38 that the EEL will offer support for utilizing a combination of ACR scenario(s) will be followed. 

b.
The principle of Solution #35 that the EAS selection entity performs selection of the ACR scenario combination will be followed; the EEC will select zero ACR scenario or a single ACR scenario or multi-ACR scenarios in the ACR scenario list according to the EEL participants service continuity capabilities and AC requirements.

c.
The principle of Solution #35 that the ACR scenario list is communicated to the EES via the selected EAS announcement request will be followed, the EAS announcement request will be enhanced with the ACR scenario list.

d.
The principle of Solution #19 and #35 that the ACR scenario list is communicated to the EAS via the ACR selection notification and that the EAS will subscribe to such notification will be followed; the ACR selection notification will provide the selected ACR scenario list.

e.
The principle of Solution #19 and #35 that each ACR decision-making entity (e.g. EEC/EES/EAS) will use the ACR scenario list to decide if ACR detection needs to be performed will be followed; a gating condition that the ACR scenario is present in the ACR selected scenario list will be added to the ACR detection phase of every ACR scenario.

f.
The principle of Solution #38 that ACR execution will be coordinated after ACR detection happens will be followed; the ACR management event notification and the ACR information notification will be enhanced with information about start of ACR execution.
xx.
for Key issue #20 (Method of supporting federated EAS service):

a.
Solution #x (<<title>>)
xxi.
for Key issue #21 (Simultaneously EAS connectivity in ACR):

a.
Solution #22: Support simultaneous EAS connectivity in ACR
xxii.
for Key issue #22 (EAS discovery in Edge Node sharing scenario):

a.
Solution #x (<<title>>)
2.
Individual solutions, not listed under bullet 1 may be adopted in technical specification with appropriate enhancements.
* * * End of Change * * * *
2. EAS Discovery request (with indication for content synchronization)
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6. EAS discovery response
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7. Content synchronization
1. EAS Registration (Indication to support content sync)
4. Content Sync Request
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