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1. Introduction
Procedure in 7.3.2.3.6 details how the current PEGC requests the PIN server to assign the PEGC role to another PINE. In the figure step 7b it should be PEGC change notification instead of PEMC.
2. Reason for Change
This pCR updates the step 7b to change it to PEGC change notification and other changes.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 V0.6.1
* * * First Change * * * *

7.3.2.3.6
PIN modification triggered by PEGC
The current PEGC decides to relinquish the role of PEGC and requests the PIN server to assign the role to other PINE. The PIN server chooses a PINE and assigns the PEGC role to it.

Figure 7.3.2.3.6-1 illustrates PIN modification procedure triggered by PIN server based on request from the current PEGC.
Pre-conditions:

1.
The PEGC in a PIN has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server;

2.
The PIN has already been created and a PIN ID is distributed by PIN server;

3.
The PEGC has been authorized to communicate with the PIN server;




[image: image2.emf]PIN Server PEGC(old) PEGC(new) PEMC PIN Elements

2. Process request

4. Request to take the role of PEGC

5. Success response to take the role of 

PEGC

6. Delivery of PIN dynamic information

7a. PEGC change notification

7b. PEGC change notification

1. Request to Modify PIN

3. Response to Modify PIN

8a.Update PIN dynamic 

information

8b.Update PIN dynamic 

information


Figure 7.3.2.3.6-1: Modification of PIN triggered by PEGC

1.
The PEGC (old) sends a PIN modification request to the PIN server to request to change the role of PEGC. The PIN modification request includes the security credentials of the PIN client received during PIN client authorization procedure and may include the UE identifier such as GPSI, PIN client ID, UE location and PIN ID. 

2.
Upon receiving the request, the PIN server performs an authorization check to verify whether the PEGC has authorization to perform the operation. 
3.
The PIN server sends a successful response to original PEGC, which includes a stop of access control information in PEGC. If the PIN modification request fails, the PIN server should give the failure response to indicates that indicates the cause of PIN modification request failure. After receiving the successful of PIN modification response, the old PEGC stops the routing control of a PIN, which is represented by PIN ID.
4. 
The PIN server can identify the new PEGC by looking into the capabilities of the PIN elements from PIN dynamic profile information. PIN server requests the PEGC (new) to take the role of PEGC.

5.
PEGC (new) if it can take the role of PEGC, sends the success response to the PIN server.

6.
PIN server delivers the PIN dynamic profile information to the PEGC (new).

7.
PIN server notifies the PEMC and other PIN elements about the change in the PEGC role and its reachability information.

8.
PIN server and PEMC updates the PIN dynamic profile information with the details of PEGC (new).

* * * End Change * * * *
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