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Abstract: 
The network slice related VAL UE data collection is required in several key issues in network slice capability exposure for application layer enablement, e.g., key issue 7 of network slice related performance and analytics exposure, key issue 6 of QoS verification, key issue 4 of network slice fault management capability exposure described in TR 23.700-99. The corresponding solutions involves data collection from NSCE client to NSCE server are captured. Therefore, the data collection mechanisms are required to be defined.

Reference architecture for UE data collection and reporting are defined in TS 26.531, WG SA4, the data provisioning, data collection and data reporting functional entities and the corresponding interfaces are defined within this architecture. 
This contribution is proposed to discuss the integration of SEAL architecture and Reference architecture for data collection and reporting defined in TS 26.531 and identify the service exposure of VAL UE data provisioning and data collection in SEAL architecture. 
Discussion: 
1. Network Slice related VAL UE data collection from NSCE client to NSCE server in NSCALE
The network slice related VAL UE data collection are required in several key issues in network slice capability exposure for application layer enablement, e.g., key issue 7 of network slice related performance and analytics exposure, key issue 6 of QoS verification, key issue 4 of network slice fault management capability exposure described in TR 23.700-99. 

The corresponding solutions of which the procedure of data collection from NSCE client to NSCE server are captured in TR 23.700-99 as following.

* * * * * * * * * * * * * * * *   23.700-99 v. 18.0.0   * * * * * * * * * * * * * * * * * * * *

6.5.1.2.1
KQI and performance data report from NSCE client

Figure 6.5.1.2.1-1 and 6.5.1.2.1-2 illustrate the procedure to acquire instant KQI/performance data and KQI/performance data report from NSCE client respectively.
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Figure 6.5.1.2.1-1: Process of instant KQI/performance data reporting

1.
NSCE server sends a request to NSCE client to ask for instantly reporting of the KQI and performance (e.g., the jitter duration of a video service), the network performance related data (e.g., the downlink/uplink RSRP of serving cell measured by 5G UE) and the end users’ information (e.g., 5G UE's running time).

NOTE 1: The APIs over the NSCE-UU interface utilized to achieve the instant KQI/performance data from NSCE client is to be defined in normative work.
2.
On receiving the request described in step1, the NSCE client sends the response to notify NSCE server whether the request is received successfully. 

3.
NSCE client reports the requested data (e.g., the jitter duration of a video service, 5G UE's running time) once the data is measured.

NOTE 2:
In this study, general functionalities and procedures of NSCE are defined, the required data depends on the concrete scenarios. The data measured by NSCE client may depend on the study of SEALDD.
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Figure 6.5.1.2.1-2: Process of reporting KQI/performance data

1.
NSCE server sends a request to NSCE client to request the report collection of KQI data (e.g., the jitter duration of a video service), the network performance related data and the end user’s information (e.g., 5G UE's running time), and the time period of the data collection may be included in this request.

NOTE 1: The APIs over the NSCE-UU interface utilized to achieve the instant KQI/performance data from NSCE client is to be defined in normative work.
2.
On receiving the request described in step1, the NSCE client sends the response to notify NSCE server whether the request is received successfully. 

3.
NSCE server sends a request to retrieve the data desired report, the data type and the time duration may be indicated in this request.

4.
NSCE client sends the requested data report (e.g., the report of the jitter duration of a video service, 5G UE's running time) collected by itself.

NOTE 2:
In this study, general functionalities and procedures of NSCE are defined, the required data depends on the concrete scenarios. The data measured by NSCE client may depend on the study of SEALDD.

* * * * * * * * * * * * * * * *   23.700-99 v. 18.0.0   * * * * * * * * * * * * * * * * * * * *
Observation 1: Data collection provisioning and data reporting services over the interfaces between NSCE client and NSCE server are required to enable the network slice related performance and analytics exposure.
Observation 2: In these key issues, NSCE server are both responsible for the VAL UE data collection and network slice capability exposures for application layer enablement.
Proposal 1: It is proposed to considering following options to move the way forward.

Option a:  Define the VAL user data collection and network slice capability exposure for application layer enablement as two types of SEAL servers within SEAL architecture. 

Option b: Define a common data collection functions to enable the SEAL services where the VAL UE data collections are required.
2. Integration of SEAL architecture and Reference architecture for data collection and reporting
A UE data collection and reporting architecture which are composed of Data collection AF, Data collection client, Provisioning AF and the interfaces between these functional entities are defined in SA4 in TS 26.531 as following:
* * * * * * * * * * * * * * * *   26.531-99 v. 17.1.0   * * * * * * * * * * * * * * * * * * * *
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NOTE:
The Data Collection AF may be deployed outside the trusted domain, in which case the services it exposes to API invokers are mediated by the NEF. The logical relationships denoted by the reference points are unaffected by such deployment choices.

Figure 4.2‑1: Reference architecture for data collection and reporting in reference point notation
4.3
Reference points for data collection and reporting

The purposes of the reference points in the functional architecture defined in clause 4.2 above are as follows:

-
R1 supports the following interactions between a Provisioning AF in the Application Service Provider and the Data Collection AF:

-
Used by the Application Service Provider to provision data collection and reporting in a Data Collection AF instance by means of the Ndcaf_DataReportingProvisioning service defined in clause 4.4 of the present document (or else the equivalent service exposed by the NEF if the two functions are deployed in different trust domains). The provisioning information specifies what data is to be collected by data collection clients, how it is to be processed by the Data Collection AF and how it is to be exposed to event notification subscribers. A generic provisioning envelope for data collection and reporting is defined in clause 4.6 of the present document, but this is expected to be extended by individual reporting domains.

-
R2 supports the following interactions between the Direct Data Collection Client in the UE and the Data Collection AF:

-
Used by a Direct Data Collection Client instance to obtain its data collection and reporting configuration from the corresponding Data Collection AF instance by means of the Ndcaf_DataReporting service defined in clause 4.4 of the present document. A generic data collection and reporting configuration envelope is defined in clause 4.6.3 of the present document, but details of the configuration are specific to individual reporting domains and are specified elsewhere.

-
Subsequently used by the Direct Data Collection Client to send reports to its Data Collection AF instance by means of the Ndcaf_DataReporting service defined in clause 4.4 of the present document. A generic data reporting envelope is defined in clause 4.6.4 of the present document, but details of the reporting format are specific to individual reporting domains and are specified elsewhere.

NOTE 1:
This method of reporting corresponds to the direct data collection procedure defined in clause 6.2.8 of TS 23.288 [4].

* * * * * * * * * * * * * * * *   26.531-99 v. 17.1.0   * * * * * * * * * * * * * * * * * * * *
2.1(option a)
Define Functional model for VAL data collection management by utilizing the DCAF related functional entities and interfaces

To define a functional model for VAL data collection management, the data collection client of SEAL client and the data collection server of SEAL server are needed. The services of data collection common configuration and data reporting over the interface between the client and the server are also need to be defined. 
Figure 1 shows the VAL UE data collection functional model by using DCAF related functional entities and interfaces mapping in SEAL architecture.
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Figure 1: VAL UE data collection functional model 
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Figure 2: VAL UE data provisioning for NSCALE 

Observation 3: The Services over DCAF-UU between data collection Sever and Data Collection client may reutilize the data reporting services over R2 in TS 26.531 if possible.
Observation 4: The Services over SEAL-X between NSCE Sever and Data Collection Server may reutilize the data collection provisioning services over R1 in TS 26.531 if possible.
Proposal 2: It is proposed to add the VAL UE data collection functional model by reutilizing the DCAF related functional entities and services.
2.2 (option b)
Define a common VAL data collection management function as one function within VAL server by utilizing the DCAF related functional entities and interfaces
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 Figure 3: NSCE functional model includes VAL UE data collection
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 Figure 4: Data Collection AF within NSCE server
Observation 5: The interactions between functions of data collection function and other NSCALE functions are needed to be discussed in NSCALE.
3. Utilization of DCAF interfaces
Baseline provisioning information at reference point R1
	Parameter
	Cardinality
	Description

	External Application Identifier
	1..1
	The identifier to be used in reports sent to the Data Collection AF by data collection clients. (This needs to be mapped to the Internal Application Identifier when exposing events to the NWDAF.)

	Internal Application Identifier
	1..1
	The identifier to be used by event consumers (including the NWDAF and the Event Consumer AF) when subscribing to events in the Data Collection AF.

	Event ID
(defined in clause 4.15.1 of TS 23.502 [3])
	1..1
	The identifier of an AF event that will be exposed to event consumers as a result of the provisioning.

	Data collection client type
	1..1
	The type of data collection client that will submit data reports to the Data Collection AF.

	Valid targets
	1..1
	A parameter to control whether event consumers are permitted to filter events by External UE identifier or External Group Identifier when subscribing, instead of receiving events relating to all UEs.

	Parameters to be reported
	1..*
	The subset of domain-specific parameters associated with the specified Event ID to be reported to the Data Collection AF (subject to user consent).

	Data processing instructions
	1.. *
	A set of operations to be performed by the Data Collection AF on the parameters reported according to clause 4.6.4 prior to exposure as an event at a particular access level.
The set of supported operations shall include at least those listed in table 4.5.2‑1.

	Data exposure restrictions
	1.. *
	A set of restrictions on the exposure of the collected data after any data processing, each corresponding to a different access level.


Baseline information for data collection and reporting configuration at reference point R2
	Parameter
	Cardinality
	Description

	External Application Identifier
	1..1
	Identifies the UE Application to which this data collection and reporting configuration pertains.
Quoted in reports sent to the Data Collection AF.

	Parameters to be collected
	1.. *
	The subset of domain-specific parameters associated with the specified Event ID to be collected by the Data Collection AF (subject to user consent).


Baseline information for data reporting at reference point R2
	Parameter
	Cardinality
	Description

	External Application Identifier
	1..1
	Identifies the UE Application to which this data report pertains.

	Collected parameters
	1.. *
	The set of parameters collected by the data collection and reporting client.


Observation 6: The services over R2 interface are common for data collection from VAL UE data collection client and can be reused directly in SEAL architecture, for NSCALE and other SEAL services.
Observation 7: The information provisioning services over R1 is for data collection related with SA2 defined event, the enhancement of the provisioning services are needed to support the SEAL services, e.g., for NSCALE.
Proposal 3: It is proposed to considering the following options to move the way forward.
Option a:  Send a LS to SA4 to enhance the provisioning service information to support the NSCALE services by adding the NSCALE exposure types (or other SEAL services types) for data collection. 

Option b: Define provisioning service specific for NSCALE in SA6.

Proposal: 
It is proposed to considering the above proposals.
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