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* * * First Change * * * *
[bookmark: _Toc57673556][bookmark: _Toc114874172][bookmark: _Toc37790996][bookmark: _Toc42003947][bookmark: _Toc50584268][bookmark: _Toc50584612][bookmark: _Toc57673459][bookmark: _Toc114874060]8.2.6	EES Profile
The EES profile includes information about the EES and the services it provides.
Table 8.2.6-1: EES Profile
	Information element
	Status
	Description

	EESID 
	M
	The identifier of the EES

	EES Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES.

	EASIDs
	M
	List of EASIDs registered available with the EES. It is a combination of registered EASIDs and instantiable EASIDs (e.g. EAS not executing).

	Instantiable EASIDs
	O
	List of uninstantiated EASIDs available with the EES. It is a subset of the EASIDs list that identifies instantiable EASIDs (e.g. EAS not executing).

	EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	EES Provider Identifier
	O
	The identifier of the ECSP that provides the EES Provider.

	EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	List of EES DNAI(s)
	O
	DNAI(s) associated with the EES. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN, where the EES resides.

	EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.



NOTE:	The list of EES DNAI(s) can include the DNAI(s) of the EAS(s) registered with the EES.

* * * Next Change * * * *
[bookmark: _Toc114874088]8.3.3.3.3	Service provisioning response
Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3-1: Service provisioning response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDN configuration information as defined in Table 8.3.3.3.3-2.

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.



Table 8.3.3.3.3-2: EDN configuration information
	Information element
	Status
	Description

	EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	> DNN/APN
	M
	Data Network Name/Access Point Name

	> S-NSSAI
	O
	Network Slice information

	> EDN Topological Service Area
	O 
	The EDN serves UEs that are connected to the Core Network from one of the cells included in this service area. See possible formats in Table 8.2.7-1.

	List of EESs
	M
	List of EESs of the EDN.

	> EESID 
	M
	The identifier of the EES

	> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	> EASIDs (NOTE 2)
	O
	List of EASIDs registered available with the EES. It is a combination of registered EASIDs and instantiable EASIDs (e.g. EAS not executing).

	> Instantiable EASIDs (NOTE 2)
	O
	List of uninstantiated EASIDs available with the EES. It is a subset of the EASIDs list that identifies instantiable EASIDs (e.g. EAS not executing).

	> EES Provider identifier
	O
	The identifier of the EES Provider (such as ECSP) 

	> EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1. 

	> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	> EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.

	> EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	> Security Credential
	O
	Indicates the security credential sent by the ECS. The security credential is used by EEC to communicate with the EES as specified in 3GPP TS 33.558 [23], clause 6.2.

	Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	NOTE 1:	If the UE is provisioned or pre-configured with URSP rules by the HPLMN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations. 
NOTE 2:	EAS information is limited to the EEC requested applications. If no AC profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).




* * * Next Change * * * *
[bookmark: _Toc37791024][bookmark: _Toc42003989][bookmark: _Toc50584334][bookmark: _Toc50584678][bookmark: _Toc57673550][bookmark: _Toc114874166]8.5.1	General 
Discovery procedures enable entities in an edge deployment to obtain information about EAS and their available services, based on specified criteria of interest. 
EAS discovery enables the EEC to obtain information about available EASs of interest; the information about available EASs may be composed of EAS instances registered to the EES (e.g. executing EAS instances) or instantiable EASIDs that may be instantiated when needed. The discovery of the EASs is based on matching EAS discovery filters provided in the request. 
When multiple EASs are discovered for a specific AC, the EEC may select one or more EASs to enable AC communication with one of the selected EASs. The selection algorithm is outside the scope of this specification. Once the EAS is selected, the EEC may subscribe for the ACR event notifications at the EES of the selected EAS, as described in clause 8.8.3.5.2. The EDN configuration information received from ECS may be used for establishing a connection to EAS(s).
EAS discovery may be initiated by the EEC when a certain trigger condition at the UE is met. Some examples are as follows: 
-	AC related updates available at the EEC (e.g. due to AC installation/re-installation/activation), AC requesting application server access;
-	Lifetime received via EAS discovery response specified in clause 8.5.3 is expired; or
-	EEC detects the need of application context relocation as in clause 8.8.
NOTE:	When the EEC decides to perform EAS discovery is up to EEC implementation.

* * * Next Change * * * *
[bookmark: _Toc57673553][bookmark: _Toc114874169]8.5.2.2	Request-response model
Pre-conditions:
1.	The EEC has received information (e.g. URI, IP address) related to the EES;
2.	The EEC has received appropriate security credentials authorizing it to communicate with the EES as specified in clause 8.11; and
3.	The EES is configured with ECSP's policy for EAS discovery.
NOTE 1:	Details of ECSP's policy are out of scope.


Figure 8.5.2.2-1: EAS Discovery procedure
1.	The EEC sends an EAS discovery request to the EES. The EAS discovery request includes the requestor identifier [EECID] along with the security credentials and may include EAS discovery filters and may also include UE location to retrieve information about particular EAS(s) or a category of EASs, e.g. gaming applications, or Edge Applications Server(s) available in certain service areas, e.g. available on a UE's predicted or expected route. 
2.	Upon receiving the request from the EEC, the EES checks if the EEC is authorized to discover the requested EAS(s). The authorization check may apply to an individual EAS, a category of EASs or to the EDN, i.e. to all the EASs. If UE's location information is not already available, the EES obtains the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.10.3. If EAS discovery filters are provided by the EEC, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. If the EEC indicates that service continuity support is required, the EES shall take the indication which ACR scenarios are supported by the AC and the EEC and which of these are preferred by the AC into consideration.
	When EAS discovery filters are not provided, then:
-	if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;
-	EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 2:	Details of the UE-specific service information and how it is available at the EES is out of scope.
NOTE 3:	Both steps are evaluated prior to sending a response.
Upon receiving the request from the EEC, the EES may trigger the EAS management system to instantiate the EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.
NOTE 4: Triggering EAS management system on EAS discovery or on EAS selection can be specified in stage 3.
3.	If the processing of the request was successful, the EES sends an EAS discovery response to the EEC, which includes information about the discovered EASs. For discovered EASs, this includes endpoint information. Depending on the EAS discovery filters received in the EAS discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, KPIs, AC locations(s) that the EASs can support, ACR scenarios supported by the EAS, etc. The EAS discovery response may contain a list of EASs. This list may be based on EAS discovery filters containing a Geographical or Topological Service Area, e.g. a route, included in the EAS discovery request by the EEC.
If the EES has not identified EAS instances registered to the EES and has not triggered the EAS management system in step 2, the EES may include a list of instantiable EASIDs in the EAS discovery response to the EEC.
If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the EAS discovery request and respond with an appropriate failure cause.
	If the EEC is not registered with the EES, and ECSP policy requires the EEC to perform EEC registration prior to EAS discovery, the EES shall include an appropriate failure cause in the EAS discovery response indicating that EEC registration is required.
If the UE location and predicted/expected UE locations, provided in the EAS discovery request, are outside the Geographical or Topological Service Area of an EAS, then the EES shall not include that EAS in the discovery response. The discovery response may include EAS(s) that cannot serve the UE at its current location if a predicted/expected UE location was provided in the EAS discovery request. 
Upon receiving the EAS discovery response, the EEC may receive a list of EAS profile(s) and a list of instantiable EASID.theIf the EEC selects an EAS profile, the EEC uses the endpoint information for routing of the outgoing application data traffic to EAS(s), as needed, and may provide necessary notifications to the AC(s). The EEC may use the border or overlap between EAS Geographical Service Areas for service continuity purposes. The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the EEC may cache the EAS information only for the duration specified by the Lifetime IE. If the EEC selects an instantiable EASID, the EEC sends the EAS selection request to the EES as in clause 8.x.

NOTE 45:	Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the EES for changes of EAS information due to EAS status change) or the cached EAS Profile can be invalidated due to new EAS information discovery (e.g. due to UE mobility). The EEC can update or invalidate the cached EAS information (e.g. on PDU Session Release or Modification Command).
NOTE 56:	The AC can cache the EAS information (e.g. EAS endpoint) for subsequent use. In the case of the cached information needing to be updated or invalidated, the mechanisms for the EEC to notify the AC is up to implementation and is not specified in the current release of the present document.
NOTE 67:	The EEC can use the EAS information provided by the discovery procedure to perform service continuity planning, for example when ultra-low latency ACR is required.
If the EAS discovery request fails, the EEC may resend the EAS discovery request, taking into account the received failure cause. If the failure cause indicated that EEC registration is required, the EEC shall perform an EEC registration before resending the EAS discovery request.
* * * Next Change * * * *
[bookmark: _Toc37791030][bookmark: _Toc42003995][bookmark: _Toc50584338][bookmark: _Toc50584682][bookmark: _Toc57673568][bookmark: _Toc114874179]8.5.3.3	EAS discovery response
Table 8.5.3.3-1 describes information elements for the EAS discovery response from the EES to the EEC.
Table 8.5.3.3-1: EAS discovery response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EAS discovery request was successful.

	> Discovered EAS list
	O
	List of discovered EAS(s). Each element includes the information described below.

	>> EAS profile
	M
	Profile of the EAS. Each element is described in clause 8.2.4

	>> Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the EEC (e.g. time-to-live value for an EAS Endpoint)

	> Instantiable EASIDs
	O
	List of uninstantiated EASIDs available with the EES (e.g. EAS not executing).

	Failure response
	O
	Indicates that the EAS discovery request failed.

	> Cause
	O
	Indicates the cause of EAS discovery request failure.



* * * Next Change * * * *
8.x	EAS Selection
8.x.1	General
The EAS selection procedure allows the EEC to inform the EES that it has selected an instantiable EASID that was discovered through the EAS discovery procedure. Upon receiving this request, the EES may verify if an EAS is available, and may may trigger the EAS management system to instantiate the EAS as in clause 8.12 if needed.
8.x.2	Procedure
8.x.2.1	General
8.x.2.2	EAS Selection
Pre-conditions:
1.	The EEC has performed service provisioning procedure
2.	The EEC has performed the EAS discovery procedure and selected an instantiable EASID


Figure 8.x.2.2-1: EAS Selection procedure
1.	The EEC may have discovered an unstantiated EASID in the EAS discovery procedure and may request the EES to provide an EAS profile for the instantiable EASIDs. The EEC may include in the EAS selection request the UE identifier, the AC identifier, the EEC security credentials and a list of instantiable EASID.
2.	Upon receiving the request from the EEC, the EES validates the EAS selection request and verifies if the EEC is authorized for this operation. The EES may verify if instantiation of EASs are needed and may trigger the EAS management system to instantiate the EASs as in clause 8.12.
3.	If the processing of the request was successful, the EES sends an EAS selection response to the EEC indicating a successful status and the EES includes the EAS Profiles; otherwise, the EES shall indicate a failure status and include appropriate reasons.
The EEC may cache the EAS profile(s) and provide the EAS endpoint(s) included in the EAS Profile to the AC.
8.x.3	Information flows
8.x.3.1	General
The information flows are specified for EAS selection request and response.
8.x.3.2	EAS selection request
Table 8.x.3.2-1 describes the information elements for EAS selection request from the EEC to the EES.
Table 8.x.3.2-1: EAS selection request
	Information element
	Status
	Description

	UEID
	M
	The identifier of the UE.

	ACID
	O
	The identifier of the AC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Instantiable EASIDs
	M
	List of instantiable EASIDs



8.x. 3.3	EAS selection response
Table 8.x.3.2-1 describes the information elements for EAS selection response from the EES to the EEC.
Table 8.x.3.3-1: EAS selection response
	Information element
	Status
	Description

	Successful response (NOTE 1)
	O
	Indicates that the request was successful.

	> EAS Profiles
	M
	List of EAS profiles

	Failure response (NOTE 1)
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the failure cause.

	NOTE:	One of these IEs shall be present in the message.



8.x.4	APIs
8.x.4.1	General
Table 8.x.4.1-1 illustrates the API for EAS selection.
Table 8.x.4.1-1: Eees_EASSelectionAPI
	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	Eees_EASSelection
	Request
	Request/Response
	EEC



8.x.4.2	Eees_EASSelection_Request operation
API operation name: Eees_EASSelection_Request
Description: The consumer requests for one time EAS selection.
Inputs: See clause 8.x.3.2.
Outputs: See clause 8.x.3.3.
See clause 8.x.2.2 for details of usage of this operation.

* * * Next Change * * * *
[bookmark: _Toc57673715][bookmark: _Toc114874423][bookmark: _Toc42004072][bookmark: _Toc50584456][bookmark: _Toc50584800]8.12	Dynamic EAS instantiation triggering
[bookmark: _Toc54389558][bookmark: _Toc57673716][bookmark: _Toc114874424]8.12.1	General
The EES may trigger the EAS instantiation dynamically due to e.g., EAS discovery request, EAS selection request, UE mobility, upon receiving EEC Registration request containing AC profile.
Upon receiving the EAS discovery request with EAS discovery filter from the EEC or the S-EES during the procedures for EAS discovery or ACR, the EES may fail to discover and select the EAS that matches the UE location and the requesting application characteristics specified in table 8.5.3.2-2 due to no EAS is available or instantiated. The EES may trigger the EAS management system to instantiate the EAS serving the AC in the EDN before returning the EAS information to the EEC or S-EES, based on the pre-configured dynamic EAS instantiation information about which EAS can be dynamically instantiated at the associated EDN.
Upon receiving the EAS selection request, the EES may trigger the EAS management system to instantiate the EAS serving the AC in the EDN before returning the EAS information to the EEC based on the pre-configured dynamic EAS instantiation information about which EAS can be dynamically instantiated at the associated EDN.
NOTE 1:	The EAS management system is responsible for the authorization of the dynamic EAS instantiation.
NOTE 2:	The EAS management system can provide the pre-configured dynamic EAS instantiation information to the EES. Such a mechanism is out of scope of this release of the present document.
NOTE 3:	Dynamic EAS instantiation information at the EES is left implementation specific in this version of the specification.

* * * End of Changes * * * *
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