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1. Introduction
This pCR proposes to streamline clause 9.2 VAL server registration in TR 23.435 [1].
2. Reason for Change
The VAL server registration procedure requests the NSCE server to authenticate and register it, enrollment of APIs of it’s interest, while the NSCE server may return it’s list of supported services. All these functionalities are already provided by CAPIF, therefore the VAL server registration procedure is superfluous:
· In TR 23.700-99 [3] Solution 7 “network slice capability registration” the solution evaluation states that “The on-boarding functionalities of CAPIF could be utilized if applicable.”.
· TS 23.434 [2] clause 16.2.4.4 defines the NSCE-S reference point as an instance of the CAPIF-2 reference point, thus providing API invoker authentication, authorization, API enrollment and supporting API service calls.
· TS 23.434 [2] clause 15.2 Functional model representation specifies that “The service APIs offered by the SEAL function(s) are published and discovered on the CAPIF core function as specified in 3GPP TS 23.222 [8].”, and figure 15.2-1 explicitly includes network slice capability management.
NOTE:
TR 23.700-99 [3] describes Solution 7 “network slice capability registration” as addressing Key issue 3 “Discovery & registration aspects for management service exposure”. However, the question raised in KI#3 is “Whether and how SEAL needs to be enhanced to support the registration of the vertical applications to the 3GPP management domain.”, while the VAL server registration procedure is registering the VAL server to the NSCE server.
3. Proposal

It is proposed to streamline the content of clause 9.2 as below.
References

[1] 3GPP TR 23.435: “Technical Specification Group Services and System Aspects; Procedures for Network Slice Capability Exposure for Application Layer Enablement Service”
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* * * First Change* * * *

9.2
VAL server registration
For registration of the VAL server to be a recognized user of the NSCE server, the VAL server triggers the CAPIF Onboarding the API invoker procedure defined in TS 23.222[3] clause 8.1, using the data shown in Table 9.2-1 at the onboarding request, while the data returned at the the onboarding response is shown in Table 9.2-2. The NSCE server could be deployed with CAPIF core function.
Table 9.2-1: VAL server data at onboarding request 
	Request data
	Status
	Description

	VAL server ID
	M
	The identifier of the VAL server

	VAL Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the VAL server.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the NSCE service.

	APIs for enrollment
	O
	Indicates interested NSCE services.

	Proposed expiration time
	O
	Proposed expiration time for the registration


Table 9.2-2: Data returned at onboarding response
	Response data
	Status
	Description

	Registration ID
	M
	Identifier of the registration.

	Registration information
	M

	Information to allow the VAL server to be authenticated and to obtain authorization for service APIs

	Service API information
	O

	NSCE service API name, service API type, communication type, description, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format.

	Registration expiration time
	O
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.
If the Expiration time IE is not included, it indicates that the registration never expires.


Editor’s note: The ‘Proposed registration expiration time’ and the ‘Registration expiration time’ set by the API provider in the response are currently not supported by the CAPIF. The mechanism would allow to maintain the active registration status for a specific duration of time (a registration update is required before the expiration of this time; if Registration expiration time is not included in the response, it indicates that the registration never expires.) It is agreed that CAPIF should be extended with this mechanism and IEs.
For de-registration of the VAL server, the VAL server triggers the CAPIF Offboarding the API invoker procedure defined in TS 23.222[3] clause 8.2. In the offboarding request the Registration ID is used to identify the VAL server.















	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	





	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


	
	

	

	
	

	

	
	
	

	
	
	

	





	
	
	

	
	
	

	
	
	

	
	
	





	
	
	

	
	
	

	
	
	

	
	
	

	






	
	
	

	

	
	
	
	

	
	
	
	














* * * Next Change* * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[3]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

 [4]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[5]
GSMA NG.116 - Generic Network Slice Template.

[6]
3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".

[7]
3GPP TS 28.532: "Management and orchestration; Generic management services".

[8]

3GPP TS 28.531: "Management and orchestration; Provisioning".
[9]
3GPP TS 28.537: "Management and orchestration; Management capabilities".

[10]

3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".
[x]

3GPP TS 29.222: "Technical Specification Group Core Network and Terminals; Common API Framework for 3GPP Northbound APIs".
* * * End of Changes * * * *

�It is covered by TS 434 clause 16.2.3.2





