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1. Introduction
This solution addresses Key issue 2 – Identification 
2. Reason for Change
This solution defines which identities should be used for an ACMX session between interconnected MC systems, in order to identify the authorized user initiating the ACMX session, the target authorized user(s) in the partner MC system, and the MC service users subject of migration or interconnection request at the partner MC system.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-38 version 1.0.0.
* * * First Change * * * *

5.2
Key issue 2 – Identification

Performing an ACMX transaction requires to identify the authorized users managing the ACMX in the primary and the partner MC systems, as well as the MC service user(s), i.e. the users require configuration data for migration and/or interconnection.

List of key issues:

-
Investigate and clarify, how  the authorized users in the primary and the partner MC system are identified, as well the MC service user(s), which are subject of configuration and information exchange between interconnected MC systems.

-
Identify the impact on existing solutions.


* * * Next Change * * * *

 7.X
Solution #X: Identification of MC service users

7.X.1
Solution description

7.X.1.1
Overview

This solution addresses the following aspects: 

- Key issue 2 – Identification. 

3GPP TS 23.280 [5], clause 8 specifies the identities to be used for common services in an MC system. This solution defines which identities should be used for an ACMX session between interconnected MC systems, in order to identify the authorized user initiating the ACMX session, the target authorized user in partner MC system, and the MC service users which require configuration data for migration or interconnection.

7.X.1.2
Identifying an authorized user in primary and partner MC system

The MC service ID is used to identify the source and target authorized users when sending ACMX requests and responses, where the functional alias can be used instead/additionally in the requests and responses exchanged between the MC systems. 

When receiving a request at the partner ACMS, and the target MC service ID or the target functional alias is not active, where the ACMS is not able to handle it automatically, the ACMS should store the received request and wait until the MC service ID or functional alias is active again. 

7.X.1.3
Identifying an MC service user for migration and interconnection 

For migration: 

· MC service ID from the primary MC system is used for sending MC service user configuration data for the first time to the partner MC system.

· Upon acceptance of adding the migrating MC service user at the partner MC system, the partner MC system creates MC service ID for the user and share this information with the primary MC system. Afterwards, the primary and partner MC system use the MC service ID from the partner MC system for any subsequent information exchanges related to this MC service user.

For interconnection:

· The MC service ID is used to address the MC service user(s) to the partner MC system when handling interconnection requests, i.e. adding/deleting users to interconnecting groups owned by partner MC system.

7.X.2
Solution evaluation

This solution clarifies the MC service users identities used for ACMX transactions. 

* * * Next Change * * * *

7.2
Mapping of solutions to key issues

Table 7.2-1 Mapping of solutions to key issues
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* * * End of Change * * * *

