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	* * * First Change * * * *	
[bookmark: _Toc108431771][bookmark: _Toc122439663]8.14.2.4	ACR request
Pre-conditions:
1.	AC has subscribed for "ACR notifications" as specified in clause 8.14.2.5.2The AC can communicate with the EEC.




Figure 8.14.2.4-1: ACR request procedure
1.	The AC sends an ACR request to the EEC. The request includes AC profile, AC's security credentials, type of requested operation (i.e., ACR detection, ACR initiation) and S-EAS informationAC profile. If the request is to initiate the ACR, the request may also include the target EAS information.
2.	The EEC checks AC's security credentials and validates the request.
3.	If the request is successfully validated, the EEC sends an ACR response to the AC indicating if the request was successful.
4.	Tthe EEC process the request from the AC. If the type of requested operation in the request received in step 1 is:
-	ACR detection, then the EEC determines if ACR is required or not. If it is required, the EEC uses one of the EEC initiated ACR scenarios or launches ACR with action "determination", leading to S-EES executed ACR;
-	ACR initiation, then the EEC uses one of the EEC initiated ACR scenarios and initiate ACR. If the request in step 1 also includes target information, the EEC uses it to select the ACR targets;
[bookmark: _Toc122439664][bookmark: _Toc108431772]EEC notifies the ACR execution result to the AC as specified in clause 8.14.2.5.3.
[bookmark: _Toc122439666]	* * * Next Change * * * *	
8.14.2.5.2	Subscribe
Pre-conditions:
1.	The AC can communicate with the EEC.


Figure 8.14.2.5.2-1: EEC services subscription procedure
1.	The AC sends an EEC services subscription request to the EEC. The request includes AC profile, AC's security credentials, a list of EEC's services that AC requires the EEC to handle, and related parameters as described in 8.14.3.120. If the subscription request includes: 
-	EAS discovery or EAS dynamic information subscription, then the request may include a list of EAS characteristics and a list of EAS dynamic information filters respectively;
-	ACR, then the request includes a list of S-EAS information and corrosponding type of ACR operations: 
[bookmark: _Hlk123835118]-	ACR notifications, where the EEC notifies the AC with respect to the "ACR detection" and "ACR initiation" requests as specified in clause 8.12.2.4;
-	ACR monitoring, where the EEC monitors the need for ACR and notifies the AC as and when required e.g., on receiving ACR related notifications on EDGE-1 interface; and.
-	EEC managed ACR, where the EEC monitors the need for ACR. If need for ACR is detected, then the EEC decides and initiates ACR using one of the EEC initiated ACR scenarios. The EEC notifies the AC about the imminent ACR and may include the target information.
2.	The EEC checks AC's security credentials and validates the request.
3.	If the request is successfully validated, the EEC creates the subscription and sends an EEC services subscription response message to the AC. The response includes the list of services that the EEC will handle and related details.
4.	The EEC executes the services e.g., EAS discovery, ACR, and notifies the AC with information as necessary. The EEC may use locally cached information or configurations while providing services to the AC. 
	* * * Next Change * * * *	
[bookmark: _Toc114874086][bookmark: _Toc122439680]8.14.3.10	ACR request
Table 8.14.3.10-1 describes information elements of the ACR request sent by the AC to the EEC. 
Table 8.14.3.10-1: ACR request
	Information element
	Status
	Description

	AC profile
	M
	AC profile for EEC to determine the target EAS.

	Security credentials
	M
	Security credentials of the AC

	Requested ACR action
	M
	One of ACR detection or ACR initiation request actions

	S-EAS information
	M
	ID of the EAS to which the ACR request relates.

	Subscription ID
	M
	Subscription ID corresponding to the subscription that the EEC should use to notify the result of the requested ACR operation

	T-EAS information (NOTE)
	O
	AC provided target EAS information.

	NOTE:	This IE may be included if the request is to initiate the ACR.



8.14.3.11	ACR response
Table 8.14.3.11-1 describes information elements of the ACR response sent by the EEC to the AC.
Table 8.14.3.11-1: ACR response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the ACR request was successful and EEC is processing the requested ACR opertaion.

	Failure response
	O
	Indicates that the ACR request failed.

	> Cause
	O
	Indicates the cause of ACR request failure.




	* * * Next Change * * * *	
8.14.3.120	EEC services subscription request
Table 8.14.3.120-1 describes information elements for the EEC services subscription request sent by the AC to the EEC. 
Table 8.14.3.120-1: EEC services subscription request
	Information element
	Status
	Description

	AC profile
	M
	AC profile of the AC requesting subscription

	Security credentials
	M
	Security credentials of the AC.

	Notification details
	M
	Details on how the EEC can notify the AC.

	Required EEC services
	M
	EEC handled services required by the AC 

	> EAS discovery 
	O
	Indicates that AC requires EEC to handle EAS discovery. 

	>> List of EAS characteristics
	O
	List of EAS characteristics as described in EAS discovery filters (see Table 8.5.3.2-2).

	> EAS dynamic information
	O
	Indicates that the AC requires EAS dynamic information subscription

	[bookmark: _Hlk118744650]>> List of EAS dynamic information filters
	M
	List of EAS dynamic information filters as described in Table 8.5.3.4-2.

	> ACR 
	O
	Indicates that the AC requires ACR related services for the following EASs

	>> List of S-EAS information
	M
	S-EAS information corresponding to the ACR operation

	>>> ACR operation
	O
	Indicates if AC requires ACR monitoring or EEC managed ACR corresponding to each S-EAS

	>>> ACR notifications
	O
	Indicates if the AC requires ACR detection and initiation related notifications corresponding to each S-EAS.


[bookmark: _Toc122439681]8.14.3.131	EEC services subscription response
Table 8.14.3.131-1 describes information elements for the EEC services subscription response sent by the EEC to the AC.
Table 8.14.3.131-1: EEC services subscription response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EEC services subscription request was successful.

	> Subscription ID
	M 
	Subscription identifier corresponding to the subscription.

	> Expiration time
	O
	Indicates the expiration time of the subscription. To maintain an active subscription, a subscription update is required before the expiration time.

	> Confirmed EEC services
	M
	List of services EEC confirms to handle

	>> EAS discovery
	O
	Indicates that the EEC will handle EAS discovery

	>> EAS dynamic information
	O
	Indicates that the EEC will handle EAS dynamic information subscription

	>> ACR
	O
	Indicates that the EEC will handle ACR.

	>>> List of S-EAS information
	M
	Information of the S-EASs EEC will handle. 

	Failure response
	O
	Indicates that the subscription request failed.

	> Cause
	O
	Indicates the cause of subscription request failure



[bookmark: _Toc122439682]8.14.3.142	EEC services notification
Table 8.14.3.142-1 describes information elements for the EEC services notification sent by the EEC to the AC.
Table 8.14.3.142-1: EEC services notification
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the notification.

	Notification details
	M
	Information related to the notification

	> EAS discovery
	O
	Indicates that the notification relates to EAS discovery

	>> List of EAS profiles
	M
	EAS profiles associated with the notification. Each element is described in clause 8.2.4

	>>> Lifetime
	O
	Time interval or duration during which the information in the EAS profile is valid and supposed to be cached in the AC (e.g. time-to-live value for an EAS Endpoint)

	> EAS dynamic information
	O
	Indicates that the notification relates to EAS dynamic information subscription

	>> List of EAS profile
	M
	EAS profiles associated with the notification. Each element is described in clause 8.2.4

	>>> Lifetime
	O
	Time interval or duration during which the information in the EAS profile is valid and supposed to be cached in the AC (e.g. time-to-live value for an EAS Endpoint)

	> ACR
	O
	Indicates that the notification relates to ACR



Editor's note:	Details of ACR related notification are FFS.
[bookmark: _Toc122439683]8.14.3.153	EEC services subscription update request
Table 8.14.3.153-1 describes information elements for the EEC services subscription update request sent by the AC to the EEC.
Table 8.14.3.153-1: EEC services subscription update request
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the update request.

	Security credentials
	M
	Security credentials of the AC.

	Notification details
	O
	Details on how the EEC can notify the AC.

	Required EEC services
	O
	EEC handled services required by the AC 

	> EAS discovery 
	O
	Indicates that AC requires EEC to handle EAS discovery. 

	>> List of EAS discovery filters
	M
	List of EAS discovery filters as described in Table 8.5.3.2-2.

	>>> Preferred ECSP list
	O
	Preferred ECSP list corresponding to each set of EAS discovery filters.

	> EAS dynamic information
	O
	Indicates that the AC requires EAS dynamic information subscription

	>> List of EAS dynamic information filters
	M
	List of EAS dynamic information filters as described in Table 8.5.3.4-2.

	> ACR
	O
	Indicates that the AC requires ACR related services for the following EASs

	>> List of S-EAS information
	M
	S-EAS information corresponding to the ACR operation

	>>> ACR operation
	O
	Indicates if AC requires ACR monitoring or EEC managed ACR corresponding to each S-EAS



[bookmark: _Toc122439684]8.14.3.164	EEC services subscription update response
Table 8.14.3.164-1 describes information elements for the EEC services subscription update response sent by the EEC to the AC.
Table 8.14.3.164-1: EEC services subscription update response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EEC services subscription update request was successful.

	> Expiration time
	O
	Indicates the expiration time of the subscription. To maintain an active subscription, a subscription update is required before the expiration time.

	> Confirmed EEC services
	M
	List of services EEC confirms to handle

	>> EAS discovery
	O
	Indicates that the EEC will handle EAS discovery

	>> EAS dynamic information
	O
	Indicates that the EEC will handle EAS dynamic information subscription

	>> ACR 
	O
	Indicates that the EEC will handle ACR 

	>>> List of S-EAS information
	M
	Information of the S-EASs EEC will handle. 

	Failure response
	O
	Indicates that the subscription update request failed.

	> Cause
	O
	Indicates the cause of subscription update request failure



[bookmark: _Toc122439685]8.14.3.175	EEC services unsubscribe request
Table 8.14.3.175-1 describes information elements for the EEC services unsubscribe request sent by the AC to the EEC.
Table 8.14.3.175-1: EEC services unsubscribe request
	Information element
	Status
	Description

	Subscription ID
	M
	EEC services subscription identifier provided by the EEC during subscription.

	Security credentials
	M
	Security credentials of the AC sending the EEC services unsubscribe request.



[bookmark: _Toc122439686]8.14.3.186	EEC services unsubscribe response
Table 8.14.3.186-1 describes information elements for the EEC services unsubscribe response sent by the EEC to the AC.
Table 8.14.3.186-1: EEC services unsubscribe response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EEC services unsubscribe request was successful.


	Failure response
	O
	Indicates that the EEC services unsubscribe request failed.


	> Cause
	M
	Provides the cause for EEC services unsubscribe request failure.



	* * * Next Change * * * *	
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