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1. Introduction
The Editor’s Note in clause 9.4.3.2.2 is deleted due to no need to enhance the EAS discovery procedure.

2. Reason for Change
In clause 9.4.3.2.2 about the SEALDD server discovery for SEALDD client by using the EAS discovery procedure, there are one EN needed to be solved, as follows:

Editor's Note:
Whether EAS discovery procedure should be enhanced is FFS.
Response: The VAL server can be treated as an EAS, to add its associated SEALDD server information or the associated SEALDD server address as EAS Endpoint in EAS profile, then the AC/EEC/SEALDD client can reuse the current EAS discovery procedure to obatin the VAL servers info with their EAS profile (i.e., the associated SEALDD server info). There is no need to enhance the EAS discovery procedure.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.433 v1.0.0.
* * * First Change * * * *

9.4.3
SEALDD server discovery and selection for SEALDD client
9.4.3.1
General

The VAL client can use existing mechanisms (e.g. DNS query mechanism, application layer signalling mechanism) to find an appropriate SEALDD server in non-EDN scenario and EDN scenario. The VAL client can provide the SEALDD server information to the SEALDD client when the SEALDD service is required. 
NOTE:
DNS query mechanism and application layer signalling mechanism are outside the scope of SA6.

The EAS registration procedure of 3GPP TS 23.558 [8] can be enhanced to enable VAL/SEALDD client to discover and select proper SEALDD server in EDN scenario.
9.4.3.2
EDN scenario
9.4.3.2.1
VAL server registered to EES with associated SEALDD server address as VAL server endpoint
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Figure 9.4.3.2.1-1: VAL server registered to EES with associated SEALDD server address as VAL server endpoint
1.
The VAL server can discover and select the SEALDD server (e.g. by CAPIF functions). 

2.
The VAL server decides to use SEALDD service to enhance data transmission and send a regular SEALDD data transmission subscription request to the SEALDD server. 

3.
Upon receiving the request, the SEALDD server performs an authorization check and responds with a regular SEALDD data transmission subscription response. 

4.
The VAL server (as an EAS) registers to the EES as described in clause 8.3.3.2.2 of 3GPP TS 23.558 [8] with the associated SEALDD server address as EAS Endpoint in the EAS profile. The EAS ID used by VAL server in registration may indicate the application service association between the VAL service and SEALDD service implicitly or explicitly.

This procedure reuses the current procedure described in clause 8.3.3.2.2 of 3GPP TS 23.558 [8]. The VAL server (as an EAS) registers to the EES with the associated SEALDD server address as the EAS Endpoint in the EAS profile. Then the EEC can use the EAS discovery procedure defined in clause 8.5 of 3GPP TS 23.558 [8] to find the VAL server's address which is SEALDD server's address. The VAL client can initiate SEALDD service via SEALDD client with the SEALDD server's address. This procedure can be used for scenario (a).

9.4.3.2.2
EAS registered to EES with associated SEALDD server information
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Figure 9.4.3.2.2-1: EAS register to EES with associated SEALDD server information

1.
The SEALDD server (as an EAS) registered to EES with SEALDD profile (i.e. EAS profile) as an API provider.

2.
The EAS (VAL) server can discover and select the SEALDD server (e.g. by CAPIF functions). 

3.
The EAS (VAL server) decides to use SEALDD service to enhance data transmission and send a regular SEALDD data transmission subscription request to the SEALDD server. 

4.
Upon receiving the request, the SEALDD server performs an authorization check and responds with a regular SEALDD data transmission subscription response. 

5.
The VAL server (as an EAS) registers to the EES as described in clause 8.3.3.2.2 of 3GPP TS 23.558 [8] with the associated SEALDD server information (i.e. SEALDD service and SEALDD server address) as associated EAS ID and EAS Endpoint in the EAS profile.

Editor's Note:
Whether and how the SEALDD server can reuse the format defined in EAS bundles related solutions studied in FS_eEDGEAPP is FFS.

This procedure reuses the current procedure described in clause 8.3.3.2.2 of 3GPP TS 23.558 [8]. The VAL server (as an EAS) registers to the EES with the associated SEALDD server information (i.e. SEALDD service and SEALDD server address) as associated EAS ID and EAS Endpoint in the EAS profile. Then the EEC can use the EAS discovery procedure defined in clause 8.5 of 3GPP TS 23.558 [8] to find the VAL server's address and associated SEALDD server's address. The VAL client can initiate SEALDD service via SEALDD client with the SEALDD server's address. For scenario (b), the VAL client can also establish the connection with VAL server using the VAL server's information for application signalling transfer and only use the SEALDD connection for application data transfer.


