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1. Introduction
3GPP TR 23.700-78 studied the key issues related to application layer support for Personal IoT networks (PIN). As part of the key issue related to the PIN management it is identified to maintain the information related to the PIN at the PIN entities. When a PIN element is joining the PIN it needs to send the details of itself in the request and those details are captured as part of PIN client profile.
2. Reason for Change
This pCR brings in the list of information related to the PIN element which needs to be supplied when the PIN element is joining the PIN. This pCR doesn’t include the Information elements “Access control information”,  “Default PEGC” and “Backup PEGCs list” which are captured in the TR 23.700-78 since these information shall be shared to the PIN element as part of PIN join response or the PIN created notification.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.542 V0.0.0.
* * * First Change * * * *

8.2.x
PIN client profile

Table 8.2.x-1 describes the list of information elements that needs to be shared by the PIN element when requesting to join the PIN.
Table 8.2.x-1: PIN client profile
	Parameter Name
	Status
	Parameter Description

	PIN ID 
	M
	The identifier of the PIN to which the PIN element wants to join

	UE identifier
	O
	PIN Element or UE identifier

	PIN client ID
	M
	The unique identity of the PIN client within PIN

	Name of the device
	O
	Human-readable name of the device (i.e. door sensor, watch, smart TV, etc) along with manufacturer details

	Application List
	O
	List of application identities

	> Application Identity
	O
	Identity of the application 

	> Application schedule 
	O
	Operational schedules of each application (e.g., time windows) which the 

	> Application KPIs
	O
	Minimum KPIs required by each application to operate effectively within the PIN (e.g., PIN bandwidth, PIN request rate, PIN response time)


	capabilities
	M
	capabilities of the PIN client like whether it provides relay capability for other PIN elements, whether it can be assigned with the role of PEMC or PEGC etc.

	Visibility
	M
	Determines whether this PIN element is discoverable by other PIN elements within PIN, discoverable by other UEs outside the PIN etc.,

	access type
	M
	Access type supported for the communication

	Layer-2 details
	O
	Layer-2 address of the PIN element

	Required services
	O
	Identifies the list of services the PINE wants to consume

	Supported services
	O
	Identifies the list of services the PINE is providing and allowed to be accessed


* * * Next Change * * * *

<Proposed change in revision marks>

